
DEPARTMENT OF DEFENSE 
6000 DEFENsE PENTAGON 

WASHINGTON. DC 2030 1-6000 

SISBJ13C'I': Catninon Operating Environment (CUE) 

Reference: DEPSECDEF Memorandum, Global Inform'dtion Grid Enrerp~ise 
Services (GIG ES): Core Enrerprise Services (CES) Itnplemcntn~ion, 
November 10,2003 

The guidance in this memorandum supersedes the Chmrnon Operating k;o\ironmeut 
(CUE) guidance provided in the referenced memorandum. The COE (funrirrly called tha 
Defensc information InSrastructure COT:) is a legacy integration framework that etlablcs 
soS1wat.e portability and software reuse when using selcctcd operating systems. The C'OE 
provides a structured basis for soflware to access and use a standard set of services and 
functions on a workstation or server. 'I'he levels of CO1i compliance are provided i n  the 
Integration and Kuntime Specilkation (I&KrTS) V4.3 that can be found at https://dod- 
ead.mont.disa.millweb/.general.isp. 

COE cornpllmcc is required for software intcndcd to run on thc DoD Global 
Colnmand and Control System - Joint (GCCS-J) workstations or servers or thc GCCS 
Family of System derivatives, i.e., GCCS-AIMIAF. 'The minimum level of compliance is 
Levcl 6 to allow I'or information sharing with other software modules. ?'his rcquiremcnt 
will phase out as GCCS-J is taken out of the inventory and software applications are 
migrated to the Joint Command and Control (.IC2) portfolio The Defense Infnrrnatinn 
Systcms Agency (DISA) will plan and resource COE sustainmcnt support until GCC'S-J is 
retircd. DoD Components are encouraged to reevaluate other applications of thc COE and 
detcrminc whetIra this ~ilpability is still wa~lantccl. This guidmcc d u n  IIUI ;tCScc~ u x  uf 
any other integration framework. 
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