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To:
	Commander, Marine Corps Systems Command
Users of this Handbook

	Subj:
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	Ref:
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1.  This Handbook, the “Acquisition Logistic Support for the Software Portion of Systems Handbook”, is authorized for use by members of the U.S. Marine Corps acquisition workforce as a supplement to the reference.  It is not intended as a guide to all acquisition management and software development activities required for program execution but as a tool for use by Project Officers and Integrated Logistics Support Officers to ensure that supportability of the software portion of Systems is considered during every phase of the acquisition process.

2.  This edition constitutes an initial attempt to outline the necessary supportability planning actions during the various phases of the acquisition cycle needed to achieve effective post-fielding (post-deployment) software support.

3.  This handbook content will pace itself with the dynamics of the evolutionary DoD acquisition community.  It will therefore be changed when necessitated to reflect the evolving policies of the Defense Acquisition System in conjunction with the changes to the reference and MARCORSYSCOM’s growth as a professional organization.  To this end, the Acquisition Logistics Support for the Software Portion of Systems Handbook awaits you – the user.

	
	/Signed/
R.W. BATES
Chairman, Acquisition
Procedures Quality Management
Board


FOREWORD

The Handbook, Acquisition Logistics Support Handbook for the Software Portion of Information Systems (IS), is a tool for use by Project Officers and Integrated Logistics Support Officers to ensure that supportability of the software portion of Systems is considered during every phase of the acquisition process.  It is not intended as a guide to all the acquisition management and software development activities required for program execution; it must be used to supplement the information in the MARCORSYSCOM Acquisition Procedures Handbook.

IS, as discussed in this handbook, refers to those systems whose principal functionality is performed by software.  The handbook further considers only the specific software developed or adapted to accomplish the functionality specified in the IS requirements document.  Software for host computer operations, networking, and communications (unless it is specifically a part of the IS functionality) is not considered a part of the IS software.  The host computer environment is considered to be the Marine Common Hardware Suite (MCHS) or Navy Marine Corps Intranet (NMCI) unless the program requirements document states otherwise.

The objective of this handbook is to outline the necessary supportability planning actions during the various phases of the acquisition cycle needed to achieve effective post-fielding (post-deployment) software support.

Preparation of several planning documents, while not required for Milestone Decisions, is recommended to further this objective.  All of the Acquisition Logistics Support (ALS) elements and related disciplines are considered as they specifically relate to software acquisition and support.  Systems Engineering is considered part of the overall acquisition management and is not included in this handbook.

This handbook will be updated to reflect changes in the Defense Acquisition System in conjunction with changes to the Acquisition Procedures Handbook.  Questions, comments, or recommended changes to this handbook should be directed to the Program Manager, Information Systems (PM-IS), attention Mr.  Dave Ferris.

CHAPTER 1

INTRODUCTION

1.0 Purpose.  To establish Marine Corps Systems Command (MARCORSYSCOM) Acquisition Logistics Support (ALS) procedures that will ensure System software supportability for fielding and post-deployment operational use, including provisions for software revisions and/or modifications.

1.1 Scope

a.  This handbook is a tool for the Project Officer (PO) and Integrated Logistics Support Officer (ILSO) to ensure that necessary actions are taken during the various phases of the acquisition cycle in order to achieve effective post-fielding support of Information Technology System software.

b.  Information Technology (IT) is a combination of computer hardware and software, data, or telecommunications that performs functions such as collecting, processing, transmitting and displaying information.  As discussed in this handbook, IT refers to those Systems whose principal functionality is performed by software.  These Systems may have some components other than software, whose acquisition and support would be addressed at the system level and are not addressed in this handbook.  Excluded are embedded computer resources, both hardware and software, that are physically part of, dedicated to, or considered combat essential to the mission performance of the combat weapon systems.

c.  This handbook concentrates on software supportability.  The handbook must be used to supplement the MARCORSYSCOM Acquisition Procedures Handbook.

d.  The specific software developed or adapted for the functionality of the requirements document is the focus of this handbook.  Interaction with other software products or systems is considered an interface issue for configuration management (CM).

1.2 Background.  The transfer of responsibility for acquisition of software intensive IT Systems from Headquarters, Marine Corps to MARCORSYSCOM added a new dimension to computer resources life cycle logistics support.  MARCORSYSCOM initiated the development of procedures for the planning and execution of acquisition logistics for software on those systems whose functionality is accomplished by software.

1.3 General

a.  Planning for supportability up front is a major determinant of the success of a software acquisition program.  The program office will need greater understanding of the risks associated with the software development process and how such risks can be mitigated.  Software not developed with maintenance and supportability in mind, can end up so poorly designed and documented that total redevelopment is actually cheaper than attempting to maintain the original code.

b.  The bulk of life cycle expenditures for software are for post-deployment software support (PDSS).  We must develop a willingness to address long-term software supportability issues early on, and ensure that adequate life cycle funding is included in the Program Objective Memorandum (POM) and Budget submissions.  The future of Marine Corps fielded software intensive systems is inevitably dependent upon MARCORSYSCOM’s ability to cost-effectively maintain software for the planned lifetime.

c.  Perfectly designed and produced software is not obtainable.  However, starting with a clear and complete requirements document is the first step toward a successful program.  An acquisition program should not proceed past Milestone (MS) I without an Operational Requirements Document (ORD) that includes all software functional and performance requirements from which verification (testing) guidance and supportability objectives can be derived.

1.4 Precedence.  This handbook provides guidance to the PO and ILSO; it does not establish policy.  As such, all orders, directives, specifications and standards have precedence over the information in this handbook.  The MARCORSYSCOM Acquisition Procedures Handbook takes precedence in case of conflict with this handbook.

CHAPTER 2

GENERAL

2.0 Introduction.  This chapter discusses the general nature and characteristics of software.

2.1 Guiding Principle.  Software logistics support must be considered up front and early on any software development.  Software will have to be maintained throughout its expected life.  One important aspect is to ensure that the software is properly and completely documented as it is developed.

2.2 Software Characteristics

a.  Software does not fail in the classical context associated with hardware.  A software error (failure/defect) is present when the software does not do what the user reasonably expects it to do.  Such an error has most likely existed in the program since its creation.  It is very difficult to test all possible scenarios of software usage and errors can go undetected.  When a problem caused by a component failure is found in hardware, the solution entails bringing the hardware item back to its original configuration.  In the case of software, when a problem is found and corrected, a new configuration is created.  Hence, software maintenance inherently involves continuous changes to the product baseline.

b.  Software does not wear out like hardware, so the term “software maintenance”, although widely used, is technically a misnomer.  The appropriate name for this effort is “software support”.  Software maintenance (i.e., support) is the modification of a software product after delivery to correct faults, to improve performance or other attributes, or to adapt the product to a changed environment (most software changes are due to user requirements).  Software modifications are also generated by changes in the requirement (functional enhancements) or by evolutionary “refresh” activities associated with improved computer hardware products and process changes in the user environment.

c.  The computer programmers involved in software support require programming skills approximating those of the original software developers.  The programming efforts entailed in introducing software changes, whether in the form of corrective action or performance enhancement, are just as challenging as those entailed in creating the initial software product.  A major challenge for software support is maintaining a technically competent programming staff.

2.3 Software Support Concept

a.  A software support concept identifies a software engineering capability with the personnel resources and skills, physical facilities and support systems to undertake software development, and to make changes to that software.  A user support channel must also be defined for user change requests and to distribute updated software versions.

b.  The resources committed to the support function are a significant part of the software life cycle costs in terms of both capital investments and operational expenses.  Judging the optimum scale of this investment involves trading off the costs of support against the operational benefits to be derived.

c.  The Project Officer (PO) must address and resolve the following planning issues early in the acquisition cycle.

(1) Determine who will accomplish the Software Support Activity (SSA) functions (see Appendix E).  Although the SSA acts as a government entity, its functions may be performed in-house, by other Service agencies, or by contract.  Appendix E identifies some of the normal SSA functions.  The specific SSA tasks and responsibilities should be specified in a charter or memorandum of agreement (MOA).

(2) Formulate the software support and where post-deployment software support (PDSS) will be performed and what support environment resources that will be required.

(3) Project life cycle funding for the entire life cycle.  Prepare detailed program objective memorandum (POM) and budget to include all life cycle support costs.  Since the user does not perform organizational or intermediate maintenance on software, the funding for software support is normally borne by the Program Office for its operational life.

(4) Plan and conduct visits to potential user sites during each development phase to better understand the user’s organizational and operational concept.  The site visits also help identify facility shortcomings to be corrected before fielding of the System.

(5) Determine the range and amount of software technical documentation/technical data to be delivered by the software developer consistent with the software support concept.  This data, along with all the software development tools and equipment, are essential during PDSS to create and test new software versions.

(6) Define a configuration management (CM) plan for the program.  Outline the processes to set priorities, identify resources and maintain status accounting during PDSS.

(7) Define a quality assurance program to support the software that is enhanced.

(8) Establish a measurement for the PDSS agent so that the PO can determine supportability issues during this phase.  The “Practical Software Measurement”, found on the DoD Deskbook, is a valuable tool to assist in the formation of measures to support PDSS.

2.4 Commercial Software Considerations

a.  Data rights, licensing and subscription services (such as options to purchase proprietary information) are necessary to enable the Government to fully execute the approved software support concept.  Incorporate these into the initial purchase of the software along with requirements for the vendor to support the Government’s out-year needs for that software.

b.  The SSA should maintain program specific licensing and subscription services (vendor field change orders and software releases) throughout the life of the System.  This allows the SSA to anticipate and plan for the impact of vendor changes on the Government’s program.

c.  Commercial software should not be altered.  Make no adaptation that would void licensing or subscription services.  If commercial software is not useable without alteration, then reconsider its suitability.

d.  Even with commercial software, establish a formal CM process.

2.5 Life Cycle Support Strategies

a.  Life cycle support strategies ensure that the contractor, when developing the software, addresses information and documentation management, quality and verification procedures that will be used in the PDSS environment to produce software changes.  The strategies also help the PO determine the resources required to transition from the initial development environment to the software support environment.  Life cycle support strategies are documented in the Acquisition Strategy (AS) and the Software Support Plan (SSP).

b.  Several acquisition conditions determine the support strategies to employ.

(1) The original development contractor is awarded the software support contract.  The processes, products and support systems are already in place at the contractor’s facility and typically are the same as those used during the development.  The PO must ensure that the product is well documented (including requirements traceability) as it is developed.

(2) A competitive contract is awarded for software support.  The developmental environment products and support systems are either transferred from the original contractor facility to the competing contractor or the items are duplicated.  The original contractor can also be a competitor.

(3) The Government assumes responsibility for supporting computer software configuration items (CSCI).  The development processes, products and support systems are relocated to a government support center or duplicated.  Government, i.e., organic, personnel execute the support process.

(4) The Government and the contractor share responsibility for software support.  Each is assigned a portion of the support effort.  The Government and contractor may be collocated.  The processes, products, and support systems are relocated to a government support center; or the items are duplicated.  Either the original contractor or a competitive contractor will share the manning of the effort with the Government.

CHAPTER 3

Roles & Responsibilities

3.0 Introduction.  This chapter discusses the roles and responsibilities of individuals and activities for the management and support of System software acquisition programs.

3.1 Guiding Principle.  The Project Officer (PO) must identify and enforce all the roles and responsibilities of those individuals and agencies supporting the project.

3.2 Software Acquisition Roles and Responsibilities.  Those individuals having specific software acquisition program roles and responsibilities are listed below.

a.  Program Manager.  Program Managers (PM) are assigned by the Commander, MARCORSYSCOM (or the delegated Milestone Decision Authorities) to acquire AIS on behalf of the Marine Corps.  The PM is vested with full authority, responsibility and accountability for an AIS program throughout its entire life cycle from “Cradle to Grave.”

b.  Assistant Program Manager for Logistics.  The Assistant Program Manager for Logistics (APML) supports the PM by formulating, coordinating and implementing acquisition logistics support (ALS) for software acquisition programs.

c.  Assistant Program Manager.  The Assistant Program Manager (APM) supports the PM by formulating, coordinating and implementing a comprehensive software engineering program for programs and/or projects managed by the PM.  The APM conducts oversight of the Software Support Activity (SSA) and post-deployment software support (PDSS) re-development efforts.

d.  Project Officer.  The Project Officer is assigned to a specific AIS acquisition program.  The PO represents the PM in matters regarding acquisition and fielding of assigned software systems throughout their life cycle.  The PO manages the day-to-day activities of the program to include funding, software design, security aspects, configuration management, risk abatement and contractual and documentation needs.

e.  Integrated Logistics Support Officer.  The Integrated Logistics Support Officer (ILSO) is a designated acquisition logistics specialist assigned to support specific programs.  The ILSO develops the acquisition logistics support plan (ALSP) for assigned programs and works directly with the PO to ensure that supportable software products are provided to the operating forces.  The ILSO coordinates the preparation and staffing of required software supportability documents.

f.  Logistics Element Manager.  A Logistics Element Manager (LEM) is a technical expert in one (or more) of the logistics elements or related disciplines.  LEMs provide technical expertise and support to the PO and ILSO during the development and acquisition of systems and equipment.  LEM contributions include:

(1) Determining the supportability requirements within their functional area(s).

(2) Identifying contractual requirements.

(3) Developing appropriate sections of the ALSP, User’s Logistic Support Summary (ULSS) and other logistics documents.

(4) Reviewing and providing inputs to acquisition logistics documentation.

(5) Monitoring contract schedules, reviewing and evaluating contractor performance and ensuring compliance with applicable requirements, regulations and guidelines.

(6) Participating in the acquisition logistics support (ALS) management process.

g.  Computer Software Logistics Element Manager.  The Computer Software LEM provides software engineering technical support to the PO for program planning, acquisition and life cycle software support.  Normally, the Software Support Activity (SSA) provides the Computer Software LEM.

h.  Computer Hardware Logistics Element Manager.  The Computer Hardware LEM provides information on common computer hardware requirements, modernization planning for fielded common hardware assets and computer equipment acquisition contracts.  Program Manager Information Technology (PM-IT) provides the Hardware LEM.

3.3 Other Participants Supporting Software Acquisition Programs

a.  Marine Corps Combat Development Command.  Marine Corps Combat Development Command (MCCDC) is the Marine Corps requirements sponsor.  In that role, MCCDC is responsible, through a variety of analyses, for identifying needs that may require a materiel solution and documents the need in either a Mission Need Statement (MNS), or a statement of need, depending on acquisition category (ACAT) level and urgency.  MCCDC charters an integrated product team (IPT) to develop and staff subsequent requirements documentation such as the Operational Requirements Document (ORD).  MCCDC also has responsibility for the program objective memorandum (POM) submissions for acquisition programs including software programs.

b.  Functional Manager.  The Functional Manager identifies functional processes that require a software acquisition solution and initiates appropriate requirements documents.  In some cases, the Functional Manager performs in a manner similar to MCCDC for establishing the requirement to be satisfied through the acquisition process.  The Functional Manager may also participate in the pre-milestone 0 activities identified in paragraph 4.4.a.

c.  Milestone Decision Authority.  The Milestone Decision Authority (MDA) is the single focal point for programmatic decisions.  The MDA for Marine Corps programs is, in general, the Commander, MARCORSYSCOM.  SECNAVINST 5000.2B allows the Commander to delegate his MDA for ACAT IV programs.  Using this authority, the Commander may, on a case-by-case basis, delegate MDA for ACAT IV or Abbreviated Acquisition Programs to Directors within MARCORSYSCOM.  Additionally, the Commander may delegate MDA authority for Information Technology (IT) Abbreviated Acquisition Programs to Commanding Generals, Commanding Officers and Headquarters, Marine Corps Flag/Senior Executive Service level officials serving as PMs.

d.  The Deputy Commander, Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance Systems.  The Deputy Commander, Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance Systems (DC C4ISR) serves as the MDA for many of the C4ISR programs/projects.

e.  Program Analysis and Evaluation Directorate.  Program Analysis and Evaluation Directorate (PAE) supports POs throughout the acquisition process with respect to interpretation of policy and guidance, documentation requirements and staffing, and the milestone review process.  PAE also prepares Integrated Program Assessments for MDAs that assess the program/projects readiness to proceed to the next acquisition phase.  The Integrated Program Assessment includes a staff recommendation to the MDA as well as proposed exit criteria for the next milestone.  POs should contact PAE six months prior to an impending milestone decision and periodically during post-deployment to assess status of the program.

f.  Program Manager Information Technology.  PM-IT procures and implements life cycle logistics support for common computer hardware based on requirements submitted by the PO.  PM-IT provides computer hardware advice and coordination on Marine Common Hardware Suite (MCHS) and the Navy Marine Corps Intranet (NMCI) capabilities and schedules.  PM-IT provides the Computer Hardware LEM for software programs.

g.  Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance Systems Engineering & Integration.  The Systems Engineering & Integration (SE&I) organization, located within C4ISR, is responsible for implementation of Department of Defense Information Technology and Security Certification and Accreditation Program (DITSCAP).  SE&I, as Certification Authority, performs the evaluation of the security features throughout the life cycle of AIS (including software) to establish that it meets the specified security requirements, and prepares the certification report for review and approval by the Designated Approval Authority (DAA) (i.e., the DC C4ISR).  Subsequent changes to the AIS software may require re-certification by the SE&I group.

h.  Program Support Directorate.  The Program Support Directorate (PS) conducts independent logistics assessments (ILA).  The Director, PS makes recommendations to the MDA on the supportability of acquisition programs at milestone decisions.  PS also provides logistics and systems engineering support to POs throughout the acquisition process.  PS works closely with POs to ensure their systems are logistically supportable and meet operational requirements as outlined in the ORD or other requirements documents.

i.  Acquisition Logistics Officer.  The Acquisition Logistics Officer (ALO) works for PS (Code PSL).  The ALO reviews the acquisition programs for logistics supportability and conducts ILAs for the programs.  An ILA is required prior to a Milestone (MS)-III decision, and may also be completed at other times as necessary.  The ALO works closely with the PO and ILSO by participating in ALS IPTs throughout the life cycle and coordinating with the APML to provide input to the logistics strategies.

j.  Marine Corps Information Technology Network Operations Center.  The Marine Corps Information Technology Network Operations Center (MITNOC) is responsible for performing network analyses on all Systems that reach beyond a local area network (e.g., that have base-wide implications or remote users).  It is the responsibility of the PO to inform MITNOC when a program/project requires a network analysis.

k.  Software Support Activity.  The Software Support Activity (SSA) provides technical support to the PMs for software acquisition programs.  Development support includes software acquisition planning, identification of requirements (e.g., funding, hardware and software, facility, equipment, technical data, data management and logistics), software quality and transition planning.  During post-deployment activities, the SSA is concerned with PDSS operations and software quality management.  A charter or memorandum of agreement defines the SSA’s authority, responsibilities, identifies specific tasking and establishes organizational, management, support and technical relationships.  The SSA may accomplish its functions through other government agencies or contracts; however, it retains responsibility for the effort.  The SSA may serve as the principal development activity for software, and as such, it performs software design and development engineering.  The SSA may serve as a PDSS activity for support of fielded software.  The SSA provides the Software LEM and a member of the ALS IPT.  (See Appendix E)

l.  Users/gaining commands.  User commands are the customer and become responsible to report software problems, express concerns, and identify desired improvements.  The user should participate in software testing and provide representatives to configuration control boards to assist in prioritizing software changes.

CHAPTER 4

ACQUISITION OVERVIEW

4.0 Introduction.  This chapter presents an overview of the acquisition process, as it would normally apply to a System software program.  The process described in this chapter can and should be tailored to meet individual program needs; phases may be shortened and even eliminated with combined milestone (MS) decisions.

4.1 Guiding Principle.  Start with a clear and complete statement of the functional requirements, thoroughly document the development efforts and verify the performance of the software against the functional requirements in order to minimize post-deployment software errors/failures.

4.2 Software Acquisition Process.  Figure 4-1 shows the traditional “waterfall” software development cycle contrasted with the standard acquisition process.  This is just one of several development models and is shown for illustrative purposes only.
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Figure 4-1.  Software Acquisition Process

4.3 General.  Software programs, while subject to the normal acquisition phases and milestones, are more likely to combine two or more phases resulting in less time and fewer decision milestones than hardware programs.  This chapter discusses the supportability considerations and activities appropriate for each acquisition phase that should be accomplished even if phases and milestones are combined.

4.4 Pre-milestone 0

a.  The Pre-MS-0 phase is that time of preparation and analysis to determine a mission need.  This phase is used to identify, analyze, define and validate Marine Corps needs through the mission area analysis and the application of appropriate computer resources and support technologies.  The Functional Manager initially determines whether the importance of a mission deficiency or a system improvement justifies the further analysis and development of a software system.  MARCORSYSCOM can assist the Functional Manager with planning and analysis including contributions to:

(1) The development of the Mission Needs Statement (MNS) or other requirements document.

(2) The identification of essential technical assumptions, opportunities, limitations and constraints that may affect potential alternative solutions.  (This may include System configuration, information capacity, structure, operations and interoperability.)

(3) The development of a preliminary cost estimate based on the anticipated total life cycle for the mission needs, as identified.  At a minimum, the cost estimate must identify the resources required to complete the Concept Exploration (CE) Phase.

(4) Per the Clinger-Cohen Act, if development of an Automated Information System is being considered, several activities must be identified up front.

(a) Business processes must be agreed upon prior to automating them.

(b) Return on investment analysis for automating the business process must be conducted.  In this assessment, consideration of supportability issues is required.

b.  The culmination of these Pre-MS-0 activities is a formal MS-0 decision.  MS-0 is the point at which the MDA decides what action MARCORSYSCOM should take with regard to satisfying the MNS.  MS-0 is a decision point on whether to allow a Program Manager (PM) to proceed into the CE Phase (Phase 0) to support a solution to the MNS.  It reflects approval to proceed with studies of alternative concepts that could satisfy the mission need.  Funding availability and the priority of the Functional Manager both play a role in determining whether a program can proceed into the CE Phase.

4.5 Concept Exploration Phase (Phase 0)

a.  After a successful MS-0 decision, an initiative enters the CE Phase, Phase 0.  The focus of Phase 0 is to define and evaluate the feasibility of alternative concepts and to provide a basis for assessing the relative merits of these concepts at the next milestone decision point.  The preparation of the Operational Requirements Document (ORD) (transitioning the MNS) is one of the key activities to accomplish during this phase.

b.  During the CE Phase, an ORD Integrated Product Team (IPT) is formed (with participation of the Functional Manager, MCCDC, MCOTEA and MARCORSYSCOM) and the MARCORSYSCOM level of participation picks up.  The purpose of the ORD IPT includes assisting the requirements officer in preparing the ORD and coordinating studies of alternative concepts.  The ORD IPT should also develop the scope of analysis (what is required) for the Analysis of Alternatives (AOA).  Additional information is contained in the Marine Corps ORD Development Handbook.

c.  The use of a Software Support Activity (SSA) is strongly recommended for potential software programs.  Early involvement of the SSA significantly enhances the supportability of a software program over its life cycle.  Selection of the SSA should be made early in order to provide the Computer Software Logistics Element Manager (LEM) expertise to the Project Officer (PO) throughout the CE Phase.

(1) The SSA should develop computer resources support strategy and assist with the determination and investigation of alternate support concepts (e.g., the variations in concepts associated with Commercial Off-The-Shelf (COTS) versus limited development/non-development versus full development acquisition schemes).

(2) The SSA should also influence the software product definition and contribute to the development of support and test systems and processes to optimally satisfy the software requirement, test and post-deployment software support (PDSS) needs.

(3) The SSA should prepare the initial Software Support Plan (SSP).

d.  Software development/migration should be accomplished in coordination with the Marine Common Hardware Suite (MCHS) and the Navy Marine Corps Intranet programs.  Development/migration should not be targeted to the latest and greatest technology but targeted to maximum use of the USMC hardware infrastructure.  This will alleviate problems of interoperability and supportability while maximizing avoidance of costs associated with purchasing and fielding of new equipment.

e.  The PO should specifically focus on the identification, screening, analysis and preliminary evaluation of the viable alternative computer resources technologies and resources suitability (operational, procedural and technical), interoperability and supportability.  If Non-Developmental Item (NDI) computer resources are reasonable alternatives, market surveys should be conducted to satisfy the requirement.  Each alternative computer resource consideration should be investigated to provide descriptions of the technical approach, the estimated performance, the supportability approach, the development/production/fielding schedule and the estimated life cycle costs.

f.  The CE Phase is also used to identify and evaluate alternative computer resources support.  Concepts to achieve satisfaction of the requirement (MNS or other requirements document) should be based on the results of these evaluations to select the best functional/technical computer resources support concepts.

4.6 Program Definition and Risk Reduction Phase (Phase I)

a.  The Program Definition and Risk Reduction (PDRR) Phase begins with a MS-I decision and is used to mature the software design through:

(1) Demonstrations to confirm System and operational concepts,

(2) Proposed operational and support objectives,

(3) Refinement and completion of technical specifications,

(4) Validation that the system’s design fulfills the functional and primary performance requirements,

(5) Establishment of the PDSS concept(s),

(6) Identification of the PDSS resource requirements,

(7) Proposed PDSS acquisition requirements, and

(8) Update of the life cycle cost estimate (LCCE) for the system.

b.  These steps should be applied to each design approach.  Comparisons of the relative merits of each design’s operational and support characteristics are used to preferentially prioritize them.

4.7 Engineering and Manufacturing Development Phase (Phase II)

a.  The Engineering and Manufacturing Development (EMD) Phase is used for full-scale development and primary integration of the software.  Developmental and unit operational testing may be conducted and analyzed for assurance of technical, functional and operational satisfaction of the requirements stipulated in the MNS, ORD, or other formal requirements documentation.  Other objectives of this phase are the planning and preparation for production, testing, deployment and post-deployment support.  The PO identifies the resources necessary to sustain the software support after transition to include the resources necessary to maintain, replicate, distribute, download, install and provide training for users of the System software.

b.  The contractually deliverable software is evaluated using the Developmental Environment.  The Acquisition Logistics Support (ALS) IPT contributes to the PO’s acceptance of documents and technical data, which pertain to computer resources support issues and concerns.  The documentation is reviewed to ensure that computer resources support requirements have been completely and satisfactorily addressed.

4.8 Production, Fielding/Deployment and Operational Support Phase (Phase III)

a.  The Production, Fielding/Deployment and Operational Support (PF/DOS) Phase is the acquisition period used for the production and deployment of the AIS, followed by continuous life cycle support for the remainder of its operational life.  Software support is unique in that, after fielding, program management activities are not abated.  Rather, they repeatedly re-cycle through the acquisition phases for development, testing and deployment of all software program changes.  This PDSS includes strict configuration management (CM) of the software and the planning, acquisition, testing, distribution/deployment and sustaining support to each and every software change that occurs.

b.  There are two distinct elements of the PF/DOS phase.  Paragraph 4.8.1 discusses the production and fielding activities while paragraphs 4.8.2 focuses on operational support.

4.8.1 Production and Fielding

a.  The production and fielding period implements most of the software support planning effort.  The software is produced and tested.  The User’s Logistics Support Summary (ULSS) is published and gaining units are provided assistance to support the fielding and stand-up of the AIS in the operational mode.

b.  This period also provides the time for transition from the development mode to the post-deployment support mode.  As a prelude to software fielding, the transition to PDSS is accomplished and the PDSS capability is demonstrated.

(1) The staffing and training of personnel to provide PDSS is completed.

(2) The transfer of resource assets from the development environment to the support environment (i.e., host computer system, target computer system or “mock-up”, firmware support systems, integrated testing system, automated documentation, configuration management systems and tracking systems) is accomplished.

4.8.2 Operational Support

a.  Operational support begins when the first unit is equipped with the System.  At that point, the PDSS environment must be fully established with the same skills/tools as used in software development.  Resources and processes must be in-place to provide technical assistance to users and to process software trouble reports.  Technical assistance support may include:

(1) Help Desk support with toll free (800) telephone and e-mail services,

(2) On-site software installation and operation assistance,

(3) Clarification of functional processes and procedures,

(4) Operator training, and

(5) Replacement of damaged media.

b.  A strong CM program must be in place with the authority and resources to analyze problems, prioritize and approve configuration changes and maintain rigid version control for all software modules and documentation.

c.  Post-deployment evaluation should be conducted one year after fielding.  In addition to reviewing the functional performance of the software, the evaluation should:

(1) Identify and resolve any software supportability issues and problems,

(2) Determine the validity of the current software support concept, and

(3) Determine the adequacy of the computer resources support environment.

d.  The SSA should continue to execute its assigned functions to oversee the analysis of software problems, evaluation of proposed software changes and maintenance of the configuration baselines for the System.

e.  A Software Configuration Control Board (CCB) must be established to approve recommended solutions for software problems.  Software version upgrades can be fielded only after a new fielding release decision.

CHAPTER 5

SOFTWARE LOGISTICS

5.0 Introduction.  This chapter provides insight on the software acquisition logistics process within MARCORSYSCOM.  Further guidance on life cycle logistics support policy and procedures is contained in TM 4420-15/1, Life Cycle Logistics Support and the Materiel Fielding Process, MARCORSYSCOM Order 4490.1, User’s Logistics Support Summary (ULSS) Guidance, and in the MARCORSYSCOM Acquisition Procedures Handbook.

a.  Acquisition logistics support (ALS) begins with program initiation.  Logisticians identify supportability requirements, evaluate alternative support concepts, minimize cost and support risks and identify design interface factors that could affect future software supportability and readiness.  Supportability requirements are then integrated into the software engineering effort.

b.  The development and implementation of supportability plans establish a software logistics support program.  Using the established logistics support program, the Program Manager (PM) and Assistant Program Manager for Logistics (APML) can monitor, evaluate and assess supportability of the software throughout its life cycle.

c.  Supportability plans are based on the acquisition logistics elements and related supportability disciplines.  Each element and related discipline is explained in terms of how it relates to software logistics support.

5.1 Guiding Principle.  The software logistics process is initiated, budgeted, funded, and managed as an integral part of the AIS acquisition program.  The main objective of the process is to ensure supportability after fielding.

5.2 General

a.  Providing logistics support for AIS requires the integration of support by a variety of offices and/or agencies in many different functional areas.  The integration of these elements and disciplines into a system’s design effort is essential to meeting operational and support objectives at reasonable life cycle costs.

b.  Integrated Product Teams (IPT) are the recommended approach for integration and coordination of the many acquisition logistics support activities and functions in acquisition programs.  An ALS IPT should include those personnel and activities listed in paragraphs 3.2 d through 3.2 g.

5.3 Acquisition Logistics Elements.  The ten traditional acquisition logistics elements are discussed below.  These elements divide the acquisition logistics program into manageable functional areas to aid in the systematic planning, development, implementation and integration of logistics support into the acquisition process.  IPTs should tailor these logistics elements and the related supportability disciplines discussed in paragraph 5.4, to best suit the specifics of their program.

5.3.1 Maintenance Planning

a.  Software maintenance is a two level concept; accomplished either at the organizational or depot level.  Organizational level maintenance consists of minimal functions that the user can perform such as installation or reinstallation of software and to remedy conflicts between software programs running on the same computer.  All changes to the software are made at the depot level (government/contractor post-deployment software support (PDSS)).  Figure 5-1 illustrates a typical software maintenance concept.
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Figure 5-1.  Typical Software Maintenance Concept

b.  If software fails, the problem exists in all the distributed copies and the software must be redesigned to correct the problem.  Even if a single module requires recoding, the complete software program should be tested sufficiently to assure that correcting the failure at hand did not introduce other errors or potential failures into the system.

c.  Because of programmers’ natural tendency to “fine tune” their systems at every stage and occasionally add more sophistication (without thought of cost or schedule), a single error fix or repair frequently becomes an opportunity for much more elaborate software engineering.  This tendency must be carefully controlled.  An error found as early as possible will save resources.  If the error is found in requirements, it cost less (hours, dollars, etc.) to fix.  Finding that same error at fielding increases costs 100 fold (hours, dollars, etc.) to fix.

d.  Tools and equipment required to develop and produce software are the same items required for maintaining the software.  In fact, it is important to ensure that the development environment configuration is accurately replicated for the support environment.

e.  The software support concept should be clearly stated in the acquisition strategy (AS), acquisition logistics support plan (ALSP) and software support plan (SSP) prior to milestone (MS)-I.  It should also be incorporated into the Unit Logistics Support Summary (ULSS) for fielding.

5.3.2 Manpower and Personnel

a.  System software support normally is not assigned to unit personnel and rarely generates specific Military Occupational Specialty skill requirements.  There may be user personnel skill issues if a new skill capability is being added.

b.  There may be manpower issues if a new functional process is being added or if the System results in fewer people being required to fulfill the mission associated with the system.

c.  Programmer personnel qualifications are an issue to be addressed for PDSS.  PDSS programmers (whether organic or contractor) must be no less qualified than those that developed the software.

d.  Manpower and personnel implications should be identified prior to MS-I and should be clearly articulated in the AS and the ALSP and/or SSP.

5.3.3 Supply Support

a.  Software requires no parts or reserve stocks.  A single media/software master can be used to replicate any number of copies for distribution as required.  A replication/distribution process is part of PDSS and should include provisions for version control.  Users should be instructed on procedures for obtaining additional or replacement copies of the software programs.

b.  Supply support information should be documented in the ALSP, SSP and ULSS.

5.3.4 Support Equipment

a.  Using units should require no support equipment for the System software.  Any software tools (utilities) planned for operator use should be included on the distribution media along with appropriate instructions for their use.

b.  All the developmental resources (computers, software tools, compilers, test benches, etc) can be considered support equipment for the PDSS.  These resources will have to be transitioned from the development environment to the support environment or completely duplicated.  Equipment and support software for PDSS represents a significant investment and must be included in cost and funding schedules.

c.  Support equipment information should be included in the AS, ALSP, SSP and in any transition planning for the PDSS.

5.3.5 Technical Data.  Technical data is acquired to control the program through the use of status and progress reports, to define the design efforts, to aid in the decision making process and to ensure operational effectiveness of the software throughout its life cycle.  The functional areas of technical data pertaining to software are technical data management, technical publications and software documentation.  This element consists of all recorded scientific and technical data information, regardless of form or characteristics.  Version control is a significant consideration for software technical data.  Specific technical data considerations are discussed below.

a.  Computer software documentation is technical data.  Table 5-1 lists typical software documentation for contractor delivery and for storing in the configuration management (CM) repository.

b.  The Government obtains license rights in computer software or software documentation under a specific license document.  These rights are unlimited rights, Government purpose rights and restricted rights.  Close coordination with the Contracting Officer is suggested to determine the specific rights to be sought.  The Defense Federal Acquisition Regulation Supplement (DFARS) should also be consulted for details of contractual options.

c.  Technical data information should be documented in the AS, ALSP and SSP.  Specific data deliverables should be documented in contract data requirement lists.

Table 5-1.  Typical Software Technical Documentation

	System/Segment Specification

	System/Segment Document

	Software Design Document

	Version Description Document

	Software Test Plan

	Software Test Description

	Software Test Report

	Computer System Operator’s Manual

	Software User’s Manual

	Software Programmer’s Manual

	Computer Resources Integration Support Document

	Software Requirements Specification

	Interface Requirements Specification

	Interface Design Document

	Software Product Specification

	Software Development Plan

	Annotated Software Code


5.3.6 Training and Training Support

a.  Software programs are ideally suited for combining digital training guidance/user help information with the distribution media.  Basic computer literacy may have to be addressed for the users of the System software being fielded even though it is being added to computer operations already in place.

b.  There may be training considerations for personnel staffing of the SSA and for providing (government or contractor) PDSS.  The qualifications of the PDSS programming personnel are a significant element in assuring software re-development (maintenance) capability needed to maintain the System software.

c.  Training concepts and plans should be identified prior to Milestone (MS) I and should be clearly documented in the AS, ALSP and SSP.  Training activities associated with fielding should be included in the ULSS.

5.3.7 Computer Resources Support

a.  Computer resources support encompasses the process of selecting computer hardware, software and firmware for automated systems and planning for the life cycle support of each.  Its objective is to decrease the life cycle cost through standardization of hardware, software and firmware and must be focused on acquisition of computer resources that will optimize System performance.

b.  Each software acquisition program should have a designated SSA.  The SSA should be designated by MS-I.  When another Service is designated as the SSA, a memorandum of agreement (MOA), which assigns specific responsibilities, should be developed between the Marine Corps and the other Service.

c.  The planning for the System computer resources support is documented in the ALSP and planning for software support is documented in the SSP.  Appendix C to this handbook contains an outline of a SSP.  The SSA prepares the SSP.  To eliminate redundancy in planning documents, the SSP can be incorporated into the ALSP as an attachment, thus satisfying the ALSP requirement for the computer resources support element.  There may be programs for which an ALSP would contain little or no information beyond the SSP.  In those cases, the SSP alone should suffice.  Computer resources information should be documented in the ALSP and SSP by MS-I and updated as changes occur.

5.3.8 Facilities

a.  Software facilities can generally be thought of in terms of either organizational (using units) or depot-level maintenance (software programming/support centers) facilities.  Buildings, special power, special equipment cooling, equipment spaces, tape libraries and offices are generally required only in this latter category.

b.  Site survey visits are important for identifying the facility needs of gaining units/activities for any site modifications required prior to fielding.  These visits should be made as early as possible and repeated during subsequent acquisition phases.  POs need to ensure that a Point Of Contact is also identified during any site survey.  Site Surveys are a key element of the software support concept.

c.  Facilities issues should be documented in the AS and the ALSP by MS-I and updated as changes occur.

5.3.9 Packaging, Handling, Storage and Transportation

a.  Software may be provided in a variety of media formats from a media disk to a download via the Internet.  Damage in transit is usually attributable to physical damage to the media conveying the software program or to alteration of the state of magnetic information in the media.  Such damage is corrected by providing a new software package and destroying the damaged media.  When downloading from the Internet, security issues should be considered and virus protection software used.

b.  Software programs are normally duplicated from a controlled master and distributed as needed.  Neither depot nor intermediate storage should be needed.

c.  Mail or electronic distribution is the most likely choice for software distribution.  Standard commercial packaging should suffice for media packages.  Environmental protection for magnetic media, if used, is governed by the shipment mode.

d.  Packaging, Handling, Storage and Transportation (PHS&T) information should be documented in the ALSP and SSP by MS-I and included in the ULSS for fielding.

5.3.10 Design Interface

a.  The IPT, with logistics and systems engineering representation, is the preferred method to ensure design interface requirements are met during all phases of the acquisition program.  The Operational Requirements Document (ORD) (or other requirements document) provides information on design interface requirements that include data interfaces, communications interfaces, hardware interfaces and interfaces with other software programs.  A software architecture must be maintained throughout the development and will identify all interfaces to the system.

b.  If there are interfaces with other Systems, then coordination between their respective configuration control board (CCB) should be established.

c.  Design interface information should be included in the CM Plan, Software Architecture, ALSP and SSP by MS-I and updated as changes occur.

5.3.11 Summary.  A summary of logistics elements and associated software issues is shown in Table 5-2.

Table 5-2.  Logistics Elements and Associated Software Issues

	Maintenance Planning
	Software Maintenance Concept
Software Life Cycle Support Plan
Pre-planned Product Improvement
Contractor versus In-house Support
Transition Plan
Configuration Management, Version Control

	Manpower/Personnel
	Contractor versus In-house
Military versus Civilian
Software Programmers
Systems Administrator Impacts

	Supply Support
	Communication Transfer Media
Software Re-use
Software Security
Licensing

	Support Equipment
	Computer-aided Software Engineering (CASE)
Tools
Integrated Support Facility
Software Support Environment
Simulation/Simulators

	Technical Data
	Specifications/Documentation
Interface for Data Transfer
Licenses, Data Rights
Software Failure Reporting

	Training
	System Operations
Software Logistics
Computer-based Training Media
Human Factors
Failure Reporting

	Computer Resources Support
	Integrated Support Facilities
Support Environment
Security Partitioning
Support Software
Logistics Support Planning & Documentation

	Facilities
	In-house versus Contractor
Operational Location versus Depot
Security and TEMPEST Planning
Communications
Human Factors
Backup and Disaster Recovery 

	Packaging, Handling, Storage and Transportation (PHS&T)
	Replication and Distribution
Magnetic Media
Version Control

	Design Interface
	Capacity – Memory/Throughput
Reliability/Maintainability/Safety
Support:  In-house versus Contractor
Life Cycle Costs
Commercial Items
Security
Re-use


5.4 Related Supportability Disciplines

5.4.1 Logistics Funding

a.  Funding traditionally has been one of the weakest links in software acquisition programs.  This has been due in part to the lack of clear visibility in the program objective memorandum (POM) process and perhaps because MCCDC was not involved in the initiation of the program requirements.  The PO must ensure that the program funds are adequately provided for in the POM process.

b.  Funding for software support after fielding will be significant; up to 60% of the life cycle cost is attributed to the operational phase.  Software support after fielding will remain the responsibility of the PO who will have to ensure sufficient funds are programmed and budgeted for all of the PDSS activity.

c.  Funding requirements should be included in the program financial documents and in the ALSP and SSP by MS-I and updated as necessary.

5.4.2 Configuration Management

a.  CM is the key consideration from cradle to grave for the software program and tight configuration control is needed.  Everything done for software support hinges to some extent on what is happening with the configuration baseline.  Every software support problem is a potential configuration change.

b.  CM planning should address the process for change control and change implementation via software revisions and new releases.  PDSS support planning must incorporate that CM perspective.

c.  Configuration Control, Configuration Audit and Configuration Status Accounting are the major CM activities to track and manage the software changes that are made during PDSS.  These are activities normally performed for the PO by the SSA.  The SSA normally acts as the repository for the configuration baseline documentation and maintains a library of software programming documentation and media.

d.  A CCB should be used to review and approve all proposed software changes.  The CCB should have representatives from the Program Office, Functional Manager, User and the SSA.  Selected LEMs should also be included for CCB sessions where their particular specialty is relevant to the change being considered.

e.  CM information should be documented in a CM Plan and the SSP by MS-I and updated as changes occur.

5.4.3 Post Production Support.  Post-production support (PPS) ensures attainment of readiness objectives with economical logistics support after deployment and throughout the life cycle of the equipment.  For software, PPS is really PDSS, which generates software changes and new releases.

5.4.4 Warranties

a.  Warranties for the System software offer little direct benefit to software users.  If a warranty is practical, it will probably be feasible only at the depot support level which is PDSS.

b.  The decision to seek a warranty for the System software requires the concurrence of the Chief of the Contracting Office.

c.  Most likely any warranty will be for software technical documentation if it is determined that the deliverable documentation does not measure up to contract requirements.  The DFARS should be consulted to determine the applicability and contract language of any warranty considerations.

d.  Warranty information should be included in the AS and ALSP by MS-I.  It should be verified from contractual documents and included in the ULSS.

5.4.5 Contractor Logistics Support

a.  Contractor logistics support (CLS) is considered any logistics support (facilities, materiel, equipment, or personnel) performed by a contractor (including the original manufacturer) under contract to the Government.  CLS is a method of obtaining support for a product throughout its life cycle.

b.  CLS contracts can be with the developer or obtained via full and open competition.  CLS works best if the contract encompasses the entire software program.

c.  If CLS is used to provide software maintenance during PDSS, it should be performed under the supervision of the SSA.

d.  CLS information should be documented in the AS, ALSP and SSP by MS-I and in the ULSS.

5.4.6 Naval Integration/Shipboard Compatibility

a.  Naval integration is the concept of designing systems to cope with the requirements of a naval environment.  If the System is deployable with units, then naval integration considerations must be included in the acquisition planning.

b.  Shipboard compatibility is the ability of systems to exist or function in shipboard environment without hazard or interference.  If the System is deployable with units, then Shipboard compatibility considerations must be included in the acquisition planning.  Compatibility planning should include coordination with Navy D-30 and IT21 programs for ship maintenance and upgrades.

c.  If the System processes classified information or requires secure operation and data storage, the shipboard capability to provide for secure operation and storage must be determined.

d.  Naval Integration/Shipboard Compatibility should be documented in the ALSP and SSP and included as a testing requirement in the software test plan.

5.4.7 Logistics Management Information.  Logistics management information is normally not applicable to AIS because software is not catalogued, provisioned or assigned a national stock number.

5.4.8 Testing

a.  Testing is a major consideration during the System software acquisition to assure the operational effectiveness and suitability of the software being fielded.  This means that there must be a clear requirements document for the software so test requirements can be traced directly to the performance-based requirements of the AIS.  During PDSS, a new requirements matrix should be developed to track changes as they are approved to ensure they are flowed correctly and are accounted for.

b.  Developmental testing consists of all the technical tests conducted by the developing contractor and the Government throughout all the acquisition phases.  It is important to have visibility on contractor test plans and results to gain confidence in the software as it is being built.  This testing also validates the development process that will be replicated during PDSS.

c.  Operational Tests or user tests are conducted to verify that the functional/performance requirements are met and that the System software will operate in the user environment.  Marine Corps Operational Test and Evaluation Activity (MCOTEA) may be involved in operational testing.

d.  System software programs may also use other testing methods such as independent verification and validation testing and beta testing by selected users.

e.  It is generally not possible to exhaustingly test software.  It is difficult to run every possible test case on a software program so errors are still probable in software.  Every attempt and test should be used to identify a defect ratio so that an acceptable error rate number is reached.  Software will never be proven to be 100% error free.

f.  Still, a careful effort to duplicate the intended user environment and to include user personnel in software testing should provide a measure of confidence that the software will be operationally suitable.  Duplication of the user environment should include the various computer hardware configurations and all the other software programs normally resident and operating on those host computers.

g.  Software testing is also a major component of the continued maintenance/revision of the software program during PDSS.  Each software change generates a requirement for significant testing.  The software testing requirements and test plans must be continually updated as software requirements are changed.

h.  Coordination with the MCOTEA for software testing should be done early in the program and any MCOTEA testing that is planned should be incorporated into the AS, Software Test Plan and appropriate funding documents.

i.  The testing concept should be clearly stated in the AS and Software Test Plan for MS-I and updated as required.

5.4.9 Continuous Acquisition and Life Cycle Support.  Continuous Acquisition and Life Cycle Support (CALS) is a joint DoD and industry strategy to enable the rapid exchange of digital technical information for System design, development, acquisition and support.  CALS’ objective is to improve the quality of design efforts by improving technical data accuracy and timeliness while simultaneously reducing lead times and cost.

a.  CALS is applicable for the transfer of management and technical information between the contractor and the Government and for transmission of technical data deliverable products.  CALS may also be suitable for electronic distribution of software packages (and upgrades) to users.

b.  CALS information should be included in the ALSP and SSP by MS-I and in solicitation documentation.

5.4.10 Environmental Safety and Health.  Environmental, safety and health (ESH) is the application of engineering and management principles, criteria and techniques to optimize ESH within the constraints of operational effectiveness, time and cost throughout all phases of the AIS life cycle.  It is accomplished as part of the systems engineering process.

a.  ESH consists of  environmental compliance, system safety and health, hazardous materials and pollution prevention.

b.  While the software itself does not represent an environmental threat, use and disposal of batteries (especially lithium batteries) and media should be evaluated for ESH compliance.

c.  Software programs will require a safety release for testing and fielding and a hazardous materials analysis report for program milestones.

d.  ESH information should be documented in the AS and ALSP by MS-I and updated for each milestone decision.

5.5 Acquisition Logistics Documentation

a.  The PM uses program plans to manage program execution throughout its life cycle.  While plans may be discretionary, planning is not.  Key software support planning should be recorded in appropriate documents so it can be validated and updated on a regular basis throughout the entire System software life cycle.  The following represents the basic software program planning documents containing supportability information:

(1) Acquisition Strategy

(2) Acquisition Logistics Support Plan

(3) Software Support Plan

(4) Software Test Plan

(6) Software Configuration Management Plan

(7) User’s Logistics Support Summary

b.  A software ALSP is strongly recommended.  The ORD is the logical starting point for logistics support planning.  The considerations listed in Table 5-3 could be used as the outline for the ALSP.

Table 5-3.  Software Support Planning

	General
	System Description
PM Organization and Responsibilities
Applicable Documentation

	Goals and Strategy
	Operation and Organization Concept
System Readiness Objectives
Logistics Acquisition Strategy
Supportability Analysis Scope and Tasks
Supportability Test & Evaluation Concepts/Issues
Logistic Elements:
  Maintenance Planning; Manpower;
  Training; PHS&T; Support Equipment;
  Supply Support; Technical Data;
  Facilities; Computer Resources
  Support; Design Interface
Support Funds
Deployment, Post-fielding Assessment and Post-production
  Support

	Logistics Milestone Schedule
	Logistics Milestones Comparison to Program Milestones


CHAPTER 6

ACQUISITION PHASE ACTIVITIES

6.0 Introduction.  This chapter discusses the supportability considerations and activities appropriate for each acquisition phase.  These activities should be accomplished even if phases and milestones (MS) are combined.

6.1 Guiding Principle.  The following as it relates to software development is also repeated, perhaps tailored, during post-deployment software support (PDSS) operations.

6.2 General.  Software programs, while subject to the normal acquisition phases and milestones, are more likely to combine phases.  Evolutionary acquisitions are also likely to have several MS-III decisions; therefore, comprehensive life cycle planning at program initiation is essential.

6.3 Concept Exploration Phase (Phase 0)

a.  The Concept Exploration (CE) Phase is used to identify and evaluate alternative computer resources support.  Satisfaction of the requirement (mission needs statement (MNS) or other requirements document) should be based on the results of evaluations to select the best functional/technical computer resources support concepts.  The following support planning activities are conducted:

(1) Investigate alternative computer resources support solutions to satisfy the mission need.

(2) Define the most promising computer resources support concept(s).

(3) Develop computer resources support risk analysis and evaluations (e.g., information identifying high-risk areas and risk management approaches to support the MS-I decision).

(4) Develop a proposed computer resources support acquisition strategy and initial program objectives for cost, schedule, and performance for the most promising software support concept(s).

b.  During the CE Phase, software supportability planning is initiated.  This planning documents the results of early analytical efforts, describes actions that require logistic support interface, and assigns responsibilities to members of the acquisition logistics support (ALS) integrated product team (IPT).  The following supportability related plans are recommended for the Systems software programs:

(1) Acquisition Logistics Support Plan (ALSP)

(2) Configuration Management (CM) Plan

(3) Software Support Plan (SSP)

6.3.1 CE Phase Actions.  The actions listed in Table 6-1 are performed during the CE Phase.

Table 6-1.  CE Phase Actions

	Organize the acquisition logistics support (ALS) integrated product team (IPT).

	Designate and charter the Software Support Activity (SSA).

	Identify software supportability-related program constraints.

	Define the software baseline operational and support scenario(s).

	Evaluate resource implications of alternative support concepts.

	Identify additional resources and management actions needed to control logistics risks and to execute logistics requirements of abbreviated acquisition programs.

	Initiate coordination to determine hardware refresh schedules and hardware/software updates for Marine Common Hardware Suite (MCHS) equipment.

	Prepare an ALSP.

	Prepare a SSP.

	Develop a CM plan.

	Ensure software supportability issues and concepts are included in basic program documents (acquisition strategy (AS), life cycle cost estimate (LCCE), acquisition program baseline agreement (APBA)).

	Determine required interfaces with other software systems and initiate appropriate coordination with those programs, to include configuration control board (CCB) coordinating procedures.

	Ensure that adequate program funds have been included in the program objective memorandum (POM) for the development, deployment, and post-deployment support of the software.

	Identify software security requirements and initiate planning to certify the software using the Defense Information Technical Security Certification and Accreditation Process (DITSCAP).

	Plan, program, and budget for PDSS.

	Develop test strategy.


6.3.2 CE Phase Documentation.  Standard acquisition program documentation usually contains much of the information required for ALS planning, both for software development and for post-deployment support.  The Integrated Logistics Support Officer (ILSO) should participate in the preparation and review of these documents.

a.  The MNS defines the requirement evaluated at MS-0, and provides the parameters for the CE Phase analyses and  Operational Requirements Document (ORD) development.

b.  Analysis of Alternatives (AOA) is an operational and cost-effectiveness analysis of competing approaches to meet the broad requirements of the MNS, including supportability concepts.  The results of the AOA are presented to the Milestone Decision Authority (MDA), via the AOA IPT, as part of the documentation for MS-I.  Trade studies and Technical Evaluation and Analysis are sometimes used to meet the intent of the AOA.

c.  The Acquisition Strategy (AS) is prepared prior to MS-I, and addresses the critical elements of the program to include management approach; technical, resource, procurement and contract strategies; testing; training; milestone schedules; deployment and logistics support over the entire software life cycle.

d.  Risk Assessment identifies the program risks (technical, schedule and cost).  The risk assessment has a direct bearing on the cost of PDSS.

e.  Operational Requirements Document (ORD) is prepared during the CE Phase to clarify software performance requirements, identify considerations for supportability and for testing of the system.

f.  Life Cycle Cost Estimate (LCCE) includes the estimated supportability costs, including PDSS, of the various alternative concepts studied.  The Pre-MS-0 LCCE is updated for MS-I.

g.  Software Test Plan is initiated during the CE phase to outline the tests and test procedures to be employed.

h.  An output from the CE Phase is usually a software system specification.

6.4 Program Definition and Risk Reduction Phase (Phase I)

a.  The Program Definition and Risk Reduction (PDRR) Phase begins with the MS-I decision and is used to mature the software design.

b.  The SSA provides software technical and management expertise for program planning as follows:

(1) To recommend the PDSS concept(s) that describes the method and depth of computer resources support; propose a set of software quality measures as acquisition requirements to the quality assurance program; and propose computer resources support environments, technical data requirements, and evaluation and transition criteria as acquisition requirements to the Program Manager (PM).

(2) To update the SSP to incorporate computer resources support requirements to include configuration management (CM).

(3) To assist with the preparation of a software transition plan.

c.  The Computer Hardware Logistics Element Manager (LEM) provides information and guidance on the status of Marine Common Hardware Suite (MCHS) computer hardware and on hardware “refresh” schedules and activities.  These should be incorporated into the AS, ALSP and SSP.

d.  Develop a software transition plan.  This plan migrates the development, test, maintenance and support capabilities used during development to the life cycle support environment.  The ALS IPT should update the SSP and make changes, if required, to the Computer Resources Support Section of the ALSP prior to MS-II.

e.  During the PDRR Phase, software supportability planning is reviewed and updated.  These documents describe actions that require logistic support interface and assign responsibilities to members of the ALS IPT.

6.4.1 PDRR Phase Actions.  The actions shown in Table 6-2 are performed during the PDRR Phase.

Table 6-2.  PDRR Phase Actions

	Execute the PDRR Phase activities identified in logistics supportability planning documents.

	Update the baseline software support concept.

	Update analysis of support resource requirements.

	Execute trade-off analyses.

	Update the SSP.

	Update software supportability-related program constraints.

	Update the software baseline operational and support scenario(s).

	Ensure test and evaluation plans are written to assess the achievement of support-related thresholds, the adequacy of support plans and resources, and the cost and readiness objectives.

	Update the ALSP.

	Develop software test strategy.

	Update the CM Plan.

	Review/revise resources and management actions needed to control logistics risks and to execute logistics requirements of abbreviated acquisition programs.

	Continue coordination with Computer Hardware LEM to determine hardware refresh schedules and hardware/software updates for MCHS equipment.  

	Ensure software supportability issues and concepts are included in the revised acquisition program documents (AS, LCCE, APBA).

	Update required interfaces with other software systems and initiate appropriate coordination with those programs, to include CCB linkages.

	Ensure that adequate program funds have been included in the POM to support the development, deployment and post-deployment support of the software system.

	Incorporate software supportability requirements into all solicitation documents, source selection criteria and contracts for the Engineering and Manufacturing Development (EMD) Phase.

	Update software security requirements and initiate planning for certification under the Department of Defense Information Technology and Security Certification and Accreditation Process (DITSCAP).

	Provide contractor with detailed descriptions of current and planned manpower resources, skills and training levels.

	Plan, program and budget for PDSS.


6.4.2 PDRR Phase Documentation.  Typical MS-II documents tailored for the specific milestone and complexity of the program that are of specific relevance for supportability planning include:

a.  Operational Requirements Document contains software requirements and forms the basis for development and testing of the software.  It is updated as required with emphasis on verification parameters.

b.  The Acquisition Strategy provides the overall direction for management and execution of the program.  It is kept current throughout the PDRR Phase.  It is updated to reflect all changes in technical risk and supportability planning.

c.  Risk Assessment identifies the program risks (technical, schedule and cost).  These risks tend to drive up the cost of PDSS.  It is updated as necessary during the PDRR Phase.

d.  Life Cycle Cost Estimate includes the estimated supportability costs of the various alternative concepts studied.  It should include PDSS costs for the life of the system.  It is updated and expanded as the program is better defined.

e.  Software Test Plan is updated as the ORD becomes more precisely defined.

f.  An output is typically a functional baseline, and operational, system, technical architectures under configuration control.

6.5 Engineering and Manufacturing Development Phase (Phase II)

a.  The SSA will ensure the PM that the contractually deliverable software has been evaluated.  The SSA will contribute to the PM’s certification of documents and technical data, which pertain to computer resources support issues and concerns.  The documentation will be reviewed to ensure that computer resources support requirements have been completely and satisfactorily addressed.  The software transition plan will be completed and reviewed.

b.  During the Engineering and Manufacturing Development (EMD) Phase software supportability planning is reviewed and updated.  These updated documents describe PDSS requirements and actions to support the software after fielding:

(1) Acquisition Logistics Support Plan

(2) Configuration Management Plan

(3) Software Support Plan

(4) Software Test Plan

6.5.1 EMD Phase Actions.  The actions listed in Table 6-3 are performed during the EMD Phase.

Table 6-3.  EMD Phase Actions

	Execute the EMD Phase activities identified in software supportability planning documents (ALSP, SSP, and CM Plan).

	Update the baseline software support concept.

	Update analysis of support resource requirements.

	Update the SSP.

	Update software supportability-related program constraints.

	Update the software baseline operational and support scenario(s).

	Ensure test and evaluation plans are written to assess the achievement of support related thresholds, the adequacy of support plans and resources and the cost and readiness objectives.

	Update the ALSP.

	Confirm computer hardware status and refresh activities with PM-IT.

	Monitor and evaluate software developer logistics efforts.

	Inclusion of specific logistics support requirements in solicitation documents, source selection criteria and contracts for production.

	Update the CM Plan.

	Review/revise resources and management actions needed to control logistics risks and to execute logistics requirements of abbreviated acquisition programs.

	Ensure software supportability issues and concepts are included in the revised acquisition program documents (AS, LCCE, APBA).

	Initiate coordination with using units for site visits and planning for fielding of the system.

	Prepare detailed plan to transition from contractor development environment to PDSS environment.

	Coordinate network issues with MITNOC.

	Coordinate training requirements with MCCDC.

	Assess impact of any program changes upon readiness or support objectives.

	Update required interfaces with other software systems and initiate appropriate coordination with those programs, to include configuration control board (CCB) linkage.

	Plan, program and budget for all post-deployment software support.


6.5.2 EMD Phase Documentation.  Typical MS-III documents tailored for the specific milestone and complexity of the program that are of specific relevance for ALS planning include:

a.  Operational Requirements Document contains functional and performance requirements for software and considerations for supporting and testing of the software.  It is updated as necessary during the EMD Phase.

b.  Acquisition Strategy addresses the critical elements of the program to include management approach, technical, resource, procurement and contract strategies; testing; training; milestone schedules; deployment; and logistics support over the entire software life cycle.  It is updated during the EMD Phase.

c.  Risk Assessment is updated, as necessary, during the EMD Phase.

d.  Life Cycle Cost Estimate is updated during the EMD Phase as costs for PDSS are more precisely defined.

e.  Software Test Plan is updated as needed.

6.6 Production, Fielding/Deployment and Operational Support Phase (Phase III).  This section separates these two distinct elements of the Production, Fielding/Deployment and Operational Support (PF/DOS) Phase.  Paragraphs 6.6.1, 6.6.2 and 6.6.3 discuss the Production and Fielding activities while paragraphs 6.6.4, 6.6.5 and 6.6.6 focus on Operational Support.

6.6.1 Production and Fielding

a.  The production and fielding period implements most of the software support planning.  This period also provides the transition from the development mode to the post-deployment support mode.

b.  The transfer of resource assets from the development environment to the support environment (i.e., host computer system, target computer system or “mock-up”, firmware support systems, integrated testing system, automated documentation, configuration management systems and tracking systems) is accomplished.

6.6.2 Production and Fielding Actions.  The actions listed in Table 6-4 are performed during the production and fielding portion of the PF/DOS Phase.

Table 6-4.  Production and Fielding Actions

	Execute the PF/DOS Phase activities identified in software supportability planning documents (ALSP, SSP, and CM Plan).

	Update the baseline software support concept.

	Update analysis of support resource requirements.

	Update the SSP.

	Update the software baseline operational and support scenario(s).

	Ensure test and evaluation plans include requirements to verify all functional requirements.

	Update the ALSP.

	Finalize and publish the ULSS.

	Confirm computer hardware status and refresh activities with PM-IT.

	Monitor and evaluate contractor logistics efforts.

	Ensure inclusion of specific logistics support requirements in solicitation documents, source selection criteria and contracts for post-production contractor support.

	Ensure software supportability issues and concepts are included in the revised acquisition program documents (AS, LCCE, APBA).

	Execute plan to transition from contractor development environment to PDSS environment.

	Coordinate network issues with MITNOC.

	Coordinate training requirements with MCCDC T&E.

	Assess impact of any program changes upon readiness or support objectives.

	Update required interfaces with other software systems and initiate appropriate coordination with those programs, to CCB linkages.

	Plan, program, budget and provide resources for all PDSS.

	Update the CM Plan.  Maintain a strong CM Program and CCB process.


6.6.3 Production and Fielding Documentation

a.  During this phase the ULSS is published.  The ULSS serves as the single, stand-alone document, which contains plans, schedules, procedures and actions necessary to deploy and sustain the software being fielded within a gaining user command.

b.  New software version releases may require a new or revised ULSS.  Pre-planned product improvements will usually require a new ULSS for fielding.

c.  Configuration Status Accounting documentation must be maintained and ready to support configuration changes that may be approved by the CCB.

6.6.4 Operational Support

a.  Operational support begins when the first unit is equipped with the system.  At that point, the PDSS environment must be fully established.  Resources and processes must be in-place to provide technical assistance to users and to process software trouble reports.

b.  A strong CM program should be in place with the authority and resources to analyze problems, approve configuration changes and maintain rigid version control for all software modules and packages.

c.  Post-deployment evaluation should be conducted within one year after fielding.

d.  The SSA should continue to execute its assigned functions to oversee the analysis of software problems, evaluation of proposed software changes and maintenance of the configuration baselines for the system.

e.  The CCB must approve recommended solutions for software failures.  Software version upgrades can be fielded only after a new fielding decision.  Once approved for release, the PO will:

(1) Distribute a new or revised ULSS.

(2) Replicate the new software/firmware version onto deliverable media.

(3) Prepare a new version release package comprised of replicated load media, documentation changes and installation instructions.

(4) Distribute the new version package.

(5) Provide training/installation/downloading teams, if required.

6.6.5 Operational Support Actions.  The actions listed in Table 6-5 are performed during the operational support portion of the PF/DOS Phase.

Table 6-5.  Operational Support Actions

	Execute the PDSS activities identified in software supportability planning documents (ALSP, SSP, CM Plan).

	Maintain all software supportability planning documents to incorporate on-going changes.

	Maintain coordination with PM-IT on hardware changes and refresh activities.

	Maintain coordination with MITNOC on networking issues.

	Plan, program, budget and provide resources for all post-deployment software support.

	Maintain active CM program and CCB process to address software failures and upgrades.

	Monitor and evaluate contractor support efforts.

	Ensure inclusion of specific logistics support requirements in solicitation documents, source selection criteria and contracts for contractor re-development actions.

	Update required interfaces with other software systems and initiate appropriate coordination with those programs, to include CCB linkages.


6.6.6 Operational Support Documentation

a.  During this phase the ULSS is revised for the fielding of new software releases.

b.  CM documentation is generated as problems or desired improvements are identified.  Software trouble reports (STR) and engineering change proposals are processed on a continuous basis followed by new or updated acquisition planning for all new software versions.

c.  The full range of program management documentation may require review/revision for the development and production of software revisions.

(1) The Operational Requirements Document is revised to incorporate any changes in requirements.

(2) The Acquisition Strategy is revised to incorporate the latest PDSS planning.

(3) The Risk Assessment is revised or prepared anew for software upgrades during the Operational Support Phase.

(4) The Life Cycle Cost Estimate is revised to incorporate software upgrade efforts.

(5) Software Test Plan is revised to incorporate the changes to the ORD and for testing of software upgrades.

APPENDIX A

ACRONYMS

	ACAT
	Acquisition Category

	ADM
	Acquisition Decision Memorandum

	AIS
	Automated Information System

	ALO
	Acquisition Logistics Officer

	ALS
	Acquisition Logistics Support

	ALSP
	Acquisition Logistics Support Plan

	AOA
	Analysis of Alternatives

	APBA
	Acquisition Program Baseline Agreement

	APML
	Assistant Program Manager for Logistics

	APMS
	Assistant Program Manager for Software

	AS
	Acquisition Strategy

	C4ISR
	Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance

	CALS
	Continuous Acquisition and Life Cycle  Support

	CASE
	Computer Aided Software Engineering

	CCB
	Configuration Control Board

	CE
	Concept Exploration

	CLS
	Contractor Logistics Support

	CM
	Configuration Management

	COMMARCORSYSCOM
	Commander, Marine Corps Systems Command

	COTS
	Commercial Off-The-Shelf

	CSCI
	Computer Software Configuration Item

	DAA
	Designated Approval Authority

	DC C4ISR
	Deputy Commander C4ISR

	DFARS
	Defense Federal Acquisition Regulations Supplement

	DITSCAP
	Department of Defense Information Technology and Security Certification and Accreditation Process

	DoD
	Department of Defense

	EMD
	Engineering Manufacturing Development

	ESH
	Environmental Safety and Health

	ILA
	Independent Logistics Assessment

	ILSO
	Integrated Logistics Support Officer

	IPT
	Integrated Product Team

	IT
	Information Technology

	LCCE
	Life Cycle Cost Estimate

	LEM
	Logistics Element Manager

	MARCORSYSCOM
	Marine Corps Systems Command

	MCCDC
	Marine Corps Combat Development Command

	MCEN
	Marine Corps Enterprise Network

	MCHS
	Marine Common Hardware Suite

	MCOTEA
	Marine Corps Operational Test and Evaluation Activity

	MCTSSA
	Marine Corps Tactical Systems Support Activity

	MDA
	Milestone Decision Authority

	MITNOC
	Marine Corps Information Technology Network Operations Center

	MNS
	Mission Need Statement

	MOA
	Memorandum of Agreement

	MS
	Milestone

	NDI
	Non-developmental Item

	NMCI
	Navy Marine Corps Intranet

	ORD
	Operational Requirements Document

	PAE
	Program Analysis and Evaluation

	PDRR
	Program Definition and Risk Reduction

	PDSS
	Post-deployment Software Support

	PF/DOS
	Production, Fielding/Deployment & Operational Support

	PHS&T
	Packaging, Handling, Storage and Transportation

	PM
	Program Manager

	PM-IS
	Program Manager Information Systems

	PM-NMCI/IT
	Program Manager Navy Marine Corps Intranet/Information Technology

	PO
	Project Officer

	POM
	Program Objective Memorandum

	PS
	Program Support Directorate

	PPS
	Post-production Support

	SE&I
	System Engineering and Integration

	SSA
	Software Support Activity

	SSP
	Software Support Plan

	T&E
	Test and Evaluation

	TM
	Technical Manual

	TMDE
	Test, Measurement and Diagnostic Equipment

	ULSS
	User’s Logistic Support Summary


APPENDIX B

GLOSSARY

Acquisition Category (ACAT) facilitates decentralized decision making and execution and compliance with statutorily imposed requirements.  The categories determine the level of review, decision authority, and applicable procedures.

Acquisition Decision Memorandum (ADM) is a memorandum signed by the milestone decision authority that documents decisions made as a result of a milestone decision review or in-process review.

Acquisition Logistics Officer (ALO) reviews the acquisition programs for logistics supportability and conducts independent logistics assessments (ILA) for the programs.  The ILA is required prior to a Milestone III decision and may also be completed at other times as necessary.  The ALO works closely with the Project Officer and Integrated Logistics Support Officer by participating in logistics Integrated Product Teams throughout the life cycle and coordinating with the Assistant Program Manager for Logistics to provide input to the logistics strategies.

Acquisition Logistics Support (ALS) will ensure software supportability for Automated Information System fielding and post-deployment operational use, including provisions for software revisions and/or modifications.

Acquisition Logistics Support Plan (ALSP) is prepared by the Integrated Logistics Support Officer, working directly with the Project Officer, to ensure that supportable software products are provided to the operating forces.

Acquisition Program Baseline Agreement (APBA) is prepared by the Program Manager and submitted as part of the milestone documentation package.  The APBA will include, at a minimum, approval/signature of the Program Manager, Director/Deputy Commander, CG, MCCDC, COMMARCORSYSCOM, and the Milestone Decision Authority.

Acquisition Strategy (AS) is the means by which the Program Manager tailors the phases and milestones to fit the unique requirements and conditions of their program.

Allocated Baseline is the detailed technical description of the configuration items, including identification of the interface requirements between computer software configuration items and the tests required to demonstrate the characteristics of functions and the design constraints.

Analysis of Alternatives (AOA) is an operational and cost-effectiveness analysis of competing approaches for meeting the broad requirements of the Mission Need Statement.

Assistant Program Manager for Logistics (APML) is the Program Manager’s (PM) focal point for all acquisition logistics management.  The APML supports the PM by formulating, coordinating, and implementing a comprehensive Acquisition Logistics program to support programs and/or projects managed by the PM.

Assistant Program Manager (APM) supports the PM by formulating, coordinating and implementing a comprehensive Software Engineering program for programs and/or projects managed by the PM.  The APM conducts oversight of the Software Support Activity and post-deployment software support re-development efforts.

Automated Information System (AIS) is a subset of Information Technology (IT) and is a combination of computer hardware and software, data, or telecommunications that performs functions such as collecting, processing, transmitting and displaying information.  Excluded are computer resources, both hardware and software, that are physically part of, dedicated to, or considered combat essential to the mission performance of the weapon system.

Certification Authority (CA) performs the evaluation of the security features of Systems (including software) to establish that it meets the specified security requirements and prepares the certification report for review and approval by the Designated Approval Authority (i.e. the Deputy Commander, C4ISR).  Subsequent changes to the software may require re-certification of the System/software.

Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance (C4ISR) provides advice and guidance to the Project Officers in the acquisition process and should be informed of impending milestone decisions.

Commander, Marine Corps Systems Command (COMMARCORSYSCOM) has the authority, responsibility, and accountability for all assigned acquisition programs, including the Development Test and Evaluation portions and life cycle management.

Commercial Off-The-Shelf (COTS) are commercially available items that can be used to satisfy government needs.  Commercial items that may require minor modification to meet a Department of Defense operational need are also considered COTS.

Compact Disk-Read Only Memory is a high capacity read only memory in the form of an optically read compact disk.

Computer Aided Software Engineering (CASE) is a set of computer-based development tools to automate certain portions of methodologies.  Thus, CASE tools work within a methodology rather than compose a methodology themselves.

Computer Resources are all computer hardware, software, or firmware associated with the design, development, production, deployment, and operational use of Automated Information Systems.

Computer Software Configuration Item (CSCI) is a functionally or logically oriented set of software that is controlled by configuration management in the same manner as an item of hardware.

Computer Software Documentation is the technical documentation that describes the capabilities and limitations of a computer software configuration item; it also provides operation or maintenance instructions for the software.

Concept Exploration (CE) beginning after Milestone 0 approval, is the initial phase of the acquisition process.  During this phase, the acquisition strategy is developed, system alternatives are proposed and examined, and the systems program requirements document is expanded to support subsequent phases.

Configuration Control Board (CCB) is used to review and approve all proposed software changes.  The CCB should have representatives from the Program Office, Functional Sponsor, User, and the Software Support Activity.  Selected Logistics Element Managers should also be included for CCB sessions where their particular specialty is relevant to the change being considered.

Configuration Management (CM) is a defined process applying sound business practices to manage the configuration of defense materiel items, their defining technical data, and supporting digital data files.  It involves interaction among government and contractor program functions such as systems engineering, design engineering, logistics, testing, contracting, and manufacturing.  It is best accomplished in an IPT environment consistent with the program infrastructure and concept of operations.  There are four distinct functions to configuration management:  configuration identification, configuration control, configuration status accounting, and configuration audits.

Continuous Acquisition and Life Cycle Support (CALS) is a joint Department of Defense and industry strategy to enable the rapid exchange of digital technical information for equipment design, development, acquisition, and support.  CALS’ objective is to improve the quality of equipment design by improving technical data accuracy and timeliness while simultaneously reducing lead times and cost.

Contract Data Requirements List is a list of technical data items a contractor is required to deliver to the Government.  Each deliverable is listed on a DD Form 1423 and contains instructions for the preparation and delivery of the information.  Each data deliverable is also cross-referenced to a specific paragraph in the contract statement of work.

Contractor Logistics Support (CLS) is considered any logistics support (facilities, materiel, equipment, or personnel) performed by a contractor (including the original manufacturer) under contract to the Government.  CLS is a method of obtaining support for a product throughout its life cycle.

Defense Federal Acquisition Regulations Supplement (DFARS) is issued by the Defense Agencies and Military Departments to implement and supplement Federal Acquisition Regulations.

Department of Defense Information Technology and Security Certification and Accreditation Process (DITSCAP) is the standard Department of Defense process for identifying information security requirements, providing security solutions, and managing information system security activities.

Deputy Commander C4ISR (DC C4ISR) serves as the Milestone Decision Authority (MDA) for many of the Program Manager Information Systems (PM-IS) programs/projects.  In instances when DC C4ISR is not the MDA, he still is involved in all PM-IS programs/projects in that Project Officers are required to staff pertinent milestone documentation through him, and present pre-Marine Corps Program Decision Meeting briefings.

Designated Approval Authority (DAA) is the official authorized to sign the security certification required by the Department of Defense Information Technology Security Certification and Accreditation Process (DITSCAP).

Development Environment is a host information system development methodology, comprised of a defined set of user/system interfaces, an integrated architecture of software tools, and a central library for the configuration management and access to all information associated with the development and support of contractually deliverable software.

Development Test and Evaluation is test, which assists engineering design and development and verifies that the program is meeting its technical performance requirements as derived from the Operational Requirements Document.

Engineering Manufacturing Development (EMD) is the third phase in the acquisition process, following Milestone II.  The system/equipment and the principal items necessary for its support are fully developed, engineered, designed, fabricated, tested, and evaluated.

Environmental Safety and Health (ESH) is the application of engineering and management principles, criteria and techniques to optimize ESH within the constraints of operational effectiveness, time and cost throughout all phases of the System life cycle.  It is accomplished as part of the systems engineering process.

Firmware is a marriage of software and hardware in which read-only type of software is installed in a hardware item.  As a result, the software element is difficult to change or update once it is installed.

Functional Manager identifies functional processes that require a software acquisition solution and initiates appropriate requirements documents.  In some cases, the Functional Manager performs in a manner similar to Marine Corps Combat Development Command for establishing the requirement to be satisfied through the acquisition process.

Hardware Configuration Item is a functionally or logically oriented distinct set of firmware that is controlled in the same manner as a computer software configuration item.

Independent Verification and Validation is an independent review of the software product for functional effectiveness and technical sufficiency.

Independent Logistics Assessment (ILA) is a technical analysis of all programmatic aspects of the System that address or affect software supportability.  The Program Support Directorate (Code PSL) conducts ILAs for Acquisition Category (ACAT) I and II programs.  The Assistant Program Manager for Logistics conducts ILAs for ACAT III and IV and for non-ACAT programs.  TM 4420-15/1 contains guidance on the conduct of logistics appraisals.

Information Technology (IT) is any equipment, interconnected system, or sub of equipment that is used in the automated acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission or reception of data or information.  This term also includes facsimile machines, cellular phones, and support services.

Integrated Logistics Support Officer (ILSO) is assigned by the Assistant Program Manager for Logistics.  The ILSO works directly with the Project Officer and support personnel to ensure that the program is supportable and cost effective.  The ILSO coordinates the drafting and staffing of required logistics documents.

Integrated Product Team (IPT) is composed of representatives from various functional areas, across organizations involved in the acquisition.  Key members are appointed for the duration of the program and are technically knowledgeable in their respective disciplines.

Life Cycle Cost Estimate (LCCE) is the systematic analysis for determining and listing the total cost of developing, procuring, operating, supporting, and disposing of material or weapon systems.

Logistics Element Manager (LEM) is a technical expert in one (or more) of the logistics elements or related disciplines.  The LEM provides technical expertise and support to the ILSO during the development and acquisition of equipment.

Logistics Management Information is normally not applicable to software because software is not catalogued, provisioned, or assigned a national stock number.

Marine Corps Combat Development Command (MCCDC) develops Marine Corps warfighting concepts and determines associated required capabilities in the areas of doctrine, organization, training and education, equipment, and support facilities to enable the Marine Corps to field combat-ready forces; and support other major processes of the Combat Development Command.

Marine Common Hardware Suite (MCHS) is architecture established to provide commercial, government-off-the-shelf, and non-developmental common computer hardware items to program managers, Marine Forces, and the supporting establishment.  The MCHS includes both UNIX-based computers (Reduced Instruction Set Computers) and Intel-based computers (Complex Instruction Set Computers) for applications ranging from file/application servers to mobile computing assets.

Marine Corps Information Technology Network Operations Center (MITNOC) is responsible for performing network analyses on all System software that reaches beyond a Local Area Network (LAN) (e.g. that has base-wide implications or remote users).  It is the responsibility of the PO to inform MITNOC when a program/project requires a network analysis.

Marine Corps Operational Test and Evaluation Activity (MCOTEA) is the Marine Corps’ independent Operational Test and Evaluation activity responsible for adequate testing, objective evaluation, and independent reporting in support of the Marine Corps acquisition process.

Marine Corps System Command (MARCORSYSCOM) serves as the Marine Corp’s principal agent for equipping the operating forces with weapon systems, munitions, and materiel they need to accomplish their war fighting mission.

Marine Corps Tactical Systems Support Activity (MCTSSA) provides software, firmware, and systems integration for designated tactical data (computer-based) systems during their entire life cycle, ensuring joint interoperability and sustaining combat readiness of these systems for the Marine Operating Forces.

Memorandum of Agreement (MOA) is any written agreement in principle as to how a program will be administered.

Milestone (MS) is the point when a recommendation is made and approval sought regarding starting or continuing (proceeding to next phase) an acquisition program.  Milestones are:  0 (Approval to Conduct Concept Studies), I (Approval to Begin a New Acquisition Program), II (Approval to Enter Engineering & Manufacturing Development (EMD)), and III (Production or Fielding/Development and Operational Support PF/DOS) approval).

Milestone Decision Authority (MDA) is the single focal point for programmatic decisions.  The MDA for Marine Corps (IS) programs is, in general, the Commander, Marine Corps Systems Command (COMMARCORSYSCOM).  SECNAVINST 5000.2B allows the Commander to delegate his MDA for Acquisition Category (ACAT) IV programs.  Using this authority, the Commander may, on a case-by-case basis, delegate MDA for ACAT IV or Abbreviated Acquisition Programs (AAP) to Directors within MARCORSYSCOM.  Additionally, the Commander may delegate MDA authority for Information Technology (IT) AAPs to Commanding Generals, Commanding Officers and Headquarters, Marine Corps Flag/Senior Executive Service level officials serving as Program Managers.

Mission Need Statement (MNS) defines projected needs in generic operational terms without referring to a specific system/item and also forms the basis for the initial identification of the T&E critical issues.  The MNS is a critical acquisition document and is required to complete test plans.  The MNS is prepared by the Marine Corps Combat Development Command (MCCDC)

Navy Marine Corps Intranet (NMCI) builds on the existing Marine Corps Enterprise Network (MCEN) by upgrading the Marine Corps supporting information technology infrastructure to a uniform worldwide architectural standard.  New capabilities offered under NMCI include more direct network access, real-time access data warehousing, web hosting, enabling of knowledge management, distance learning efforts, desktop siprnet access, DMS, Enhanced VTC, and increased information assurance initiatives, desktop refresh every three years, bandwidth on demand, and higher transmission speeds.  The Marine Corps transition to NMCI is scheduled to commence 3QFY02 and should be complete 1QFY03.

Non-developmental Item (NDI) is any previously developed item used for governmental purposes (federal, state, or foreign, provided the U.S. has a mutual cooperation agreement) is considered NDI.  A government item that undergoes minor modification to respond to a specific Department of Defense operational need is also considered NDI.

Operational Requirements Document (ORD) provides essential characteristics and the measurable criteria to answer Development Test and Evaluation and Operational Test and Evaluation test issues.  The operational concept in the ORD is used to develop the scenario for Operational Testing.  The ORD also is the primary source document for the Detailed Test Plan (DTP) prepared for Operational Testing.  The ORD is prepared by the ORD Integrated Product Team.

Operational Test and Evaluation is any testing that the independent operational test agency conducts, under realistic conditions, for the purposes of determining a system’s operational effectiveness and suitability for it’s intended environment

Packaging, Handling, Storage and Transportation (PHS&T) includes resources, processes, procedures, design considerations, and methods to ensure all system, equipment, and support items are preserved, packaged, handled, and transported properly.  This includes environmental considerations, equipment preservation requirements for short and long term storage, and transportability.  One of the traditional logistic support elements.

Post-deployment Software Support (PDSS) is a process, which periodically distributes new versions of fielded software to obtain, maintain, retain or enhance system effectiveness.  A new software version is a set of software or firmware changes in response to changes in requirements or concepts.

Production, Fielding/Deployment & Operational Support (PF/DOS) is the phase in the acquisition process following Milestone III.  Operational and support systems are procured, items are manufactured, operational units are trained, and the systems are deployed.

Program Analysis & Evaluation (PAE) provides support to project officers throughout the acquisition process for their programs/projects with respect to interpretation of policy and guidance, documentation requirements and staffing, and the milestone review process.  PAE also prepares Integrated Program Assessments for Milestone Decision Authorities (MDA) that assess the program/projects readiness to proceed to the next acquisition phase.  The Integrated Program Assessment includes a staff recommendation to the MDA as well as proposed exit criteria for the next milestone.  Project Officers should contact PAE six months prior to an impending milestone decision.  PAE should be contacted periodically during post-deployment to assess status of the program.

Program Definition and Risk Reduction (PDRR) is the second phase in the acquisition process, following Milestone I.  Consists of steps necessary to verify preliminary design and engineering, build prototypes, accomplish necessary planning, and fully analyze trade-off proposals.  The objective is to validate the choice of alternatives and to provide the basis for determining whether to proceed into engineering and manufacturing development (EMD).

Program Manager (PM) is a military or civilian official who is assigned to manage an acquisition program.

Program Manager, Information Systems (PM-IS) is assigned by the COMMARCORSYSCOM to acquire Automated Information Systems on behalf of the Marine Corps.  PM-IS is vested with full authority, responsibility and accountability for an Automated Information System program throughout its entire life cycle from “Cradle to Grave.”

Program Manager, Navy Marine Corps Intranet/Information Technology (PM-NMCI/IT) procures and implements life cycle logistics support for common computer hardware based on requirements submitted by the Project Officer.  PM-NMCI/IT provides computer hardware advice and coordination on Marine equipment refresh capabilities and schedules.  PM-IT provides the Computer Hardware Logistics Element Manager for Automated Information System programs.

Program Objective Memorandum (POM) is the principal programming document which details how a component proposes to respond to assignments in the defense planning guidance (DPG) and satisfy its assigned functions of the future years defense program (FYDP).

Program Support Directorate (PS) conducts independent logistics assessments (ILA’s).  The Director, PS makes recommendations to the Milestone Decision Authority on the supportability of acquisition programs at milestone decisions.  PS also provides logistics and systems engineering support to project officers (PO) throughout the acquisition process.  PS works closely with POs to ensure their systems are logistically supportable and meet operational requirements as outlined in requirements documents.

Project Officer (PO) represents the Program Manager in matters regarding acquisition and fielding of assigned software programs throughout their life cycle.  The PO manages the day-to-day activities of the program to include funding, software design, security, configuration management, risk abatement and contractual and documentation needs.

Post-production Support (PPS) ensures attainment of readiness objectives with economical logistics support after deployment and throughout the life cycle of the equipment.  For software, PPS is really PDSS, which provides for software re-development to generate changes and new releases.

Software is a set of coded computer instructions and associated procedural data that direct computer hardware to perform computations or control functions.  Software includes computer databases and documentation as defined by Defense Federal Acquisition Regulations Supplement Part 27.

Software Functional Baseline is the description of the required functional characteristics of a software configuration item.

Software Product Baseline is the description of the “as-built” configuration of a software configuration item in the deployment and operation phase of the life cycle.  This baseline consists of the Program Code, Users Manual, Computer Operations Manual, Implementation Plan, and Training Support Plan.

Software Support Activity (SSA) is an activity providing technical support for software acquisition programs.  The SSA provides technical software support during the acquisition phases and post deployment software support (PDSS) when the software is fielded.  The SSA may accomplish its functions through other government agencies or contracts; however, it retains responsibility for the effort.  The SSA may serve as the Principal Development Activity for software and as such it performs software design and development engineering.  The SSA may serve as a PDSS activity for support of fielded software.  The SSA provides the Software Logistics Element Manager and a member of the Acquisition Logistics Support Integrated Product Team.

Software Support Plan (SSP) ensures that implemented and fielded software continues to fully support the operational mission of the system.

Software Supportability is the characteristic of the software design and development that provides for cost effective maintenance and/or enhancement of the software to meet user functional and operational requirements.

Software System is a System whose functionality is provided predominately by software.

Statement of Work is that portion of a contract that establishes and defines all non-specification requirements for contractor efforts either directly or with the use of specific cited documents.

Support Environment is a defined set of user/system interfaces, an integrated architecture of software tools, and a central library for the configuration management and access to all information associated with the development and support of the contractually deliverable software.

Support Equipment is all equipment (mobile or fixed) required to support the operation and maintenance of a materiel system.  This includes associated multi-use support items, ground handling and maintenance equipment, tools, metrology, and calibration equipment and manual/automatic test equipment.

System Engineering & Integration (SE&I) is located within C4ISR and is responsible for implementation of Defense Information Technology and Security Certification and Accreditation Program.  The SE&I organization, as Certification Authority (CA), performs the evaluation of the security features of software to establish that it meets the specified security requirements and prepares the certification report for review and approval by Designated Approval Authority, the Deputy Commander, C4ISR.  Subsequent changes to the software may require re-certification of the software by the SE&I group.

System Integrator coordinates the development, establishment and review of policies and procedures for the interface, commonality, interoperability, and compatibility of automated intelligence and information systems.

Technical Manual (TM) is a publication that contains instructions for the installation, operation, maintenance, training, and support of weapons systems, weapons system components, and support equipment.  TMs include operational and maintenance instructions, parts breakdown, and related technical information or procedures exclusive of administrative procedures.

Test & Evaluation (T&E) is an essential part of the overall Systems Engineering process.  It consists of the modeling, simulation, experimentation, or physical testing and analyses performed during the research, development, production, and fielding of a weapon system or subsystem.

Test, Measurement and Diagnostic Equipment (TMDE) is required for the maintenance of principal end-items at all levels of maintenance within the Marine Corps.  The Program Manager TMDE (PM-TMDE), is the principal procurement agent for TMDE.  PM-TMDE also provides TMDE Logistics Element Manager support to Program Managers and Integrated Product Teams.

User’s Logistic Support Summary (ULSS) is the single, stand-alone document, which contains plans, schedules, procedures and actions necessary to deploy and sustain the software being fielded within a gaining user command.  Additional details can be found in TM 4420-15/1 and MARCORSYSCOM Order 4490.1.

APPENDIX C

SOFTWARE SUPPORT PLAN OUTLINE

SOFTWARE SUPPORT PLAN
FOR
(PROGRAM TITLE)

1.  Introduction

a.  Developing organization:  Include points of contact in Annex A of the Software Support Plan (SSP).

b.  Brief statement of the System/software mission.

2.  System Description

a.  Brief description of System operational and support concept emphasizing software aspects.

b.  Brief description of computer hardware and software and their functions.  Include diagrams of the System and computer resources in Annex B of the SSP.

c.  Brief description of software development, maintenance, upgrade or product improvement plans, and testing required.

d.  Brief description of any hardware acquisition, maintenance, logistics support, upgrade or product improvement plans, and testing required as a part of the System acquisition.

e.  Brief description of required interoperability or interfaces with other information systems.

3.  System

a.  Describe the plan to ensure software requirements management is integrated with the System requirements management to assure accuracy and completeness.

b.  Describe the plan to ensure the integration of the System and software requirements traceability throughout the life cycle.

c.  Identify life cycle activities that will be conducted to support the security certification and accreditation of the software.

4.  Software.  Include specifications and standards used.

a.  Development

(1) Quantitatively describe the scope of the software development project.

(2) Describe plans to establish and track software architectural design, including memory requirements, processing, channel utilization, critical timing budget, interfaces and source lines of code.

(3) Describe the commercial standards used.

(4) Describe plans for use of Department of Defense (DoD) owned software and data.

(5) Outline plans for making software available for reuse by other programs or services.

(6) Describe commercial software used.

(7) Describe plans for requiring software management indicators and metrics from software developers and maintainers.

(8) Describe plans for assuring software analysis and debugging capability is available.  Ensure that real time or time critical applications are non-intrusively monitored for capture of data necessary to debug software.

(9) Identify all major computer resource risk areas, to include resources (e.g., personnel, facilities, training and funding), support risks and the methods for their management.

(10) Describe plans for software quality assurance and software verification and validation.  As appropriate, provide detailed plans for independent verification and validation.

(11) Describe program for establishing and maintaining testing and evaluation of software throughout the System life cycle.

(12) Summarize plans to obtain data rights.

(13) Describe documentation processes, planned reviews and deliverables.

(14) Describe the role software process assessments and/or software capability evaluations will play in source selection, software process improvement, software support, etc.

(15) Describe plans for software security and virus protection.

(16) Describe unresolved software development issues and plans to resolve them.

(17) Provide, in Annex C of the SSP, the schedule for software development and transition in the context of the System program schedule.  Outline major reviews, audits, testing, interoperability certifications and milestones.

(18) Provide, in Annex C of the SSP, the software engineering schedule, outlining major reviews, audits, testing, interoperability certification and milestones.

b.  Maintenance/Upgrade/Support

(1) Describe plans for software maintenance, quality assurance, configuration management (CM) (Developer, Software Support Activity (SSA) and Marine Corps Systems Command), and operational software release.  Describe configuration management activities and processes.

(2) Describe plans for the transition of responsibility for software from the development activity to the maintenance/support activity.

(3) Describe Marine Corps or contractor organizational support (e.g., In-service Engineering Agent, Computer Program Support Activity, Technical Direction Agent and SSA).

(4) Provide, in Annex D of the SSP, a schedule of planned upgrades, associated audits, reviews, quality assurance and testing.

5.  Cost Estimates

a.  Describe analytical techniques used in estimating life cycle costs.

b.  Provide a summary of cost estimates reflecting historical or actual cost data.  This summary should be traceable to the funding summary included in the System program funding documents.

c.  Estimate savings from reused software.

6.  Related System Plans.  Describe the SSP interface with appropriate program and contractor plans (e.g., CM Plan, Software Test Plan and Acquisition Logistics Support Plan).  Reference applicable plans and discuss any life cycle computer resource requirements and issues not addressed in the referenced plans.

7.  Waivers, Exemptions, Certification and Accreditation.  List all waivers, exemptions, certifications and accreditation’s required; identify those obtained.

8.  Annexes

a.  Annex A.  Key Personnel/Organizations

b.  Annex B.  System and Computer Resource Diagrams

c.  Annex C.  Software Development Program Schedules

d.  Annex D.  Planned Upgrade Schedule

APPENDIX D

MILESTONE CHECKLISTS

This checklist contains the major questions that need to be addressed when preparing for a milestone review.  The subjects are arranged in the same sequence as the acquisition logistics support (ALS) elements and related disciplines in Chapter 5.  The questions under each subject generally correlate to the actions recommended for each acquisition phase in Chapter 6.

An “X” appears in the appropriate milestone column to indicate when an item is FIRST considered.  In many cases, it is appropriate for the item to be considered at each subsequent milestone.  For example, you need to first develop the Acquisition Strategy in support of Milestone I, but that is not the end of it.  You typically update the Acquisition Strategy at each subsequent milestone.

The checklist provides a separate column for each milestone.  Many software programs will skip a milestone or have combined milestones.  Every item marked for milestones that are skipped or combined should be addressed for the pending decision.  Essentially, any item not addressed at the prior milestone should not be skipped just because a milestone was skipped or combined with a later one.  The layout of the checklist displaying all three milestones together is intended to facilitate the proper consideration of the subject at whatever milestone is being addressed.

Milestone Checklists

	
	MILESTONES

	
	I
	II
	III

	A.  PROGRAM MANAGEMENT
	
	
	

	
	
	
	

	Are the operational requirements identified in an Operational Requirements Document?  Do the operational requirements translate into design or performance requirements?
	X
	
	

	What is the acquisition strategy?
	X
	
	

	How have specifications and contract requirements been streamlined
	X
	
	

	What efforts are being made to determine the life cycle cost for support of the system?
	X
	
	

	How will risk areas be identified?
	X
	
	

	How will supportability of the software be evaluated?
	X
	
	

	Has the budget been staffed and approved?
	X
	
	

	What software support concepts have been chosen to proceed into Phase II, Engineering & Manufacturing Development?
	
	X
	

	What are the maintenance philosophies for the software support concepts proposed?
	
	X
	

	What risk areas have been identified for the proposed concepts?
	
	X
	

	What risk mitigation efforts have been identified for these areas?
	
	X
	

	What environmental concerns have been identified?
	
	X
	

	What are the results of Developmental Test and Operational Test?
	
	
	X

	If this program is starting at Milestone III, what efforts will be undertaken to ensure that the development and delivery of support will coincide with delivery of software?
	
	
	X

	Is the mission need identified in a Mission Needs Statement?
	X
	
	

	How will testing for the program be managed?
	X
	
	

	What are the estimated costs for support of the proposed concepts?
	
	X
	

	What testing will be conducted on the system?
	
	X
	

	Who will be responsible for the testing?
	
	X
	

	
	
	
	

	B.  Acquisition Logistics Support Management
	
	
	

	
	
	
	

	Has an Acquisition Logistics Support Plan (ALSP) been developed?
	X
	
	

	Has the ALSP been updated?
	
	X
	

	When is the draft User’s Logistics Support Summary (ULSS) expected?
	
	X
	

	When will the ULSS be approved and distributed?
	
	
	X

	Who is responsible for ILS management?
	X
	
	

	Who are the assigned Logistics Element Managers (LEM)?
	X
	
	

	What other organizations are part of the Acquisition Logistics Support (ALS) Integrated Product Team (IPT)?
	X
	
	

	How often does the IPT meet?
	X
	
	

	What method is used for assigning and tracking action items?
	X
	
	

	Who will be responsible for coordinating review of the ULSS?
	X
	
	

	Has the ULSS been reviewed and concurred with by the receiving commands?
	
	
	X

	Is the ULSS site specific?
	
	
	X

	Have all required logistics resources been procured and delivered to the user?
	
	
	X

	
	
	
	

	C.  MAINTENANCE PLANNING
	
	
	

	
	
	
	

	What logistics and maintenance considerations are reflected?
	X
	
	

	How will this software be maintained?
	X
	
	

	What alternative support concepts have been considered?
	X
	
	

	What maintenance and support considerations are included in Request for Proposals, Statements of Work, or contracts, as source selection criteria?
	X
	
	

	Have funding requirements been identified for maintenance activities?
	X
	
	

	What is the software maintenance concept?
	
	X
	

	What is the schedule for supportability assessments?
	
	
	X

	What is the schedule for post-deployment reviews?
	
	
	X

	What documented analysis was used to establish the maintenance (support) concept?  Did this include a cost trade study?
	X
	
	

	How does the acquisition strategy and funding affect the viability of any planned alternatives?
	X
	
	

	Are Software Support Plan (SSP) reviews required to ensure the quality of the product?  Are the reviews and final document delivered to support the program’s supportability requirements?
	
	X
	

	How will maintenance support evaluations be integrated into the testing process?
	
	X
	

	Has the approved maintenance concept been updated to the configuration established at the critical design review?
	
	
	X

	What is the schedule for Post-deployment Software Support (PDSS) planning?
	
	
	X

	Did test and evaluation identify any required maintenance actions that were not identified in the SSP?
	
	
	X

	Does the SSP identify required support items?
	
	
	X

	What PDSS issues have been identified?
	
	
	X

	Who is responsible for maintaining the SSP?
	
	
	X

	Who is the designated In-service Engineering Agent for technical assistance?
	
	
	X

	What technical assistance will be available from the production contract?
	
	
	X

	
	
	
	

	D.  MANPOWER AND PERSONNEL
	
	
	

	
	
	
	

	What are the manpower and personnel requirements?
	X
	
	

	Does program documentation establish manpower and personnel constraints and parameters?
	X
	
	

	Have training requirements been identified?
	X
	
	

	Was the HARDMAN analysis methodology utilized in determining manpower requirements?
	X
	
	

	Are the manpower and personnel requirements satisfactorily incorporated into the ALSP?
	X
	
	

	Are the manpower and personnel requirements satisfactorily incorporated into the Program Objective Memorandum (POM)?
	X
	
	

	What manpower and personnel constraints and parameters are defined in program documentation?
	X
	
	

	
	
	
	

	E.  SUPPLY SUPPORT
	
	
	

	
	
	
	

	Will the Government or the contractor support this software?
	X
	
	

	What plans and resources have been identified for support concepts?
	X
	
	

	What is planned for replication and distribution of software media?
	
	X
	

	
	
	
	

	F.  SUPPORT EQUIPMENT
	
	
	

	
	
	
	

	Does the SSP identify required support items?
	
	X
	

	Has all support software and System equipment been received?  
	
	X
	

	What software development tools are required by the Software Support Activity (SSA)?
	
	X
	

	
	
	
	

	G.  TECHNICAL DATA
	
	
	

	
	
	
	

	How will technical data management planning be documented?
	X
	
	

	How will technical data and unlimited rights be weighted in source selection criteria?
	X
	
	

	In what form will technical data packages be delivered?
	X
	
	

	What technical data funding requirements are identified in the budget?
	X
	
	

	What software documentation is being procured (including technical manuals)?
	
	X
	

	What data rights and/or licenses are being procured?
	
	X
	

	What were the results of the in-process reviews?
	
	
	X

	What was the disposition of any in-process review findings?
	
	
	X

	Has the Government accepted the data package?
	
	
	X

	Have changes identified during the physical configuration audit been made
	
	
	X

	What data rights does the Government own?
	
	
	X

	Have any technical data management planning documents been updated?
	
	
	X

	Who is the Technical Data Management Officer?
	X
	
	

	Who is the Technical Data Logistics Element Manager (LEM) to the IPT?
	X
	
	

	How will the Government technical data review activity be selected and assigned?
	X
	
	

	How is the preparation and update of technical data integrated into the contractors’ and subcontractors’ design, development, and production processes?
	X
	
	

	What in-process reviews are scheduled?
	
	X
	

	Who is the designated government technical data review activity?
	
	X
	

	Are unlimited data rights being procured?
	
	X
	

	Are data item descriptions tailored to establish minimum needs?
	
	X
	

	How will the program use data calls to determine all potential user requirements?
	
	X
	

	Does the delivery schedule for the technical data support a competitive production contract?
	
	X
	

	What distribution statements are required on technical data to be generated?
	
	X
	

	Has a final, approved technical data package been delivered to the Government?
	
	
	X

	Who has responsibility for maintenance of the data package?
	
	
	X

	Is that activity prepared to receive the data package?
	
	
	X

	Have any technical data management planning documents been updated?
	
	
	X

	Has the Government accepted the data package?
	
	
	X

	What technical manuals (TM) are identified in program documentation?
	X
	
	

	Who is the TM LEM?
	X
	
	

	In what format will TM be procured?
	X
	
	

	What funds for development of TM have been budgeted?
	X
	
	

	Who will review the Software User’s Manual and the System Operator’s Manual?
	X
	
	

	What is the TM validation and verification plan?
	
	X
	

	How will the program review, validate and verify the TM?
	X
	
	

	How are TM requirements being identified in the contract?
	
	X
	

	Are approved TM available?
	
	
	X

	Have TM been formally validated and verified?
	
	
	X

	When will TM deficiencies be addressed?
	
	
	X

	What are the printing and distribution requirements?
	
	
	X

	How will funding requirements for post-production support of TM be identified (i.e., updates, revisions)?
	
	
	X

	If commercial manuals are being procured, are they compatible with the maintenance concept (maintenance plan)?  Have provisions been made to ensure that they will be updated to include any configuration changes to the hardware?
	
	X
	

	What TM quality assurance provisions have been invoked in the Engineering and Manufacturing Development Phase contract?
	
	X
	

	What TM status/progress reports will the contractor provide?
	
	X
	

	What criteria and standards for evaluating TM during testing are spelled out in the Software Test Plan?
	
	X
	

	
	
	
	

	H.  TRAINING AND TRAINING SUPPORT
	
	
	

	
	
	
	

	What is the plan for validating and verifying training materials?
	
	X
	

	What are the number and locations of training sites?
	
	X
	

	When are site surveys planned for these training sites?
	
	X
	

	What does the Logistics Requirements and Funding Summary budget for:
  •  Course and materials development?
  •  Conduct of factory training?
  •  Training equipment and devices?
  •  Follow-on training?
  •  School facilities construction?
  •  Trainer spares?
	
	X
	

	Has the Training Plan been updated to reflect current plans and requirements?
	
	
	X

	How does the ULSS address transition of technical training equipment, training materials, etc.  from contractor to training schools?
	
	
	X

	
	
	
	

	I.  COMPUTER RESOURCES SUPPORT
	
	
	

	
	
	
	

	What computer resources constraints are identified in the Operational Requirements Document?
	X
	
	

	How does the Software Test Plan/Contractor Test Plan address testing of computer software?
	X
	
	

	What is the program plan for acquisition of data rights for tactical and support software?
	X
	
	

	What software documentation is being acquired?
	X
	
	

	How will software configuration control be managed?
	X
	
	

	What warranties apply to software?
	X
	
	

	Has a Computer Security Plan been developed?
	X
	
	

	How will the contractor manage software development?
	X
	
	

	Has hardware been identified for this System and coordinated with PM-IT?
	X
	
	

	Have program requirements been coordinated with the PM-IS Software Working Group?
	X
	
	

	Has the Software Support Plan (SSP) been completed and approved?
	
	X
	

	Who is the SSA?  
	
	X
	

	What are SSA manpower and personnel requirements, personnel training requirements, facility requirements and System hardware requirements?
	
	X
	

	What are the results of any software testing to date?
	
	X
	

	How mature is the software design?
	
	X
	

	Has support for all software been established?
	
	
	X

	Has the SSP been updated to reflect current program requirements and schedules?
	
	
	X

	Has the Software Development Plan been updated to reflect current plan/status?
	
	
	X

	When will the software transition to the SSA?
	
	
	X

	When was the functional baseline for the software established?
	
	
	X

	When was the allocated baseline for the software established?
	
	
	X

	When was the product baseline for the software established?
	
	
	X

	Are all personnel in place at the SSA to assume management of the software?
	
	
	X

	Has all training been established for SSA personnel?
	
	
	X

	Has all documentation been received at the SSA?
	
	
	X

	Are all facilities at the SSA ready?
	
	
	X

	Has all support software been received?  Has all System equipment been received?
	
	
	X

	How will corrections to and future revisions of the software be distributed to the users?
	
	
	X

	Who is the Computer Security Officer at the SSA?
	
	
	X

	What are the results of Developmental Testing and Operational Testing?
	
	
	X

	What safety deficiencies have been noted in the Software Change Requests?
	
	
	X

	How have safety deficiencies been resolved?
	
	
	X

	What software data rights have been obtained?
	
	
	X

	How are computer software performance requirements documented?
	
	
	X

	What are trainer software support requirements?
	
	
	X

	Who is the software engineer assigned to the project?
	X
	
	

	How will software expertise be included in the Source Selection Evaluation Board?
	X
	
	

	When are software design reviews and audits scheduled?
	X
	
	

	Where are software functional and performance requirements identified?
	X
	
	

	How are software safety issues addressed?
	X
	
	

	Who will support software?
	X
	
	

	Who is the software LEM on the IPT?
	X
	
	

	How will classified software be handled and stored?
	X
	
	

	How will software configuration control be managed?
	X
	
	

	How is software testing integrated into the overall System testing program?
	X
	
	

	How will the software be tested down to the system, subsystem, program, sub-program, component and module levels?
	X
	
	

	Who will be the independent validation and verification agency?
	X
	
	

	How will the SSA receive computer security accreditation?
	X
	
	

	How does the Software Test Plan address testing of software?
	X
	
	

	How will the contractor manage software development?
	X
	
	

	How will the contractor manage software configuration management?
	X
	
	

	How will the software be developed, tested, documented and delivered?
	X
	
	

	When will the SSA be assigned?
	X
	
	

	For what will the SSA be responsible?
	X
	
	

	How much participation will the SSA have in the development process?
	X
	
	

	When will support of the software transition to the SSA?
	X
	
	

	How will SSA manpower and personnel requirements be determined?
	X
	
	

	How will SSA training requirements be determined?
	X
	
	

	How will SSA facility requirements be determined?
	X
	
	

	How will requirements for System hardware at the SSA be determined?
	X
	
	

	What funding for SSA requirements is budgeted in the Logistics Requirements and Funding Summary?
	X
	
	

	How will testing be conducted on the software?
	
	X
	

	How will a Computer Security Officer be appointed at SSA?
	
	X
	

	What are software development tool requirements at SSA?
	
	X
	

	Has the SSA verified that support for all software been established?  This includes budgeting, personnel, tools, facilities, hardware, software, documentation, and support equipment.
	
	
	X

	
	
	
	

	J.  FACILITIES
	
	
	

	
	
	
	

	What facilities constraints are identified?
	X
	
	

	What analyses has been conducted to determine requirements?
	X
	
	

	What are the impacts to existing facilities?
	X
	
	

	How will special requirements, such as power, environmental controls, security, hazardous materials, safety, fire protection, etc., be assessed?
	X
	
	

	How will facilities requirements planning be accomplished?
	
	X
	

	When will site surveys be scheduled?
	
	X
	

	Have all site surveys been completed?
	
	
	X

	What are the results of the site surveys?
	
	
	X

	What is the status of all facilities construction and modifications?
	
	X
	

	Will facility construction alterations be completed by Initial Operational Capability?
	
	
	X

	What minor construction requirements have been identified?
	X
	
	

	Who is responsible for generation of facilities requirements?
	
	X
	

	
	
	
	

	K.  PACKAGING, HANDLING, STORAGE & TRANSPORTATION
	
	
	

	
	
	
	

	Are there Packaging, Handling, Storage & Transportation (PHS&T) constraints/problems, including transportability or environmental problems? 
	X
	
	

	Do the documents reflect planning to ensure PHS&T requirements are met?
	X
	
	

	How will software be distributed?
	
	X
	

	How will electrostatic/electromagnetic sensitive items be handled?
	
	X
	

	Are there any unresolved PHS&T issues including transportability?
	
	
	X

	Are known PHS&T requirements and constraints described in the documents?
	X
	
	

	Does the Logistics Requirements and Funding Summary identify PHS&T funding requirements?
	X
	
	

	Who is the PHS&T LEM assigned to the program?
	X
	
	

	Does Section D of the contract prescribe appropriate preservation, packaging, packing and marking (including bar coding) requirement for the anticipated shipping, storage and issue conditions?
	
	X
	

	What PHS&T problems were identified during testing and early fielding of the system?  How are these problems being addressed?
	
	
	X

	Were supportability documents updated to reflect changes/lessons learned during the Engineering and Manufacturing Development Phase?
	
	
	X

	
	
	
	

	L.  DESIGN INTERFACE
	
	
	

	
	
	
	

	Are there any required interfaces with other Systems or databases?
	X
	
	

	Are there any interoperability requirements or issues?
	X
	
	

	
	
	
	

	M.  BUDGET AND FUNDING
	
	
	

	
	
	
	

	Have supportability issues such as maintenance and licenses been addressed in the program, budget and Life Cycle Cost Estimate?
	X
	
	

	Do requirements in the budget support the requirements in the ALSP?
	X
	
	

	What funding shortfalls are identified? What are the impacts of these shortfalls?
	X
	
	

	What is the impact to the execution of the program as a result of these shortfalls?
	
	X
	

	Is there adequate backup documentation that underlies the basic funding requirements? 
	
	
	X

	Are funding requirements reflected in the ALSP?
	
	
	X

	What cost estimating methods were used to establish logistics funding requirements?
	
	
	X

	Has the program office prepared a Logistics Requirements and Funding Summary?
	X
	
	

	What appropriations are logistics requirements budgeted against?
	X
	
	

	Has the Logistics Requirements and Funding Summary been staffed and approved?
	X
	
	

	
	
	
	

	N.  CONFIGURATION MANAGEMENT
	
	
	

	
	
	
	

	What configuration constraints are identified?
	X
	
	

	What funding requirements will be required for technical reviews, configuration audits, Configuration Management (CM) Plan development, Systems Change Request review, etc.?
	X
	
	

	What configuration audits will be required?
	X
	
	

	When will the configuration audits be performed?
	
	X
	

	Do we want to include Independent Verification and Validation here as Configuration Management/Audit/Baseline verification?
	
	X
	

	Who will have configuration control authority during Engineering and Manufacturing Development Phase?
	
	X
	

	Has the CM Plan been updated?
	
	X
	

	Is the CM planning current?
	
	
	X

	What activity is performing Configuration Status Accounting?
	
	
	X

	Are funds identified/budgeted for performance of Configuration Status Accounting?
	
	
	X

	How will user feedback be allowed into the Configuration Status Accounting System?
	
	
	X

	Were the configuration audits completed?
	
	
	X

	Were all audit action items closed out?
	
	
	X

	When will the Government approve the configuration baseline?
	
	
	X

	Does the configuration of the software match the configuration documentation?
	
	
	X

	Has a CM Plan been prepared and approved which adequately addresses the activities of CM?
	X
	
	

	How will the contractor manage configuration control?
	X
	
	

	Are the roles and responsibilities of activities, which will be involved in CM documented in the CM Plan, charter and/or Memorandum of Agreement?
	X
	
	

	Is there a dedicated government CM manager?
	X
	
	

	Who represents CM on the IPT?
	X
	
	

	Does this acquisition contain Non-developmental or Commercial-Off-The-Shelf items?  Who will control the configuration?
	
	X
	

	Who will be required to perform these audits?  This information should be in the CM Plan or audit plan.
	
	X
	

	Where will these audits be held?  This will normally be at the contractor’s facility.
	
	X
	

	What equipment will be used for these audits?  This information should be in the CM Plan or audit plan.
	
	X
	

	What reports will be provided from these audits?  See the appropriate DD1423.
	
	X
	

	How will the program follow-up and resolve discrepancies identified during the audits?
	
	X
	

	Were the configuration audits completed?
  •  Were all action items closed out?
  •  When will the Government approve the configuration baseline?
	
	
	X

	
	
	
	

	O.  POST PRODUCTION SUPPORT
	
	
	

	
	
	
	

	What post-production support issues have been identified?
	
	
	X

	Are all personnel in place at the SSA to assume management of the software?
	
	
	X

	
	
	
	

	P.  WARRANTIES
	
	
	

	
	
	
	

	Is there a warranty on the software?  
	
	X
	

	Who is the warranty administrator?
	
	X
	

	Does Section H of the contract have a warranty clause incorporated?
	
	
	X

	Does the warranty clause address the following?
  •  Product conformance to essential performance requirements delineated in the contract?
  •  Product conformance to design and manufacturing specifications delineated in the contract?
	
	
	X

	Does the warranty define solutions for government and contractor breaches?
	
	
	X

	Does the warranty clearly define responsibility for transportation liability costs?
	
	
	X

	Does the Statement of Work require the contractor to provide a warranty status report to the Government?  Is there a Contract Data Requirements List for this requirement in the contract?
	
	
	X

	Does the Acquisition Plan address the scope and intent of the warranty?
	
	
	X

	Does the ALSP describe the warranty provisions specified in the contract?
	
	X
	

	Does the SSP address the warranty?
	
	
	X

	Will the existence of the warranty be identified in all applicable technical publications?
	
	
	X

	Is there a warranty on the technical data?
	
	
	X

	Is there a latent-defects provision in the warranty?
	
	
	X

	Is a warranty response time identified?
	
	
	X

	Will the contractor reimburse the Government for reasonably incurred cost for taking necessary corrective action in the event the Information System fails to meet the terms of the warranty?
	
	
	X

	Does the warranty include provisions for redesign, development, and testing?
	
	
	X

	Does the warranty clearly state that the product is warranted at the time of acceptance and for a specified length of time?
	X
	
	

	Does the warranty identify management/administration practices and warranty review board responsibilities?
	X
	
	

	In assessing cost effectiveness of the warranty was any analysis performed which considered both qualitative and quantitative cost and benefits of the warranty?
	X
	
	

	Are the logistical and operational benefits of the warranty clearly identified?
	X
	
	

	Were comparison analysis performed on similar systems for warranty cost effectiveness?
	X
	
	

	Will the existence of the warranty be identified in all applicable technical publications?
	
	
	X

	
	
	
	

	Q.  CONTRACTOR LOGISTICS SUPPORT
	
	
	

	
	
	
	

	See Post-production Support
	
	
	

	
	
	
	

	R.  NAVAL INTEGRATION/SHIPBOARD COMPATIBILITY
	
	
	

	
	
	
	

	Is the System deployable with using units?
	X
	
	

	Is it used aboard ship?
	X
	
	

	Are there any shipboard interface issues?
	X
	
	

	Are shipboard compatible host computers available for the System/software?
	X
	
	

	
	
	
	

	S.  TESTING
	
	
	

	
	
	
	

	How will testing for the program be managed?
	X
	
	

	What testing will be conducted on the system?
	
	X
	

	Who will be responsible for the testing?
	
	X
	

	How does the Software Test Plan/Contractor Test Plan address testing of computer software?
	X
	
	

	What are the results of any software testing to date?
	
	X
	

	How is software testing integrated into the overall System testing program?
	X
	
	

	How will the software be tested down to the system, subsystem, program, sub-program, component and module levels?
	X
	
	

	Who will be the independent validation and verification agency?
	X
	
	

	What are the results of Developmental Test and Operational Test?
	
	
	X

	
	
	
	

	T.  CONTINUOUS ACQUISITION AND LIFE CYCLE SUPPORT
	
	
	

	
	
	
	

	Do acquisition/program requirements planning documents establish clear objectives for Continuous Acquisition and Life Cycle Support implementation?
	X
	
	

	Do the Acquisition Plan and supporting program management documentation reflect planning to develop, acquire, maintain and use technical information in digital form?
	X
	
	

	Has a government Concept of Operation been developed?
	X
	
	

	Is the Government Concept of Operation identified as Government Furnished Information in the Request for Proposal?
	X
	
	

	How does the program plan to obtain specific proposals, including costs and schedule for authorized government accesses to contractor databases?
	X
	
	

	How does the program plan to obtain specific proposals, including costs and schedule for delivery of technical information in digital form using the Continuous Acquisition and Life Cycle Support standards?
	X
	
	

	Has the Government Concept of Operation been updated?
	
	X
	

	Has the implementation plan been updated?
	
	X
	

	Has a Transition Plan been developed to identify how the contractor will transition the program’s digital technical information to the Government?
	
	X
	

	How is the program evaluating the effectiveness of the Continuous Acquisition and Life Cycle Support implementation?
	
	X
	

	What additional opportunities for the Continuous Acquisition and Life Cycle Support implementation have been identified?
	
	X
	

	Do the Statement of Work and Contract Data Requirements List require the delivery of technical information and data products in digital form by either on-line access to the contractor database, or using MIL-STD-1840?
	
	X
	

	
	
	
	

	U.  ENVIRONMENTAL, SAFETY AND HEALTH
	
	
	

	
	
	
	

	Are there any hazardous material issues?
	X
	
	

	Has an Environmental Safety and Health Evaluation been prepared?  Are there any logistics concerns?
	X
	
	

	Has the Environmental Safety and Health Evaluation been updated?
	
	
	X

	Are there any safety issues?
	X
	
	

	Is a software safety program being conducted by the prime contractor or government activity?
	X
	
	

	How have battery requirements, especially the safety requirements pertaining to lithium batteries, been addressed?
	X
	
	

	How will safety assessments be integrated into the planned testing?
	X
	
	

	How will Safety Assessment reports be received and reviewed?
	X
	
	

	What safety deficiencies have been identified?
	
	
	X

	How have safety deficiencies been resolved?
	
	
	X

	How is a System Safety Program, which addresses technical hazard identification and resolutions, being conducted by the prime contractor or government activity?
	X
	
	

	How will hazards to maintenance personnel from electronic equipment be addressed?
	X
	
	

	When will Environmental, Safety, and Health Evaluation be updated?
	
	X
	

	What environmental constraints are identified in the Operational Requirements Document?
	X
	
	

	What risks to environmentally impacted areas were identified during the concept studies?
	X
	
	

	How will these risks be reduced?
	X
	
	

	How have environmental factors been integrated into the acquisition strategy?
	X
	
	

	How will environmental factors be considered in cost, performance and schedule goals of program?
	X
	
	

	How will user input be solicited for environmental issues and trade-offs?
	X
	
	

	What funding has been identified for the environmental management program?
	X
	
	

	What environmental issues have been identified in the Software Test Plan?
	X
	
	

	Who is the Environmental Safety and Health LEM?
	X
	
	

	What funding requirements have been identified in the Logistics Requirements and Funding Summary?
	X
	
	

	What safety issues remain open?
	
	
	X

	What safety concerns have been raised during initial training and fielding of the system?
	
	
	X


Appendix E

SOFTWARE SUPPORT ACTIVITY

1.  A Software Support Activity (SSA) acts as a government activity providing life cycle technical support for software acquisition programs.  The SSA may accomplish its functions through other government agencies or contracts; however, it retains responsibility for the effort.  A contractor or the original developer may also perform SSA functions.

(a) The SSA provides the Software Logistics Element Manager (LEM) and a member of the Acquisition Logistics Support Integrated Product Team.  The SSA provides other life cycle software engineering technical support to the Project Officer (PO) as may be required.

(b) The SSA may serve as the principal development activity for software and as such it performs software design and development engineering.

(c) The SSA may serve as a post-deployment software support activity for support of fielded software.

2.  Pre-deployment support includes planning, identifying requirements (e.g. funding, hardware and software, facility, equipment, technical data, data management and logistics), software quality, configuration management support and transition planning.

(a) During pre-deployment, SSA concerns include software development and support plans, support requirements determination, configuration identification, configuration control, configuration audit, configuration status accounting, quality control, software supportability and software transition.

(b) The SSA participates in software design reviews and configuration audits.

(c) The SSA provides the repository for technical documentation for support of the configuration baselines, configuration control and configuration status accounting activities.  The SSA maintains the master software set for replication and distribution.

3.  During post-deployment, the SSA concentrates on software support (i.e., conducting post-deployment software support operations in accordance with the approved software support concept) and maintenance of software and technical data quality at acceptable costs.

(a) The SSA continues its pre-deployment (development) activities for all software changes and version upgrades.

(b) The SSA provides the repository for approved configuration documentation in support of the configuration baselines and configuration status accounting activities.

(c) The SSA maintains the master software for replication and distribution of new versions of the software as required.

4.  A Charter or memorandum of agreement is usually initiated by the PO to define the SSA’s authority and responsibilities, to identify tasking and to establish organizational, management, support and technical relationships between the SSA and the Program Manager.
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