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Executive Summary 

The Deputy Commander, Systems Engineering, Interoperability, Architectures and Technology 

(DC SIAT) Systems Engineering and Integration (SE&I) Directorate developed this document to assist 

affiliated Program Executive Offices (PEOs) and Program Managers (PMs) and improve the application 

of systems engineering principles throughout Marine Corps Systems Command (MCSC) and affiliated 

PEOs. This handbook provides guidance on the preparation and conduct of Systems Engineering 

Technical Reviews (SETRs) for all acquisition programs throughout a program’s defense acquisition life 

cycle. This handbook provides guidance to all United States Marine Corps (USMC) organizations in 

regard to all Acquisition Category (ACAT) acquisition programs, including naval intelligence and naval 

cryptologic ACAT programs, Abbreviated Acquisition Programs (AAPs), non-acquisition programs, and 

rapid deployment capability programs. The designation ACAT I, when used in this handbook, signifies 

both ACAT ID (defense) and IC (component) programs. Similarly, the designation ACAT IA (major 

automated information system), when used in this handbook, signifies both ACAT IAM (defense major 

automated information system) and IAC (component major automated information system) programs.  

SETR events are essential to the success of every acquisition program and are conducted during 

development, verification, production, deployment, and sustainment of a new system or system baseline 

upgrade to demonstrate the efforts are properly planned and executed before proceeding beyond critical 

defense acquisition events. This ensures a disciplined and orderly approach to the defense acquisition 

process. SETRs are an integral part of the systems engineering process and are consistent with existing 

and emerging commercial standards. SETRs provide program management with assessments of program 

technical health and maturity at key points along the defense acquisition life cycle. The SETR process 

consists of several technical assessments. Each SETR assessment is focused on verifying technical health 

and maturity by examining products representing the program work accomplishments to date. Each 

technical assessment culminates in a formal meeting that documents recommendations to program 

management concerning the continuation of work onto the next milestone and phase of the defense 

acquisition life cycle. SETRs formally review and evaluate that required program management team tasks 

have been completed successfully before proceeding beyond critical events.  

Tailoring each SETR event will ensure the system is ready to enter the next defense acquisition phase of 

the acquisition life cycle. All SETR events will be readiness driven and conducted when the systems 

engineering is ready for review of progress in accordance with appropriately developed technical plans. 

Accordingly, for each SETR event, entrance and exit criteria will be directly associated to the required 

level of system maturity, and overall programmatic risk will be defined and certified within the program’s 

approved Systems Engineering Plan (SEP) and will be applied across all requirements and technical 

disciplines. SETR events will be chaired by a senior systems engineer, independent from the program. 

The systems engineering Technical Review Board (TRB) Chairperson will be appointed by DC SIAT 

through the issuance of an Engineering Designation Letter. Chairpersons for TRRs are discussed in the 

“MCSC Test and Evaluation Manual.” When approved by the MCSC Chief Engineer (CHENG), a 

principal member of the TRB from the program or the operational user community may be assigned to 

help focus and facilitate a SETR assessment. The TRB Chairperson assigned by the MCSC CHENG has 

final authority for closing a SETR assessment. The SETR event will also make appropriate use of 

independent Subject Matter Experts (SMEs) from outside the program management team. 

This handbook describes the purpose, timing, and entrance and exit criteria for each SETR event in the 

overall SETR process as detailed in the approved SEP. Every program (ACAT I-IV and AAPs) will 

develop and submit for Technical Authority approval a SEP that describes how the program intends to 

tailor the SETR events and how the tailored review activities accomplish the objectives of the overall 

SETR process. The TRB Chairperson has the flexibility to tailor the type of each SETR event to the 

particular circumstances of each program, to include programmatic and technical risk.  
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Competency Leads will fully resource all SETR events to include external and internal resources and 

MCSC SME support for all SETR event TRBs in the approved, resource-loaded Integrated Master 

Schedule (IMS). The Engineering Competency Director, DC SIAT, or designated approval authority, will 

determine the TRB membership for each SETR event. Training for program office SETR planners and 

participants, TRB members, SMEs, and SETR Chairpersons may be coordinated with DC SIAT and 

scheduled in advance of each SETR event.
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1. INTRODUCTION 

This handbook replaces “Marine Corps Systems Command (MCSC) Technical Review Handbook” v 1.04 

of April 2009, Enclosure 4 of Attachment 1 of the Naval SYSCOM Systems Engineering Policy, which is 

Marine Corps Systems Command Order (MCSCO) 5400.5 dated 11 May 2009. It works in conjunction 

with the “MCSC Systems Engineering Guidebook” and the “In-Service Engineering Handbook.” 

Systems Engineering Technical Reviews (SETRs) are the primary method for assessing the technical 

health of a program at critical points in its acquisition life cycle. SETRs provide Program Managers 

(PMs) independent assessments of program readiness in order to enter the next technical phase. 

 PURPOSE 1.1.

This handbook guides MCSC and associated Program Executive Offices (PEOs) in the planning and 

execution of SETRs in support of MCSC and PEO acquisition programs. This handbook is instructive in 

nature for all programs within MCSC and associated PEOs. 

This handbook introduces an updated SETR process that focuses on readiness to conduct the review so 

that SETRs are truly readiness-driven vice schedule-driven. To support this change of paradigm, this 

handbook implements the concept of readiness-driven SETRs. 

This handbook identifies technical review processes and guidelines for conducting successful readiness-

driven SETRs. This handbook describes the objectives, activities, and associated timelines (i.e., planning 

considerations, artifacts, roles and responsibilities, agenda, entrance and exit criteria, etc.) for each SETR 

event, as well as provides considerations for tailoring the systems engineering process through the 

selection of appropriate set of SETRs based on the system requirements, the acquisition strategy, and 

associated risks. The SETR events are not limited to an assessment of the technical readiness—they also 

assess the associated programmatic risks.  

This handbook uses the term “acquirer” to denote the acquisition organization such as a program office or 

Government office. The term “supplier” is used to denote a lead developer, system integrator, or whoever 

is supplying the system. 

 BACKGROUND 1.2.

Each SETR event provides visibility into the program’s artifacts and execution of the work effort required 

and the acquirer and supplier teams’ implementation of the work effort to assure timely and effective 

attention to the technical interpretation of program technical requirements of both the acquirer and the 

supplier. SETR events provide the PM and Milestone Decision Authority (MDA) or Program Decision 

Authority (PDA) an independent assessment of the technical readiness of the system to support the 

decision to commit resources planned for the next technical phase as described in the program’s approved 

Systems Engineering Plan (SEP), developed in accordance with the approved Principal Deputy Under 

Secretary of Defense SEP Outline version 1.0 of 20 April 2011. 

SETR events occur at readiness-driven points representing a transition in the technical activities described 

in the SEP. The SEP includes SETR detail tables that document the agreement of scope and content for 

each planned SETR event. The details include entrance and exit criteria, Technical Review Data Package 

(TRDP) content, agenda, and expected Technical Review Board (TRB) functional composition and 

specifies the Chairperson for each planned SETR. The SEP should be updated and approved by the 

appropriate authority as identified in the Engineering Designation Letter prior to the planned SETR to 

finalize the SETR scope.  
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 OBJECTIVES  1.3.

SETR events are designed to assess program technical management and system engineering efforts’ 

progress and maturity at key acquisition stages that are readiness-driven points in the overall acquisition 

life cycle. They compare the design to pre-established entrance and exit criteria for the particular event to 

determine if the appropriate level of maturity has been achieved. Additionally, SETRs compare the 

achieved technical efforts to the planned technical efforts to ensure maturity of the engineering effort to 

support programmatic execution. 

 RECOMMENDED SETRS AND TIMING 1.4.

Figure 1 identifies tailoring of SETRs based on program risk and entrance into the acquisition life cycle. 

It is not intended to be all inclusive—only to show tailoring. The specific SETR events may be further 

tailored or combined as appropriate, within specified constraints 
1
, and documented in the program’s SEP. 

Unless otherwise indicated, these reviews include the participation of the acquirer and supplier. Supplier-

supported SETR requirements must be incorporated into supplier contracts/agreements.  

The timing of each SETR event is extremely important and must be understood prior to proceeding with 

technical reviews. Conducting a SETR event too soon will cause the system, product, or process under 

review to be inadequately defined. Conversely, a late event can result in erroneous program commitments 

with correction that will be difficult and costly. A good method for planning each SETR event is to relate 

each one to the associated documentation requirements. Examples include holding a System Functional 

Review (SFR) after the system specification has been defined to establish a system Functional Baseline 

(FBL) and holding Preliminary Design Reviews (PDRs) after availability of hardware development 

specifications, Software Design Descriptions, and Software Test Plans. The SETR event appendices to 

this handbook provide entrance and exit criteria, as well as review elements and timing guidance for each 

of the reviews. Appendix Q identifies potential artifacts and corresponding maturity levels associated with 

SETRs. The timing of system and subsystem reviews may be altered as appropriate for the program, 

consistent with sound engineering practices.  

                                                      

1 Further tailoring guidance can be found in SECNAVINST 5000.2E and Defense Acquisition Guidebook. 
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Figure 1: Timing of SETRs
2
 

2. SETR PROCESS 

The SETR process consists of planning, execution, and close-out of SETRs.  

 SETR PLANNING 2.1.

Reviews should consider the technical design maturity, technical and programmatic risk and schedule, 

and cost and performance risk. The supplier and the acquirer should have the same expectations regarding 

the content and the outcome of the review. Important considerations for planning include the following: 

 Preparing in a timely and effective manner for the review  

 Early establishment of the scope and content of each planned review documented in the SEP 

 Artifacts responsibility (acquirer or supplier) 

 Clear understanding of who will chair each planned review 

 Identifying and allocating resources necessary to accomplish the total review effort  

 Tailoring of the review consistent with program risk levels  

 Scheduling consistent with availability of appropriate data and resources 

 Establishing readiness-driven entrance and exit criteria  

 Establishing boundaries to define the review’s content  

                                                      

2 Figure not intended to be all inclusive; used to show possible SETR tailoring based on program. 
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 Using appropriate working sessions to support SETR execution 

 Reviewing all systems functions  

 Confirming all system elements are integrated 

Prior to the first SETR, as a part of technical planning, the acquirer team will plan the details of each 

SETR event to be undertaken. This planning will be documented in the program’s SEP, specifically in 

SEP Table 4.4-1(n)
3
 Technical Review Details as mandated by the MCSC SEP Outline. The acquirer 

team should also consider and identify the artifacts that will be developed and provided by the supplier. 

This will assist with contracting and set expectations for all stakeholders. These tables present the entry 

and exit criteria and TRB functional composition for all planned SETR events for approval with the initial 

SEP. The template for these mandated tables is included in Appendix R.  

Technical Review Action Plans (TRAPs) are an optional alternative to the SEP Table 4.4-1(n) Technical 

Review Details to assist in the planning of SETRs, but should not be used as a replacement of SEPs. The 

Technical Authority (TA) should determine when TRAPs are appropriate for use. Appendix R, MCSC 

Enhanced Technical Review Details Table, represents the expected level of detail for planning SETR 

events. 

The Integrated Master Schedule (IMS) will document the schedule of SETR events, and the approved 

Human Capital Agreement (HCA) will document the resources applied to each SETR event to include 

Subject Matter Expert (SME) and TRB member support external to the Program Management Office. 

Detailed SETR event planning documented in the SEP and the IMS are important in managing the 

expectations of external stakeholders and for communicating to the supplier team the Government’s 

expectations and success criteria.  

 TAILORING 2.1.1.

The complexity of the system, subsystem, or configuration item and the designation of acquisition 

programs are central in determining the need for and the number of reviews. When developing a small 

non-complex system (low risk), some reviews may not be required or, if required, may be limited in 

scope. Conversely, in a very complex system (high risk), the review process will increase in levels and 

numbers of reviews. The recommended tailoring of reviews enables program management to suggest 

focus of SETRs to the TA in support of programmatic efforts. Figure 1 provides examples of tailoring the 

SETR event schedule for acquisition programs initiating at different points in the acquisition life cycle.  

The preliminary draft SEP initiates the planning of key aspects of the systems engineering process to 

ensure they are adequately resourced and anticipated sufficiently in advance. The preliminary draft SEP 

should include the following key sections: 

 Technical Organization (to be cross-walked with the Engineering Staffing Plan) 

 SETRs (Table 4.4-1 Technical Review Details) for each planned review 

o Table 4.4-1 complete for the initial SETR 

o Preliminary information for the planned subsequent SETRs  

                                                      

3 Appendix R contains an enhanced version of the mandated SEP Table 4.4-1(n) located in the PDUSD SEP Outline. This 

enhanced version is recommended as a replacement of the standard SEP Table 4.4-1(n) in the PDUSD SEP Outline as it allows 

for capturing SETR planning information in a more structured and detailed manner.  
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 TRB MISSION, MEMBERSHIP, AND PARTICIPANTS 2.1.2.

The TRB is the Government body formed to conduct SETR events to the overall objectives in Section 1.4 

and the specific SETR event exit criteria developed during SETR planning. The TRB reviews 

documentation and produces Requests For Action (RFAs) and advises the TRB Chairperson, who makes 

a recommendations to the PM and the MDA on whether or not the program is ready to proceed to the next 

stage of development. For each SETR event, program staff, TRB members, and TRB Chairpersons 

unfamiliar with the SETR process and events may receive event-specific training in near proximity to 

final event planning. This training may be obtained, as necessary, from the Deputy Commander, Systems 

Engineering, Interoperability, Architectures and Technology (DC SIAT) engineering staff. 

NOTE: “TRB” is a generic term that applies to all of the various reviews. In practice, the review board is 

known by the name of the review (e.g., the PDR Board, the CDR Board, etc.). The TRB and the event 

(e.g., PDR, CDR, etc.) are not separate. 

TRB Membership and Participants (typical composition): 

 TRB Chairperson  

 Program Management representative  

 Resource Sponsor (Combat Development and Integration) representative 

 Assistant Program Manager – Engineering/Assistant Program Executive Officer - Engineering 

 Assistant Product Manager – Engineer (APdM-Es) for the interfacing/supporting programs when 

there are interfacing or supporting systems  

 APdM-E for the program under review 

 Independent SMEs as documented in the approved SEP 

 Assistant Program Manager – Logistics  

 Cost Team representative, if required 

 Counsel, if required 

 Contracting Officer, if required 

 SETR Lead/RFA Manager 

 Meeting Minutes Recorder   

 Representatives from System of Systems and Family of Systems interfacing equities 

 DC SIAT representatives, as appropriate 

 Deputy Command Resource Management, representatives, as appropriate 

 Assistant Commander Contracts representatives, as appropriate 

 Assistant Commander for Acquisition Logistics and Product Support representatives, as 

appropriate 

 Assistant Commander for Program representatives, as appropriate 

 SMEs as required  

 Developmental and Operational agency representatives 
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 Integrated Product Team (IPT) members/briefers  

 Supplier participants, as appropriate 

Recommendation 

The participation of SMEs from outside the program team is important for a successful SETR. SMEs from 

interfacing systems are especially important. The HCA should list by name the SMEs who will attend the 

SETR. A statement of each SME’s role and organizational title/qualifications should also be included. 

MCSC-tailored SEP Technical Review Details allows for identification of appropriate SMEs and 

supporting information. 

 

2.1.2.1. TRB CHAIRPERSON RESPONSIBILITIES 

The TRB Chairperson is appointed by DC SIAT through the issuance of an Engineering Designation 

Letter. Chairpersons for TRRs are discussed in the “MCSC Test and Evaluation Manual.”  

Responsibilities of the Chairperson are to: 

 Execute the SETR and RFA process to include RFA approval (see Section 3) as documented in 

the program’s SEP 

 Assign TRB members and SMEs 

 Facilitate the full participation of TRB members and SMEs in the SETR process 

 Determine if Entrance, Exit, and Evaluation Criteria are sufficiently met 

 Provide positive/negative recommendations to the PM to move to the next development phase 

and SETR 

 Produce and sign the SETR Summary Report (2.3.1) 

2.1.2.2. TRB CO-CHAIRPERSON RESPONSIBILITIES 

The Co-chairperson should be a member of the Program Management Competency and an IPT Lead as 

identified in the MCSC Competency Aligned Organization Concept of Operations. Any further delegation 

should be coordinated with the Chairperson, but in no case should this be delegated below the Tier II IPT 

level. 

Responsibilities of the Co-chairperson are to: 

 Participate in all events identified in the SETR Process Timeline 

 Participate in review, scoring, and assignment of RFAs 

 Endorse assignment of RFAs 

 Advise the Chairperson on reasonable expectation of closure of assigned RFAs 

 Accept responsibility for RFAs assigned to the acquirer team or associated vendors and commit 

adequate resources to resolve RFAs as assigned 

 Advise the Chairperson on evaluation of Entrance Criteria 

 Advise the Chairperson on evaluation of Exit and Evaluation Criteria  
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2.1.2.3. SETR LEAD/RFA MANAGER 

Responsibilities of the SETR Lead/RFA Manager are to: 

 Assist in the coordination of the SETR planning document  

 Establish and maintain the SETR Portal 

 Pre-screen the SETR entrance criteria  

 Facilitate the Kick Off/Entrance Criteria Evaluation Meeting 

 Manage all submitted RFAs  

 Develop the SETR Summary Report, and SETR Close-out Report, if necessary 

2.1.2.4. SUBJECT MATTER EXPERTS (SMES)/TECHNICAL AREA EXPERTS (TAES) 

SMEs and TAEs are specially recognized external participants who represent experts in their particular 

competency, community of interest, or technical field. Their knowledge, skills, and experience enable 

them to ask and answer specific questions related to their functional specialty. The latest TAE list is 

located on the Systems Engineering Policy SharePoint site. 

Responsibilities of the SMEs/TAEs are to: 

 Review TRDP artifacts  

 Originate, as appropriate, and support scoring and assignment of RFAs 

 Review RFA responses and provide concurrence determinations 

 Advise the Chairperson on Entrance, Exit, and Evaluation criteria evaluations 

2.1.2.5. ACQUIRER TEAM  

The acquirer team is the core of any program and is responsible for much of the work required to prepare 

for and conduct a technical review. 

Responsibilities of the acquirer team are to: 

 Develop the SETR plan  

 Develop and coordinate the SETR planning document (SEP or TRAP) with the Chairperson and 

other stakeholders, as appropriate 

 Coordinate with and inform all TRB members and participants on the SETR schedule 

 Coordinate and establish the venue and space to conduct the SETR events as identified in the 

SETR Process Timeline 

 Advise on scoring and assignment of RFAs 

 Respond to RFAs, as appropriate 

 Develop the SETR Executive Session briefing package 

 Lead the SETR Executive Session briefing 

 Develop and deliver the SETR Executive Session Meeting Minutes to the TRB Chairperson 
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 TECHNICAL REVIEW DATA PACKAGE  2.1.3.

The TRDP consists of, but is not limited to, design documents, analysis results, test plans and reports, 

management plans, and risk assessments to provide a comprehensive overview of work accomplished. A 

list of the products to be reviewed should be included in the SEP. Planning for the required review 

elements as part of the TRDP (e.g., Work Breakdown Structure, requirements documents, programmatic 

documents, IMS, design documents, test plans and reports, management plans, and risk assessments, etc.) 

occurs initially in the SEP for the main review elements.  

As the review approaches, the planning reflected in the SEP will be tailored in revisions of the SEP 

between milestone reviews to support SETR events. These revisions will be approved by the TRB 

Chairperson to support the scope of each SETR event.  

Planning and concurrence with the proposed TRDP is achieved by SEP staffing initially, and updates are 

coordinated with the Chairperson as the given SETR approaches. The TRB Chairperson should direct an 

independent review and assessment (by assigning independent SMEs) of the entrance criteria and 

maturity of the TRDP during initial coordination of the SETR event. The results of the independent 

review and assessment should be presented to the TRB during the Entrance Criteria Evaluation meeting to 

support the TRB determination to enter the review. Appendices to this handbook contain sample review 

elements for each SETR. Appendix V contains a template that may be used for the independent review 

and assessment of the entrance criteria and TRDP. 

SETRs should be hosted on a PM/PEO level centralized Technical Review Workspace. All TRB 

members and participants should have access to the Technical Review Workspace to retrieve and review 

the TRDP artifacts and submit RFAs. 

 ENTRANCE CRITERIA 2.1.4.

Entrance criteria are defined in each of the SETR event appendices (B through R, with omission of 

appendices I and O). Establishing entrance criteria in the SEP early and prior to the scheduled review 

ensures the expectations are clearly understood and the review is readiness-driven, not schedule-driven. 

During the SETR Kick Off/Entrance Criteria Evaluation meeting shown in Figure 2, the TRB will 

evaluate the entrance criteria to determine if they are met sufficiently to indicate readiness to enter the 

SETR. The entrance criteria must be documented in the SEP using the MCSC Enhanced Technical 

Review Details Table located in Appendix R.  

 SETR AGENDA 2.1.5.

The program team and the assigned Chairperson will coordinate the development of a preliminary agenda 

containing elements that correlate to the established exit criteria. The agenda should be tailored from the 

standard agenda for the given type of review as reflected in the corresponding review’s appendix to this 

handbook. The agenda must be documented in the SEP using the MCSC Enhanced Technical Review 

Details Table given in Appendix R.  

 EXIT CRITERIA AND EVALUATION CRITERIA 2.1.6.

The traditional concept of SETR exit criteria has been split into two separate categories:  Exit Criteria and 

Evaluation Criteria. 

Exit criteria are specific technical criteria that constitute the heart of the given SETR that must be met to 

demonstrate technical readiness to proceed. All exit criteria must be met in order for the SETR to be 

considered closed. Supplier-related exit criteria should be coordinated with the supplier to keep the 

criteria within scope of the contract. Evaluation criteria are broader program-related criteria, ensuring the 
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review is multi-disciplined and should be coordinated with the TRB Chairperson. Evaluation criteria, 

unlike exit criteria, need not be specifically met to allow for closure of the SETR. Evaluation criteria are 

often broader and more multidiscipline criteria considered by the TRB. A TRB determination that an 

evaluation criterion is not met will often result in identification of related risks and recommendations to 

the team to address related concerns and risks.  A SETR can successfully close if one or more evaluation 

criteria are not met.  The “Not Met” evaluation criteria are captured as risk and reported in the SETR 

Summary Report. Setting unrealistic criteria may doom the SETR to failure. Likewise, setting criteria that 

do not adequately measure readiness to proceed adds risk to the program in the long run.  

Exit and evaluation criteria for each SETR are included in the appendices of this handbook. These criteria 

must be documented in the SEP using the MCSC Enhanced Technical Review Details Table located in 

Appendix R. Exit criteria should be tailored through interim updates to the SEP prior to each SETR event 

to accommodate program changes. 

Recommendation 

The exit criteria should be mapped to the agenda (to ensure each is covered during the SETR) and to the 

TRDP item(s) intended to satisfy the exit criteria (if applicable).  

Examples: 

 — Exit Criterion:  Is the design capable of meeting the performance requirements? 

 —Agenda:  4.0 System FBL Verification Results 

 —TRDP Item(s):  06. Requirements Traceability Matrix, 20. First Article Test Report 

 

 SETR EXECUTION 2.2.

SETR execution consists of multiple activities and events and requires full participation and preparation 

by all identified stakeholders. These activities and events are defined as follows: 

 TRDP Delivery  

o Gathering all artifacts necessary for the SETR as identified in the SEP and providing 

them (in an appropriate location) for review for the TRB. 

o Formal start of the SETR. 

 SETR Kick Off Meeting Preparation  

o Ensuring all required artifacts have been provided and are in the expected status (as 

identified in the SEP). 

o Assists in the evaluation of the entrance criteria. 

 SETR Kick Off Meeting Event 

o Considered the formal start of the SETR. 

o TRDP artifacts are reviewed for appropriateness, and the entrance criteria are assessed to 

ensure readiness to enter the TRDP Review phase. 

 TRDP Review/RFA Development  

o TRDP artifacts are reviewed and issues are identified through formal RFAs. 
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 Technical Interchange Meeting(s) 

o Informal meetings with the TRB or a subset of the TRB to attempt to resolve issues prior 

to and after approval/assignment of RFAs.  

 RFA Scoring and Closure 

o RFA Scoring Executive Session event to formally approve or reject RFAs. 

o Scored RFAs worked for closure. 

 SETR Meeting 

o Capstone event where the acquirer team presents evidence to support satisfaction of exit 

criteria, and the TRB Chair makes a determination if the SETR is closed.  

The following figure provides a high-level overview of the SETR process and associated timeline.  

 
Figure 2:  SETR Process and Associated Timeline

4
 

Recommendation 

At the start of the SETR in the Kick Off meeting, the TRB Chairperson should set the context for the 

review. By firmly establishing expectations and boundaries, the discussion will stay focused and keep 

attendees from revisiting decisions at previous reviews. Presenting a “we are here” chart showing the 

SETR process in relation to the overall program schedule will also keep the attendees focused and 

provide overall context. All participants should not be assumed to have equal background knowledge of 

the program. Time spent at the outset to baseline everyone will pay dividends later in the review.  

If the TRB is unfamiliar with the program, a program overview should be presented by the team for 

orientation of the TRB. The TRB should be diligent in evaluation of entrance criteria to ensure true 

readiness to enter the review has been achieved. 

                                                      

4 These timelines are recommended based on prior experience with technical reviews.  Adequate time needs to be provided for 

meeting preparation, scheduling, document dissemination, document review, and other tasks to ensure due diligence is 

completed.  Flexibility and tailoring on these times is permitted depending on the size of the program, volume of material being 

reviewed, and other factors. 
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The exit criteria should be reviewed and agreed to as appropriate or modified, if necessary, by agreement 

of the TRB at the discretion of the Chairperson. Exit criteria must be explicitly followed at any 

subsequent meeting or briefing where those exit criteria are being addressed. 

If any TRB member is unfamiliar with the RFA process being used, then the process should be briefly 

discussed during the Kick Off meeting to allow for RFA submission. Electronic copies or hard copies of 

the RFA forms should be made available to TRB members who cannot access the Technical Review 

Workspace along with instructions on how to submit those to the SETR Lead/RFA Manager. 

 

 SETR CLOSE-OUT 2.3.

In general, a SETR is considered closed when established exit criteria have been met and all critical RFAs 

have been closed (see section 3 “Request for Action Process”). The Chairperson is responsible for 

determining closure of the SETR and for documenting the results in the SETR Summary Report. These 

closeout criteria usually form the first entrance criteria for the next SETR.  

If exit criteria remain unmet at the end of the event, the TRB Chairperson must decide whether or not to 

address them at a future meeting via RFAs, such as at a program review, a follow-on session of the SETR, 

or, in extreme cases, to reconvene the SETR and start over. Regardless of the approach the Chairperson 

chooses, it should become part of the recommendation passed to the PM in the SETR Summary Report.  

 SETR SUMMARY REPORT 2.3.1.

At the conclusion of the SETR, the SETR Lead/RFA Manager prepares a SETR Summary Report. This 

report documents the outcome of the review (closed or open) and should include the following items: 

 Lead Systems Engineer-approved Meeting Minutes with a list of attendees to include name, 

functional area represented, and email address 

 Entrance Criteria assessment, SETR results, and Exit Criteria status 

 RFA Summary Report 

 TRB Chairperson’s recommendation to the PM and MDA/PDA on the technical readiness of the 

program to enter the next technical phase of development 

A SETR Close-out Report should be developed after the last critical RFA is closed and all exit criteria are 

met if the SETR is documented as open in the SETR Summary Report due to open Critical RFAs and exit 

criteria remaining unmet. If a SETR is documented as closed in the SETR Summary Report, a SETR 

Close-out Report is not required. Appendix S contains a Closed SETR Summary Report template, 

Appendix T contains an Open SETR Summary Report template, and Appendix U contains a SETR Close-

out Report template that may be used to document a SETR. 

The TRB Chairperson should ensure delivery and distribution of the SETR Summary Report (and SETR 

Close-out Report, if applicable) to the PdM or PM, a copy to the Technical Review Workspace, and a 

copy to The On-line Project Information Center (TOPIC) within the timeframe defined by the SETR 

Process Timeline. 

3. REQUEST FOR ACTION (RFA) PROCESS 

An RFA is a method to document issues and identify steps for resolution. The use of a formal RFA 

process is important for the orderly conduct of any SETR. While action items are routinely assigned 
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during program team meetings and are worked by team members, the SETR requires a more formal 

process. The large number of people who sometimes attend these reviews can inundate the program team 

with action items and requests for additional information—not all of which are critical to the completion 

of the review. By formalizing the action item process, many of these spurious actions are avoided and the 

critical issues are identified.  

RFAs are used by TRB members and participants reviewing documentation prior to the events as well as 

during the event. The SETR planning document should define the RFA process expected to be followed 

by the TRB. If the supplier will comment on these RFAs before the SETR, include this process in the 

SETR planning document. 

The use of RFAs should be briefed to the SETR participants at the Kick Off Meeting. This briefing 

should include the process for submittal, evaluation, tracking and closeout. 

TRB members, specific to each SETR, should have access to the TRDP and submitted RFAs. In cases 

where a member does not have access to the TRDP, the acquirer team should provide other arrangements 

to ensure that the participant has access to the TRDP and a method of submitting RFAs. Appendix W 

shows a sample RFA form. The SETR Lead/RFA Manager makes copies of the RFA form available to all 

TRB members and participants as required. The TRB evaluates, accepts or rejects, and classifies all 

RFAs. The TRB Chairperson is the final authority on RFAs. Submitted RFAs should be assigned one of 

the following classifications: 

 Critical RFA. Mandatory for satisfaction of the SETR exit criteria. All Critical RFAs must be 

closed before formally closing out the SETR. 

 Non-critical RFA. Not considered mandatory for satisfaction of the SETR exit criteria, but 

require actions to be completed prior to an upcoming event or milestone. All Non-critical RFAs 

must be closed prior to the assigned due event or milestone.   

 Out of Scope/No Response Required. Out of scope of the current contract or not relevant to the 

program/system/variant. These requests should be rejected. 

 Resolved Prior to Scoring. Since RFAs are submitted prior to scoring, the acquirer team could 

have satisfied the action item prior to scoring. 

 Closed at Scoring. RFAs that are closed at the RFA Scoring Executive Session through 

discussion that satisfies the action item or because a response was already provided, but 

confirmation that the action item is closed did not occur prior to scoring.  

4. APPENDICES IDENTIFICATION 

Appendices to this handbook are as follows: 

 SETR-specific information is in Appendices A through P (I and O have been omitted). 

 Appendix Q identifies potential artifacts and corresponding maturity levels associated with 

SETRs.  

 Process appendices (R through X) are provided for guidance and adoption of SETR management 

within an organization. They may be adopted at the PMM level (for MCSC) or the PEO level. 

These appendices contain forms/templates to be used in execution of the SETR process. 

 Appendix Y defines all acronyms used within the main document and all appendices. 

 Informational appendices are provided for indexing and reference information. 
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1. OVERVIEW 

The Alternative System Review (ASR) is a multi-disciplined technical review to ensure the resulting set 

of requirements agrees with customer needs and expectations and to ensure the system under review can 

proceed to the Technology Maturation and Risk Reduction (TMRR) phase. The ASR should be 

completed prior to and provide information for Milestone (MS) A. Generally, this review assesses the 

preliminary materiel solutions that have been evaluated during the Materiel Solution Analysis phase and 

ensures that one or more proposed materiel solution(s) have the best potential to be cost-effective, 

affordable, operationally effective, and suitable and can be developed to provide a timely solution to a 

need at an acceptable level of risk. Of critical importance to this review is the understanding of available 

system concepts to meet the capabilities described in the Initial Capabilities Document (ICD) and to meet 

the affordability, operational effectiveness, technology risk, and suitability goals inherent in each 

alternative concept. Additionally, competition across the alternatives should be evaluated and discussed. 

The Program Manager (PM) (acquirer) and lead systems engineer must work closely in coordination with 

both the Service cost estimators and the Cost Assessment and Program Evaluation (CAPE) Office 

estimators (in defining the details of the technical design and potential tradeoffs associated with the 

materiel solution, development processes, test requirements, and life cycle support of the system). These 

unique requirements for the program must be integrated into the should-cost and will-cost data established 

at MS A and updated as the program progresses. The acquirer and systems engineer inputs are key to 

providing this unique data and assuring that the cost estimators (both Service and CAPE) fully understand 

the technical, production, and logistical aspects of the program. All levels of the systems engineering 

Integrated Product Team (IPT) structure (Subject Matter Experts (SMEs)) should participate in this 

process. 

Acquisition policy requires prototyping in the TMRR phase. Therefore, the ASR should identify key 

system elements that two or more competing teams will prototype prior to MS B. DTM 09-027, 

Implementation of the Weapon Systems Acquisition Reform Act of 2009, directs PMs to develop 

competitive prototypes at the system or subsystem level for all Major Defense Acquisition Programs. The 

PM/Systems Engineer should also address these prototypes and provide a plan for evaluation in the 

updated Systems Engineering Plan (SEP) for MS B at the Pre-engineering and Manufacturing Design 

(EMD) Program Support Review and at the Pre-EMD Review. The intent is to reduce technical risk, 

validate designs, validate cost estimates, evaluate manufacturing processes, and refine requirements. The 

ASR identifies the most promising path forward. However, there is still the understanding that both the 

requirements and the system may evolve until MS B. 

By reviewing alternative materiel solutions, the ASR helps ensure sufficient effort has been given to 

conducting trade studies that consider and incorporate alternative system designs that may more 

effectively and efficiently meet the defined capabilities. A successful review is predicated on the IPT’s 

determination that the operational capabilities, proposed solution(s), available technologies, and program 

resources (funding, schedule, staffing, infrastructure, and processes) form a satisfactory basis for 

proceeding into the TMRR phase. The PM should tailor the review to the technical scope and risk of the 

system and address the ASR in the SEP.  

2. TIMING 

The ASR should be conducted when the Analysis of Alternatives (AoA) report is available. 

3. ENTRANCE CRITERIA 

The entrance criteria should be tailored for the review to the technical scope and risk of the system. The 

following are specific ASR entrance criteria: 
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 AoA report is available. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the ASR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan. 

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB), including independent SMEs and a designated TRB Chairperson who is 

independent from the program. The Technical Authority (TA) is the approval authority for all Enhanced 

Technical Review Detail Tables and approves any tailoring or changes to the ASR entrance criteria 

through the SEP approval process. 

Artifacts listed in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed 

as part of the technical review process in preparation for this SETR. Deficiencies revealed during this 

discovery process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA 

process defined in this handbook. The deficiencies may become issues at this ASR and may become 

entrance criteria for all following SETRs if not resolved prior to the SETR event. See section 3 “Request 

for Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

Each ASR will be unique, depending on the scope and complexity of the program.  

The following are general agenda and review elements that should be considered for inclusion in the ASR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation:  Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 
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 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves changes to the exit criteria through the SETR tailoring through the SEP Enhanced Technical 

Review Detail Table 4.4-1 approval process. Typical ASR success criteria include the following goals: 

 Can the proposed materiel solution(s) satisfy the ICD, which may have been adjusted (in 

accordance with Joint Capabilities Integration and Development System procedures) for cost as 

an independent variable?  

 Have Human Systems Integration-related requirements, influences, and assessment criteria been 

incorporated into the ICD? 

 Is the proposed materiel solution(s) sufficiently detailed and understood?  

 Are the system software scope and complexity sufficiently understood and addressed to enable an 

acceptable/manageable level of software technical risk?  

 Have the preliminary manufacturing processes and risks been identified for prototypes?  

 Are the risks for competitive prototyping and initial development (through to the allocated 

baseline) known and manageable?  

 Has a preliminary system specification, consistent with technology maturity and the proposed 

program cost and schedule, been captured in the system technical baseline?  

 Have required investments, to mature design and manufacturing related technologies, been 

identified and funded?  

 Have initial producibility assessments of design concepts been completed? 

 Are the hazards sufficiently understood and addressed to achieve an acceptable/manageable level 

of Environment, Safety, and Occupational Health risk? 

 Are the manpower and training ramifications of the proposed materiel solutions understood such 

that the risks of not having sufficient numbers of qualified personnel can be addressed? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean that the review may not be closed. The 

risk associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Is the effort properly staffed? 

 Is the effort executable within the existing budget and schedule? 

https://acc.dau.mil/dag3.2.4
https://acc.dau.mil/dag3.2.4
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 Is the schedule executable (technical/cost risks)? 

 Have the specified artifacts been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 



SIAT-HDBK-001 

06 AUG 2014 

 

Appendix B 

 

 

Systems Engineering Technical Review (SETR) 

System Requirements Review - I (SRR-I) 

 

 

 



SIAT-HDBK-001 

06 AUG 2014 

 B-1 

1. OVERVIEW 

The System Requirements Review I (SRR-I) is a multi-disciplined technical review to ensure the system 

can proceed into initial systems development and that all system requirements and performance 

requirements derived from the Initial Capabilities Document (ICD) or draft Capability Development 

Document (CDD) are defined, measurable, and testable and are consistent with cost, schedule, risk, 

technology readiness, and other system constraints. Generally, this review assesses the system 

requirements as captured in the system specification and ensures the system requirements are consistent 

with the approved materiel solution (including its support concept), as well as available technologies 

resulting from the prototyping effort. 

The SRR-I ensures the acquirer has fully established performance requirements and non-tailorable design 

requirements that have full bi-directional traceability to the CDD, etc. The SRR-I is attended only by 

acquirer personnel. 

Of critical importance to this review is an understanding of the program technical risk inherent in the 

system specification and in the Systems Engineering Plan (SEP). An acceptable level of risk is essential 

to a successful review. Determining and reporting the level of risk to the Milestone Decision Authority 

(MDA) is essential for full cognizance of the assumed risk. Risk must be identified and viable risk 

mitigation plans must be in place.  

2. TIMING 

The SRR-I should be conducted when the system performance specification is available.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific SRR-I entrance criteria:  

 Translation of the ICD/CDD capability needs into a system performance specification has been 

completed. 

 The Requirements Traceability Matrix, demonstrating traceability/analysis, is available. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the SRR-I are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the SRR-I, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB), including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

SRR entrance criteria through the SEP approval process. 
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Artifacts listed in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed 

as part of the technical review process in preparation for this SETR. Deficiencies revealed during this 

discovery process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA 

process defined in this handbook. The deficiencies may become issues at this SRR-I and may become 

entrance criteria for all following SETRs if not resolved prior to the SETR event. See section 3 “Request 

for Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

Each SRR-I will be unique, depending on the scope and complexity of the program. 

The following are general agenda and review elements that should be considered for inclusion in the 

SRR-I planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The acquirer recommends tailoring exit criteria for the review to the technical scope and risk of the 

system. The TA approves any changes to the exit criteria through the SETR tailoring through the SEP 
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Enhanced Technical Review Detail Table approval process. Typical SRR-I success criteria include 

affirmative answers to the following exit questions: 

 Can the system requirements, as disclosed, satisfy the ICD or CDD? 

 Are the system requirements sufficiently detailed and understood to enable system functional 

definition, functional decomposition, and verification? 

 Is there an approved system specification? 

 Are user interface requirements included in the system specification at a level of detail 

appropriate for further sub-system decomposition? 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 Is the preliminary Cost Analysis Requirements Description consistent with the approved system 

specification? 

 Is the software functionality in the system specification consistent with the software sizing 

estimates and the resource-loaded schedule? 

 Does the Software Measurement Plan clearly define the applicable metrics that are collected by 

the program? 

 Does the Software Measurement Plan clearly describe the methods used to analyze measurement 

data collected by the program? 

 Are the preliminary software development estimates established with effort, schedule, and cost 

analysis? 

 Have programming languages and architectures, security requirements and operational and 

support concepts been identified? 

 Have hazards been reviewed and mitigating courses of action been allocated within the overall 

system design?  

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution related criteria, ensuring that the review is 

multi-disciplined. Failure to meet the evaluation criteria does not necessarily mean that the review may 

not be closed. The risk associated with not meeting the criteria will be reported in the SETR Summary 

Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable for development? 

 Is the program schedule executable (technical and/or cost risks)? 

 Is the program properly staffed? 

 Is the program executable within the existing budget? 

 Does the updated cost estimate fit within the existing budget? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 
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 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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1. OVERVIEW 

The System Requirements Review (SRR-II) is a multi-disciplined technical review to ensure the system 

requirements are stable, consistent, and can be achieved within acceptable levels of risk using available 

technologies.  

The SRR-II is conducted to ascertain progress in defining system technical requirements. The SRR-II is 

intended to confirm that the system requirements are sufficiently well understood to permit the Supplier 

to develop initial system/sub-system level requirements. It determines the direction and progress of the 

systems engineering effort and the degree of convergence upon a balanced and complete functional 

baseline.  

Of critical importance to this review is an understanding of the program technical risk inherent in the 

system specification and in the Systems Engineering Plan (SEP). An acceptable level of risk is essential 

to a successful review. Determining and reporting the level of risk to the Milestone Decision Authority 

(MDA) is essential for full cognizance of the assumed risk. Risk must be identified and viable risk 

mitigation plans must be in place.  

2. TIMING 

The SRR-II should be conducted after contract award, and analysis on the system performance 

specification is completed by the supplier.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific SRR-II entrance criteria: 

 The supplier has completed an initial analysis of the acquirer provided system performance 

specification. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the SRR-II are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the SRR-II, descriptions of the artifacts, guidance and policy 

references, and templates (if any). Reference Appendix Q to assist in identifying the TDRP in 

development of the SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB) including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

SRR-II entrance criteria through the SEP approval process. 

Artifacts listed in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed 

as part of the technical review process in preparation for this SETR. Deficiencies revealed during this 

discovery process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA 

process defined in this handbook. The deficiencies may become issues at this SRR-II and may become 
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entrance criteria for all following SETRs if not resolved prior to the SETR event. See section 3 “Request 

for Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

Each SRR-II will be unique, depending on the scope and complexity of the program. 

The following are general agenda and review elements that should be considered for inclusion in the 

SRR-II planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o  Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through the SETR tailoring through the SEP Technical Review 

Detail Table 4.4-1 approval process. Typical SRR-II success criteria include affirmative answers to the 

following exit questions: 

 Can the system requirements, as disclosed, satisfy the ICD or draft CDD? 

 Are the system requirements sufficiently detailed and understood to enable system functional 

definition, functional decomposition, and verification? 
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 Can the requirements be met given the technology maturation achieved? 

 Is the supplier’s approach to developing and implementing Human Systems Integration-related 

(e.g., user-centered) requirements during the design, integration, testing, and fielding of the 

system described? 

 Are user interface requirements included in the system specification at a level of detail 

appropriate for further sub-system decomposition? 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 Is the software functionality in the system specification consistent with the software sizing 

estimates and the resource-loaded schedule? 

 Are the preliminary software development estimates established with effort, schedule, and cost 

analysis? 

 Have programming languages and architectures, security requirements, and operational and 

support concepts been identified? 

 Have hazards been reviewed and mitigating courses of action been allocated within the overall 

system design? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring that the review is 

multi-disciplined. Failure to meet the evaluation criteria does not necessarily mean that the review may 

not be closed. The risk associated with not meeting the criteria will be reported in the SETR Summary 

Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable for development? 

 Is the program schedule executable (technical and/or cost risks)? 

 Does the updated cost estimate fit within the existing budget? 

 Is the program properly staffed? 

 Is the program executable within the existing budget? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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1. OVERVIEW 

The System Functional Review (SFR) is a multi-disciplined technical review to ensure the system’s 

functional baseline is established and has a reasonable expectation of satisfying the requirements of the 

draft Capabilities Development Document (CDD) within the currently allocated budget and schedule. 

The updated system performance specification (based on the supplier analysis) is evaluated to determine 

if the requirements are fully defined and traceable to the CDD. A successful review is predicated on the 

determination that the system performance requirements form a satisfactory basis for proceeding to 

preliminary design. 

2. TIMING 

The SFR is typically conducted when the system performance specification, updated to reflect supplier 

analysis, is available.   

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific SFR entrance criteria: 

 The updated system performance specification (vetted through the supplier) and interfaces 

requirements specifications (if any) are available. 

 The Requirements Traceability Matrix demonstrates phased evaluation activities. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the SFR are closed. 

 The Technical Review Data Package (TRDP), as identified in the Systems Engineering Plan 

(SEP) Enhanced Technical Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the SFR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB), including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

SFR entrance criteria through the SEP approval process. 

Artifacts listed in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed 

as part of the technical review process in preparation for this SETR. Deficiencies revealed during this 

discovery process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA 

process defined in this handbook. The deficiencies may become issues at the SFR and may become 

entrance criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request 

for Action Process” in the main body of this handbook. 
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4. REVIEW ELEMENTS/AGENDA 

Each SFR will be unique, depending on the scope and complexity of the program. The SFR is the last 

review that ensures the system is credible and feasible before more technical design work commences. 

The following are general agenda and review elements that should be considered for inclusion in the SFR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o  Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through the SETR tailoring through the SEP Technical Review 

Detail Table 4.4-1 approval process. Typical SFR success criteria include affirmative answers to the 

following exit questions: 

 Can the system functional requirements, as disclosed, satisfy the draft CDD? 

 Are the system functional requirements sufficiently detailed and understood to enable system 

design to proceed? 
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 Does the program have an estimated and justified software reuse vs. new development? 

 Is the program with the approved functional baseline executable within the existing budget? 

 Is the updated CARD consistent with the approved functional baseline? 

 Does the updated cost estimate fit within the existing budget? 

 Has the system functional baseline been established and placed under configuration control to 

enable preliminary design to proceed with proper configuration management? 

 Is the Functional Baseline complete to include functions that might need to be performed by 

human elements of the system? 

 Have Human Systems Integration-related requirements, including user interfaces, been 

decomposed and allocated from the user requirements documents to lower level specifications? 

 Is the software functionality in the approved functional baseline consistent with the updated 

software metrics and resource-loaded schedule? 

 Are the supportability requirements to achieve the support strategy included in the performance 

specifications? 

 Are the program development efforts required to achieve the sustainment KPPs and KSAs and 

enabler metrics, along with their corresponding schedules, included in the program 

documentation and Life Cycle Sustainment Plan? 

 Has a draft preliminary Software Requirements Specification been defined with complete 

verification requirements? 

 Has an initial software architecture design been defined? 

 Have the system level hazards been reviewed and mitigating courses of action been identified? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean the review may not be closed. The risk 

associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable for development? 

 Is the program schedule executable (technical/cost risks)? 

 Is the program properly staffed? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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1. OVERVIEW 

The “Software Criteria and Guidance for Systems Engineering Technical Review (SETR) Supplement to 

the Guidebook for Acquisition of Naval Software Intensive Systems,” Version 1.0, September 2010, is a 

source of information for the Software Specification Review (SSR). 

The SSR is a technical assessment establishing the software requirements baseline of the system under 

review to ensure the preliminary design and, ultimately, the software solution have a reasonable 

expectation of being judged operationally effective and suitable. The SSR is a review of the finalized 

Computer Software Configuration Item (CSCI) requirements and operational concept. The SSR is 

conducted when CSCI requirements have been sufficiently defined to evaluate the supplier’s 

interpretation of the system, subsystem, or prime item level requirements described in specifications.  

The software’s lower level performance requirements are evaluated to determine if they are fully defined 

and consistent with a mature system concept and if traceability of lower level software requirements to 

top-level system performance and the Capability Development Document are maintained. The SSR is the 

first software review where interaction between hardware items described in the Interface Control 

Documents becomes necessary and requires assessment of the consistency between the hardware and 

software requirements. During this review, the draft Software Requirements Specification (SRS) or draft 

Software Requirements Description is baselined to enable detailed design. A successful review is 

predicated on the acquirer’s determination that the software performance requirements, lower level 

software requirements, software interface requirements, and system level architectural analysis form a 

satisfactory basis for proceeding into detailed software design. 

The review may be tailored to the technical scope of the system. Under no circumstances should the 

review be tailored completely out of the development plan for software-intensive systems or software-

only changes to a system. The SSR has importance as the last review that ensures the system is credible 

and feasible before detailed software design work commences. Acquisition programs with an incremental, 

block, or build approach are required to conduct an SSR for each increment, block, or build. 

Successful completion of the SSR does not represent concurrence from the acquirer that future software 

design maturity will result in acceptable software performance. The SSR, as a component of the SETR 

process, serves as technical monitoring of program execution by senior functional area experts. The 

supplier remains responsible for the system software performance requirements within the terms of the 

contract or work assignment agreement. 

2. TIMING 

The SSR is typically conducted when the software requirements specification(s) is available. 

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific SSR entrance criteria: 

 The Software Requirements Specifications or Software Requirements Descriptions for all CSCIs 

allocated from the system performance specification have been completed and are available. 

 All Requests For Action (RFAs) from the prior SETR event due prior to or at the SSR are closed. 

 The Technical Review Data Package (TRDP), as identified in the Systems Engineering Plan 

(SEP) Enhanced Technical Review Detail Table 4.4-1, is acceptable to enter the review. 
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Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the SSR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned TRB 

including independent Subject Matter Experts (SMEs) and a designated TRB Chairperson who is 

independent from the program. The Technical Authority (TA) is the approval authority for all Enhanced 

Technical Review Detail Tables 4.4-1 and approves any tailoring or changes to the SSR entrance criteria 

through the SEP approval process. 

Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for the SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this SSR and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for 

Action Process” in the main body of this handbook. 

All acquisition documentation has been completed or updated prior to the SSR. If an incremental 

development approach is used on this acquisition program, then the acquisition documents will only need 

to be completed for the increment under review. Any changes to the software requirements since the SFR 

will be noted during the SSR. 

4. REVIEW ELEMENTS/AGENDA 

Each SSR will be unique, depending on the scope and complexity of the program. 

The following are general agenda and review elements that should be considered for inclusion in the SSR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o  Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 
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 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system and 

addresses specifics of the SSR exit criteria in the SEP. The TA approves any changes to the exit criteria 

through the SETR tailoring through the SEP Technical Review Detail Table 4.4-1 approval process. 

Typical SSR success criteria include affirmative answers to the following exit questions: 

 Has the computer system and software architecture design been established, and have all CSCIs 

and Computer Software Units (CSUs) been defined? 

 Are SRSs and Interface Requirements Specifications approved and under configuration control 

for all Computer Software Components, and do they satisfy the system/subsystem functional 

requirements? 

 Do the SRSs include requirements for Graphical User Interfaces in terms of display, controls, and 

menu structures? 

 Are design decisions and rationale regarding inputs, outputs, and interfaces with users captured in 

the SRSs? 

 Are software interface requirements traced to the CSCIs and CSUs? 

 Has the preliminary software architecture been defined and documented? 

 Have software increments been defined, and have capabilities been allocated to specific 

increments? 

 Have software trade studies addressing Commercial Off The Shelf, reuse, and other software-

related issues been completed? 

 Has the software development process been defined in the supplier’s baselined Software 

Development Plan, and is it reflected in the Integrated Master Plan (IMP) and Integrated Master 

Schedule (IMS)? 

 Do the software development schedules reflect the supplier’s software processes and IMP/IMS 

software events for current and future development phases? 

 Have the software development environment and test/integration labs been established? 

 Have unique software risks been identified/assessed, and have mitigation plans been 

developed/implemented? 

 Have software metrics been defined and reporting processes been implemented in accordance 

with the Software Measurement Plan, and are they being actively tracked and assessed (to the 

CSCI level for Acquisition Category IV and Abbreviated Acquisition Programs)? 



SIAT-HDBK-001 

06 AUG 2014 

 

 E-4 

 Have the software development estimates (e.g., size, effort (cost), quality, schedule) been 

updated? 

 Have all required software-related documents been approved and placed under configuration 

control? 

 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean the review may not be closed. The risk 

associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Have the artifacts specified been reviewed by independent SMEs identified in the approved SEP 

Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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(Pre- and Post-milestone (MS) B) 
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1. OVERVIEW 

The Preliminary Design Review (PDR) is a technical assessment establishing the allocated baseline 

(hardware, software, human/support systems) and underlying architectures to ensure the system under 

review has a reasonable expectation of being judged operationally effective and suitable. This review 

assesses the allocated design documented in item performance specifications for each configuration item 

in the system and ensures each function in the functional baseline has been allocated to one or more 

system configuration items.  

For complex systems, a PDR may be conducted incrementally for each configuration item. This includes 

conducting subsystem PDRs with subcontractors who play a major role in the system design, 

performance, cost, or schedule. It is critical that both the Supplier and the associated Government 

Integrated Product Team (IPT) representative be in attendance at these subcontractor PDRs. The results of 

the subsystem PDRs, to include action item status, should become a part of the system level PDR. In 

order to ensure that both the Supplier and their major subcontractors are ready to enter Engineering and 

Manufacturing Design (EMD) and that the allocated baselines are established across the system, the 

Program Manager (acquirer) should provide a status of the PDRs, open action items, and the functional 

baseline at Milestone (MS) B PDR and the Pre-EMD review prior to the release of the EMD Request for 

Proposal. Plans for subcontractor reviews should be included in the Systems Engineering Plan (SEP).  

2. TIMING 

The PDR should be conducted when the allocated baseline has been achieved, allowing detailed design of 

hardware and software configuration items to proceed. The acquirer should conduct the PDR when all 

major design issues have been resolved and work can begin on detailed design.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system and 

addresses specifics of the PDR entrance criteria in the SEP. The following are specific PDR entrance 

criteria: 

 All preliminary item performance specifications and interfaces requirements specifications for 

each hardware and software configuration item, and interface control documents for external 

interfaces are available. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the PDR are closed.  

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the PDR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB), including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

PDR entrance criteria through the SEP approval process. 
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Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for this SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this PDR and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for 

Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

Each PDR will be unique, depending on the scope and complexity of the program.  

The following are a general agenda and review elements that should be considered for inclusion in the 

PDR planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o  Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves changes to the exit criteria through the SETR tailoring through the SEP Enhanced Technical 
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Review Detail Table 4.4-1 approval process. Typical PDR success criteria include affirmative answers to 

the following exit questions: 

 Does the status of the technical effort and design indicate operational test and evaluation success 

(operationally effective and suitable)? 

 Can the preliminary design, as disclosed, satisfy the draft Capability Development Document? 

 Has the system allocated baseline been established and documented to enable detailed design to 

proceed with proper Configuration Management? 

 Is the preliminary design traceable to Human Systems Integration-related requirements including 

physical and graphical interfaces? 

 Have the layout, detail designs, and arrangements of human systems interfaces been described 

along with the tasks operators and maintainers must perform? 

 Does the preliminary system design meet the Open Architecture objectives? 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 Is the updated CARD consistent with the approved allocated baseline? 

 Have the majority of manufacturing processes been defined and characterized? 

 Are initial manufacturing approaches documented? 

 Have producibility assessments of key technologies been completed? 

 Has a production cost model been constructed? 

 Can the industrial base support production of development articles? 

 Have long-lead and key supply chain elements been identified? 

 Can the risks associated with Environment, Safety, and Occupational Health hazards be mitigated 

to an acceptable risk level within the existing budget?  

 Is the scope of the follow-on technical review agreed to and established? 

NOTE:  Many programs with a software component will conduct an SSR prior to Pre-MS B PDR. 

Program personnel should ensure the Pre-MS B PDR does not duplicate the tasks of the SSR.  

With the additional emphasis on the PDR, the following exit questions should also be addressed for the 

system’s software component: 

 Has the computer system and software architecture design been established, and have all 

Computer Software Configuration Items (CSCIs), Computer Software Components (CSCs), and 

Computer Software Units (CSUs) been defined? 

 Are Software Requirements Specifications and Interface Requirement Specifications, including 

verification plans, approved and under configuration control for all CSCs, and do they satisfy the 

system/subsystem functional requirements? 

 Do the Interface Control Documents trace all software interface requirements to the CSCIs and 

CSUs? 
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 Are Graphical User Interface designs mature in terms of displays, controls, and menu structures, 

and are proposed screenshots developed? 

 Has the computer system and software design/development approach been confirmed through 

analyses, demonstrations, and prototyping in a relevant environment? 

 Has the preliminary software design been defined and documented? 

 Have software increments been defined and have capabilities been allocated to specific 

increments? 

 Have software trade studies addressing Commercial Off The Shelf, reuse, and other software-

related issues been completed? 

 Has the software development process been defined in a baselined Software Development Plan 

and is it reflected in the Integrated Master Plan (IMP) and Integrated Master Schedule (IMS)? 

 Do the software development schedules reflect Supplier software processes and IMP/IMS 

software events for current and future development phases? 

 Have the software development environment and test/integration labs been established with 

sufficient fidelity and capacity? 

 Have software metrics been defined and reporting process implemented, and are they being 

actively tracked and assessed? 

 Is the software functionality in the approved allocated baseline consistent with the updated 

software metrics and resource-loaded program schedule? 

 Does the Test and Evaluation Master Plan address all CSCI plans, test facilities, and test plans, 

including testing required to support incremental approaches (e.g., regression tests)? 

 Is there a life cycle sustainment plan and does it include software support requirements? 

 Have the software development estimates (i.e., size, effort (cost), and schedule) been updated? 

 Have all required software-related documents been baselined/delivered? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean the review may not be closed. The risk 

associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable for integrated testing and developmental and operational 

evaluation? 

 Is the program schedule executable (technical/cost risks)? 

 Is the program properly staffed? 

 Has the program’s cost estimate been updated? 

 Is the program executable within the existing budget and with the approved system allocated 

baseline? 

 Is the preliminary system level design producible within the production budget? 
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 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 

 Have unique software risks been identified/assessed and have mitigation plans been 

developed/implemented? 
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1. OVERVIEW 

The Non-developmental Item (NDI) Integration Review (NIR) is a multi-disciplined product and process 

assessment to ensure the system under review can proceed into acquisition, demonstration, and test and 

can meet the stated performance requirements within cost (program budget) and schedule. It will have a 

high probability of meeting the functional requirements and will meet any design and interface 

requirements with Commercial Off The Shelf (COTS), Government Off The Shelf (GOTS), or proposed 

NDI.  

Generally, this review assesses the system final design as captured in a Technical Data Package (TDP) 

and other documentation for each proposed NDI to be used in the system (product baseline) and ensures 

each product in the product baseline has been captured to reproduce substitute NDIs or developed items to 

replace the system components or system (form, fit, and function). The TDP should include coverage of 

hardware, software, firmware, communications, mounting, and interface methods. 

NOTE: The NIR is a special circumstance Systems Engineering Technical Review (SETR) and MAY BE 

USED ONLY on those Acquisition Category III, IV, and Abbreviated Acquisition Programs where no 

hardware, software, or firmware development occurs.  

The NIR is held in lieu of the Critical Design Review (CDR) and the Preliminary Design Review (PDR). 

However, the same PDR/CDR technical rigor applies to NIRs. The use of the NIR must be documented 

and explained in an approved program Systems Engineering Plan (SEP), including rationale for not 

conducting the PDR and CDR.  

Completion of the NIR should provide the following: 

 An established product baseline 

 An updated risk assessment for the development program 

 An updated program development schedule, including critical path drivers 

Upon successful completion of the NIR, the system’s design, performance, and integration will be fully 

explored and remain the responsibility of the system integrator within the terms of the contract. 

2. TIMING 

The NIR is should be conducted when the initial product baseline for the COTS/GOTS/NDI system is 

available.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific NIR entrance criteria: 

 COTS/NDI Configuration Item and CSCI documentation and Interface Control Documents are 

available. 

 All Requests for Action (RFAs) from the prior SETR event due prior to or at the NIR are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 
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Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the NIR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB), including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

NIR entrance criteria through the SEP approval process. 

Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for the SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this NIR and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for 

Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

Each NIR will be unique, depending on the scope and complexity of the program.  

The following are general agenda and review elements that should be considered for inclusion in the NIR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o  Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 
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o Closure Determination/Chairperson Verbal Recommendations 

o Closure Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system and address 

specifics of the NIR exit criteria in the SEP. The TA approves any changes to the exit criteria through the 

SETR tailoring through the SEP Enhanced Technical Review Details Table 4.4-1 approval process. 

Typical NIR success criteria include affirmative answers to the following exit questions: 

 Does the detailed design (hardware and software) including interface descriptions completed, as 

disclosed, satisfy the CDD? 

 Were Human Systems Integration-related selection criteria (e.g., usability, commonality, etc.) 

defined and used to determine the tradeoffs/choices of a NDI/COTS/GOTS solution? 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 Has the initial product baseline been established and  placed under configuration control? 

 Are all operational needs (supplied power, equipment and personnel habitat, environmental) 

identified and available? 

 Are all Critical Safety Items and Critical Application Items identified? 

 Is the software functionality in the initial product baseline consistent with the updated software 

metrics and resource-loaded schedule? 

 Have key product characteristics having the most impact on system performance, assembly, cost, 

reliability, and sustainment or safety been identified? 

 Are the ESOH residual risks known and manageable? 

 Has sufficient test planning been accomplished to allow system and sub-system level testing to 

begin? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean that the review may not be closed. The 

risk associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Are the risks identified and manageable? 

 Is the program schedule executable (technical/cost risks)? 

 Is the program executable within the existing budget? 

 Were the proper independent SMEs at the review? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 
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 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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1. OVERVIEW 

The Critical Design Review (CDR) is a multi-disciplined technical review establishing the initial product 

baseline to ensure the system under review has a reasonable expectation of satisfying the requirements of 

the Capability Development Document (CDD) within the currently allocated budget and schedule. The 

CDR assesses the initial product baseline (item detail specifications, material specification, process 

specification, and engineering drawings) to determine if the system design is satisfactory to start initial 

manufacturing.  

For complex systems, a CDR may be conducted for each subsystem and logistics element. These 

incremental reviews lead to an overall system CDR. Incremental Design Reviews are usually defined at 

Interface Control Document (ICD) boundaries. System level performance is supported by compliance 

with ICDs, but not assured. When incremental reviews have been conducted, additional risk is introduced 

until the overall system CDR establishes the complete system product baseline. Each incremental CDR 

closes a functional or physical area of design to modification regardless of when it is held. This completed 

area of design may need to be reopened if open areas cannot achieve desired performance in isolation.  

At the CDR, the Engineering and Manufacturing Design process results in a detailed initial product 

baseline for the system, hardware, software, support equipment, training systems, system integration 

laboratory, and technical data. The subsystem detailed designs and logistics elements are evaluated to 

determine whether or not they correctly and completely implement all allocated system requirements and 

whether or not the CDD traceability to final system detail design is maintained.  

2. TIMING 

The CDR should be conducted when the initial product baseline has been sufficiently developed and is 

ready for independent review. Software design specifications and associated instructions should be 

complete, and component drawings should be complete or in process.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific CDR entrance criteria:  

 Subsystem CI and CSCI item detail specifications, material specification, process specification, 

engineering drawings and Interface Control Documents are  available. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the CDR are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the CDR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB) including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

CDR entrance criteria through the SEP approval process. 
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Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for this SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. Deficiencies may become issues at the CDR and may become entrance criteria 

for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for Action 

Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

 AGENDA 4.1.

Each CDR will be unique, depending on the scope and complexity of the program. 

The following are general agenda and review elements that should be considered for inclusion in the CDR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o  Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closure Comments 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through the SETR tailoring through the SEP Enhanced Technical 
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Review Detail Table 4.4-1 approval process. Typical CDR success criteria include affirmative answers to 

the following exit questions: 

 Does the status of the technical effort and design indicate operational Test and Evaluation success 

(operationally effective and suitable)? 

 Does the detailed design (hardware and software) including interface descriptions completed, as 

disclosed, satisfy the CDD or any available draft CPD? 

 Has the initial product baseline been established and documented to enable hardware fabrication 

and software coding to proceed with proper configuration management? 

 Has the detailed design satisfied sustainment and Human Systems Integration-related 

requirements? 

 Are all user interface designs, both physical and graphical, fully mature and documented? 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 Is the updated Cost Analysis Requirements Description consistent with the approved product 

baseline? 

 Are all Critical Safety Items and Critical Application Items identified? 

 Is the software functionality in the initial product baseline consistent with the updated software 

metrics and resource-loaded schedule? 

 Have key product characteristics having the most impact on system performance, assembly, cost, 

reliability, and sustainment or safety been identified? 

 Have the critical manufacturing processes that affect the key characteristics been identified and 

their capability to meet design tolerances determined? 

 Have process control plans been developed for critical manufacturing processes? 

 Have manufacturing processes been demonstrated in a production representative environment? 

 Are detailed trade studies and system producibility assessments underway? 

 Has the system production cost model been updated, allocated to subsystem level, and tracked 

against targets? 

 Are long lead time procurement plans in place and has the supply chain been assessed? 

 Are the ESOH residual risks known and manageable? 

 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program- and SETR execution-related criteria, ensuring the review is 

multi-disciplined. Failure to meet the evaluation criteria does not necessarily mean the review may not be 

closed. The risk associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable for testing in support of developmental and operational 

evaluation objectives? 
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 Is the program schedule executable (technical/cost risks)? 

 Is the program properly staffed? 

 Is the program executable with the existing budget and the approved product baseline? 

 Is the detailed design producible within the production budget? 

 Does the updated cost estimate fit within the existing budget/affordability targets/requirements? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation on the program’s technical readiness to proceed? 
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1. OVERVIEW 

The Integration Readiness Review (IRR) is a product and process assessment to ensure the software is 

ready to begin integrated Computer Software Configuration Item (CSCI) testing. The testing is based on 

the Software Test Plan drafted at the Preliminary Design Review and approved at the Critical Design 

Review (CDR). It is conducted after the test and/or validation procedures and unit level testing are 

complete. The purpose of IRR is for the acquirer to determine if the Supplier is ready to begin CSCI or 

subsystem integration testing in the laboratory. The IRR: 

 Assesses prior component or unit level testing adequacy, test planning, test objectives, test 

methods and procedures, and scope of tests and determines if required test resources have been 

properly identified and coordinated to support planned tests 

 Verifies the traceability of planned tests to program requirements 

 Assesses the CSCI under review for development maturity, cost and schedule effectiveness, and 

risk to determine readiness to proceed to CSCI integration testing 

 Assesses/establishes impact severity and prioritizes Trouble/Problem Reports to ascertain if there 

is a high degree of confidence that the CSCI will pass the tests 

 Is planned, managed, and followed up to be an effective analysis and control tool 

Test and evaluation is an important tool to identify and control risk. The IRR may be held for a CSCI or 

for a set of CSCIs as a series of reviews or a single IRR may be conducted. For those systems where there 

are numerous CSCIs or for those where individual CSCIs progress at different rates, there may be 

multiple IRRs. The acquirer should tailor the requirements specified herein to the specific planned tests 

and the identified risk level of their respective programs. Integration testing requires the same level of 

review as the final system or SoS level tests and provides for insight into the maturity of the CSCI 

interfaces and how individual CSCIs interact with each other. Although the IRR is aimed at the CSCIs of 

a system, hardware may also have to be considered when a software interface is layered on top of a single 

or layered hardware protocol. 

Readiness to convene an IRR is predicated on the Integrated Product Team determination that integration 

test preparation forms a satisfactory basis for proceeding with an IRR. Readiness relies on the knowledge 

of the vulnerabilities and limitations through detection and reporting of anomalies in order to assess the 

level of risk to enter a test phase.  

The IRR may be tailored in accordance with the technical scope and risk of the CSCI under test; however, 

this review must not be tailored completely out of the development plan. At a minimum, the testers must 

understand capabilities added to or corrected in the CSCI, testing to date, vulnerabilities and limitations of 

the CSCI under test, and the ability of the CSCI under test to successfully pass the proposed testing. 

Details of any tailoring should be described in the Systems Engineering Plan (SEP). 

2. TIMING 

The IRR should be held when the CSCIs are mature enough to begin testing. The IRR should be held 

after all the individual components or units of the CSCIs have been tested and have been integrated to 

form the CSCI.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific IRR entrance criteria: 
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 All software unit-level testing is complete and test results are available for review. 

 Integration test plans and procedures are complete. 

 Software Trouble/Problem Reports have been categorized and are available for review. 

 All Requests for Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the IRR are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix shows a listing of artifacts and 

maturity levels suggested to enter the IRR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB), including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

IRR entrance criteria through the SEP approval process. 

Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for this SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this IRR and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for 

Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

Each IRR will be unique, depending on the scope and complexity of the program.  

The following are general agenda and review elements that should be considered for inclusion in the IRR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation:  Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 
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 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through the SETR tailoring through the SEP Enhanced Technical 

Review Detail Table 4.4-1 approval process. Typical IRR success criteria include affirmative answers to 

the following exit questions: 

 Does the planned test verify a requirement that is directly traceable to a system specification or 

other program requirement?  

 Is the CSCI under test sufficiently mature, defined, and representative to accomplish planned test 

objectives and or support defined program objectives?  

 Are the trouble/problem reports that exist against the CSCI(s) under test at an acceptable level of 

risk? 

 Is the planned test properly resourced (people, test article or articles, facilities, data systems, 

support equipment, logistics, etc.)?  

 Will the facilities and test assets be available to support the test period?  

 Have test certification/approvals been obtained, if required? 

 Are the test risks known and manageable?  

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring that the review is 

multi-disciplined. Failure to meet the evaluation criteria does not mean that the review may not be closed. 

The risk associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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1. OVERVIEW 

The Test Readiness Review (TRR) is a multi-disciplined technical review designed to ensure the 

subsystem or system under review is ready to proceed into formal test. The TRR assesses test objectives, 

test methods and procedures, scope of tests, and safety and confirms that required test resources have 

been properly identified, made available, and coordinated to support planned tests. The TRR verifies the 

traceability of planned tests to program requirements and user needs. It determines the completeness of 

test procedures and their compliance with test plans and descriptions. The TRR also assesses the system 

under review for development maturity, cost/schedule effectiveness, and risk to determine readiness to 

proceed to formal testing.  

A TRR may be held to support all tests in all phases of an acquisition program or a TRR may be held for 

each specific test event within a specific phase. A robust integrated test program should enhance the 

acquirer’s ability to identify and manage risk. The acquirer and the T&E Working-level Integrated 

Product Team (WIPT) should tailor any TRR to the specific acquisition phase, the specific planned tests, 

and the identified level of risk within the program. The Test and Evaluation Master Plan (TEMP) and 

Systems Engineering Plan (SEP) should be written in direct support of each other and should be tracking 

the same Key Performance Parameter, Key System Attributes, and Critical Technology Parameters.  

Refer to the “MCSC Test and Evaluation Manual” for further information on TRRs. TRRs should still be 

executed as identified by the Systems Engineering Technical Review (SETR) Process Timeline, tailored 

as appropriate. 

2. TIMING 

TRRs should be conducted when the configuration of system under test is defined and agreed to and all 

test documentation is available for review.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific TRR entrance criteria: 

 Configuration of the system under test, including software, has been defined and agreed to. 

 All test plans, cases, and procedures are final and available for the review. 

 All test requirements have been documented and are fully traceable to system, engineering, 

operational, or program requirements. 

 All required test resources (people, facilities, test articles, test instrumentation) have been 

identified and are available to support required test(s). 

 The Safety Release is approved. 

 All Requests for Action (RFAs) from the prior SETR event due prior to or at the TRR are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the TRR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  
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An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB) including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

TRR entrance criteria through the SEP approval process. 

Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for this SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this TRR and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See section 3 “Request for 

Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

Each TRR will be unique, depending on the scope and complexity of the program.   

The following are general agenda and review elements that should be considered for inclusion in the TRR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation:  Exit Criteria Orientation 

 Overview/Status 

o Test Schedule Overview 

o Test Manning 

o Test Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 
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5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through the SETR tailoring through the SEP Enhanced Technical 

Review Detail Table 4.4-1 approval process. Typical TRR success criteria include affirmative answers to 

the following exit questions: 

 Are test requirements traceable, documented, and approved? Are test plans based on traceable 

requirements complete and approved for the system under test? 

 Are software and hardware test descriptions and procedures approved and under configuration 

control? 

 Have Human Systems Integration (HSI) test threads been developed to validate the HSI related 

requirements? 

 Do test threads include requirements for representative operator and maintainer involvement? If 

so, has the United States Marine Corps Institutional Review Board reviewed protocols where 

appropriate? 

 Are test facilities and resources (including testers, lab test stations, hardware, and software) ready 

and available to support software and hardware testing within the defined schedule? 

 Are the software and hardware being tested and the test environment configuration controlled? 

 Is lower level software and hardware testing successfully completed and documented? 

 Is the software and hardware problem report system defined and implemented? 

 Is the software and hardware test baseline established and controlled? 

 Are software and hardware development estimates updated? 

 Are requirements that cannot be adequately tested at the Computer Software Configuration Items 

and Hardware Configuration Items level (and thus require testing at the subsystem or system 

levels) identified? 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution related criteria, ensuring that the review is 

multi-disciplined. Failure to meet the evaluation criteria does not necessarily mean that the review may 

not be closed. The risk associated with not meeting the criteria will be reported in the SETR Summary 

Report. 

 Are all risks identified and accepted by program/competency leadership as required? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 
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 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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1. OVERVIEW 

The SVR is a multi-disciplined product and process assessment to ensure the system under review can 

proceed into Low-rate Initial Production (LRIP) and Full-rate Production within cost (program budget), 

schedule (program schedule), risk, and other system constraints. It assesses the system functionality and 

determines if it meets the functional requirements (derived from the Capability Development Document 

(CDD) and draft Capability Production Document (CPD) documented in the established functional 

baseline.  

The SVR is often associated with the Functional Configuration Audit (FCA). The method used for 

holding an FCA, either on a system level or a CI level, is defined by the acquirer. Results from the FCA 

are used as entry criteria for the SVR. Additional information on the FCA is located in SIAT-HDBK-003, 

“Configuration Management Implementation Handbook,” dated 25 February 2014. 

2. TIMING 

The SVR should be held after all developmental testing is complete and results have been documented 

and validated via the FCA.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific SVR entrance criteria: 

 All system specification qualification test requirements have been successfully completed. 

 An FCA has been completed and an FCA Report with the enclosed Requirements Traceability 

Matrix (RTM) including the results of all testing and evaluation is available. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the SVR are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the SVR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB) including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

SVR entrance criteria through the SEP approval process. 

Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for this SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this SVR and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for 

Action Process” in the main body of this handbook. 
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4. REVIEW TASKS 

 AGENDA 4.1.

Each SVR will be unique, depending on the scope and complexity of the program. 

The following are general agenda and review elements that should be considered for inclusion in the SVR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation:  Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Funding 

o Manning 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through the SETR tailoring through the SEP Enhanced Technical 

Review Detail Table 4.4-1 approval process. Typical SVR success criteria include affirmative answers to 

the following exit questions: 

 Is the functional baseline validated and sufficient to support production of an operationally 

effective and operationally suitable system? 

 Does the system, as it exists, satisfy the CDD/draft CPD? 
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 Can the system, as it exists, be operated safely and effectively? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not necessarily mean the review may not be 

closed. The risk associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable? 

 Is the program schedule executable within the anticipated cost and technical risks? 

 Is the program properly staffed? 

 Are the program’s in-service engineering support and other sustainment engineering requirements 

executable with the existing budget? 

 Is the system producible including anticipated ECPs and other changes within the production 

budget? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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1. OVERVIEW 

The Product Readiness Review (PRR) examines a program to determine if the design is ready for 

production and if the supplier has accomplished adequate production planning without incurring 

unacceptable risks that will breach thresholds of schedule, performance, cost, and other established 

criteria. The review will evaluate the readiness of the manufacturing processes, quality assurance 

processes, production facilities, tooling and test equipment capacity, personnel development and 

certification processes, documentation management, inventory management, and vendor management. 

The review determines that the production capabilities and programmatic products demonstrate the 

program is adequately prepared to proceed to production. The review may evaluate the full, production-

configured system to determine if it correctly and completely implements all system requirements either 

as a single review or in conjunction with a System Verification Review if held jointly.  

2. TIMING 

The PRR should be conducted when the system has been verified and all production documents are 

available. The acquirer should convene a PRR of the supplier(s) and major subcontractor(s), as applicable.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific PRR entrance criteria: 

 The Production/Manufacturing Plan is approved and available. 

 The Production Quality Assurance Plan is approved and available. 

 The Production Configuration Baseline has been defined and established. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the PCA are closed. 

 The Technical Review Data Package (TRDP), as identified in the Systems Engineering Plan 

(SEP) Enhanced Technical Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the PRR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan. 

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB), including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all SEP Enhanced Technical Review Detail Tables and approves any tailoring or changes to 

the PRR entrance criteria through the SEP approval process. 

Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for this SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this PRR and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for 

Action Process” in the main body of this handbook. 
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4. REVIEW ELEMENTS/AGENDA 

Each PRR will be unique, depending on the scope and complexity of the program. 

The following are general agenda and review elements that should be considered for inclusion in the PRR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation 

o Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through the SETR tailoring through the SEP Enhanced Technical 

Review Detail Table 4.4-1 approval process. Typical PRR success criteria include affirmative answers to 

the following exit questions: 

 Has the system product baseline been established and documented to enable hardware fabrication 

and software coding to proceed with proper configuration management? 

 Are all technologies mature enough for production? 

 Are the production facilities ready and required workers trained? 
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 Is detail design complete and stable enough to enter low rate production? 

 Is the supply chain established and stable with materials available to meet planned low rate 

production? 

 Have manufacturing processes been demonstrated and proven in a pilot line environment? 

 Have all producibility trade studies and risk assessments been completed? 

 Is the production cost model based on the stable detailed design and has it been validated? 

 Are the Environment, Safety, and Occupational Health residual risks known and manageable? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean the review may not be closed. The risk 

associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable? 

 Is the program schedule executable (technical/cost risks)? 

 Is the program properly staffed? 

 Is the detailed design producible within the production budget? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the Program’s technical readiness to proceed? 
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1. OVERVIEW 

The objective of the Physical Configuration Audit (PCA) is to establish a high level of confidence that the 

as-built configuration matches the as-planned configuration.  

The PCA is a major activity to verify the specifications are an accurate representation of the product, as 

built by the specified processes and as represented by the technical data (drawings and software artifacts) 

used to produce and accept the product. The PCA confirms the supplier’s manufacturing processes, 

quality control system, measurement and test equipment, and training are adequately planned, tracked, 

and controlled. A successful PCA provides the Milestone Decision Authority with evidence that the 

product design is stable, capability meets end user needs, and production risks are acceptably low. 

2. TIMING 

A PCA should be conducted after all testing and Field User Evaluations (FUEs) are complete and all 

changes resulting from these events have been incorporated, and prior to Full Rate Production (FRP). 

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific PCA entrance criteria: 

 All changes to initial product configuration documentation resulting from final system testing, 

FUEs and initial production have been incorporated (or if not incorporated, change 

documentation is available) and is available for review including Manufacturing and Quality 

Process documentation, Production Acceptance Test Procedures, and Software Version 

Description. 

 The Technical Data Package (product drawings and software design documentation) is complete. 

 Quality control records of initial production are available. 

 The production representative system resulting from final system testing is accepted and available 

for audit. 

 All Requests For Action (RFAs) from the prior Systems Engineering Technical Review (SETR) 

event due prior to or at the PCA are closed. 

 The Technical Review Data Package (TRDP), as identified in the SEP Enhanced Technical 

Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the PCA, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB) including independent Subject Matter Experts (SMEs) and a designated TRB 

Chairperson who is independent from the program. The Technical Authority (TA) is the approval 

authority for all Enhanced Technical Review Detail Tables and approves any tailoring or changes to the 

PCA entrance criteria through the SEP approval process. 
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Artifacts in the approved SEP Enhanced Technical Review Detail Table 4.4-1 should be reviewed as part 

of the technical review process in preparation for the SETR. Deficiencies revealed during this discovery 

process should be captured/recorded as RFAs. The deficiencies should be noted using the RFA process 

defined in this handbook. The deficiencies may become issues at this PCA and may become entrance 

criteria for all following SETRs if not resolved prior to the SETR event. See Section 3 “Request for 

Action Process” in the main body of this handbook. 

4. REVIEW ELEMENTS/AGENDA 

 AGENDA 4.1.

Each PCA will be unique, depending on the scope and complexity of the program.   

The following are general agenda and review elements that should be considered for inclusion in the PCA 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation:  Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 

 

5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through SETR tailoring through the SEP Enhanced Technical 
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Review Detail Table 4.4-1 approval process. Typical PCA success criteria include affirmative answers to 

the following exit questions: 

 Does the system meet the product configuration documentation? 

 Are the production/manufacturing, quality control, and configuration management processes 

valid and followed? 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 Are plans for FRP approved? 

 Is the product baseline approved and under configuration control? 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean the review may not be closed. The risk 

associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Are the risks known and manageable? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed?
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1. OVERVIEW 

The In-service Review (ISR) is a multi-disciplined product and process assessment to ensure the system is 

employed with well-understood and managed risk so that timely corrective actions can be taken. Leading 

into and during the reviews engineering, sustainment stakeholders (e.g., suppliers, representatives from 

primary supply chain suppliers, and the comptroller communities), and product support Integrated 

Product Team members, as well as independent sustainment Subject Matter Experts (SMEs), should 

apply sound programmatic, systems engineering, and logistics management processes to:  

 Assess product support performance against requirements and objectives. The focus should be on 

reliability, maintainability, and support problems (hardware and software) and their impact on 

safety and operational readiness. It should include an assessment of risk, readiness, and trends in 

a measurable form.  

 Access the status of current system problems, solutions, and performance metrics. The metrics 

should include materiel reliability, materiel availability, mean down time, materiel ownership 

cost, and any additional useful sustainment metrics to substantiate in-service problems and budget 

priorities.  

 Group system problems, safety, product support, and readiness issues by priority to form an 

integrated picture of in-service health, operational risk, system readiness, and future sustainment 

requirements. This information should be used to prioritize budget requirements (execution and 

out-year) and future sustainment planning.  

2. TIMING 

The ISR is held iteratively within the Operations and Support phase beginning at Initial Operational 

Capability (IOC). The reviews should be conducted at defined intervals to identify needed revisions and 

corrections and to allow for timely improvements in the strategies to meet performance requirements for 

materiel readiness. Initially, the ISRs focus on the product support package fielding including the product 

support supplier performance against the performance-based agreements and other requirements. 

Consequently, the reviews with the users and product support service suppliers should be on a semi-

annual basis as the support plans are executed (including transition from organic to contract support and 

vice versa, if applicable). After the system has been fully deployed, the frequency of these reviews should 

then be based on system performance (including trends), the pace of technology, obsolescence issues, and 

safety. The program ISRs should be used to prepare for the DoD-component level assessments or 

reviews.  

3. ENTRANCE CRITERIA 

The entrance criteria for the review should be tailored to the technical scope and risk of the system. The 

following are specific ISR entrance criteria: 

 IOC has been achieved and sustainment processes are stable (initial ISR). 

 Planned operational time has passed since the prior ISR (i.e., on a Fiscal Year cycle to support 

Operations and Maintenance data calls) or significant new operational or sustainment issues have 

arisen (follow-on ISRs). 

 In-service safety and readiness issues have been collected and are available of review. 

 Problem (discrepancy) report inflow, resolution rate, and trending metrics are available. 

 User input and needs have been solicited and collected for review. 
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 All Requests For Action from the prior Systems Engineering Technical Review (SETR) event 

due prior to or at the ISR are closed. 

 The Technical Review Data Package (TRDP), as identified in the Systems Engineering Plan 

(SEP) Enhanced Technical Review Detail Table 4.4-1, is acceptable to enter the review. 

Appendix Q, Technical Review Data Package Artifacts Maturity Matrix, shows a list of artifacts and 

maturity levels suggested to enter the ISR, descriptions of the artifacts, guidance and policy references, 

and templates (if any). Reference Appendix Q to assist in identifying the TRDP in development of the 

SETR plan.  

An approved SEP Enhanced Technical Review Detail Table 4.4-1 is required with an assigned Technical 

Review Board (TRB) including independent SMEs and a designated TRB Chairperson who is 

independent from the program. The TA is the approval authority for all Enhanced Technical Review 

Detail Tables and approves any tailoring or changes to the ISR entrance criteria through the SEP approval 

process.  

4. REVIEW ELEMENTS/AGENDA 

Each ISR will be unique, depending on the scope and complexity of the program.  

The following are general agenda and review elements that should be considered for inclusion in the ISR 

planning document for the SETR Meeting. The list is neither prescriptive nor all inclusive. 

 Welcome 

o Facilities Administration 

o Members Attendance Check 

o Introductions 

o Chair and Co-chairperson Comments 

 Orientation:  Exit Criteria Orientation 

 Overview/Status 

o Schedule Overview 

o Manning 

o Funding 

o Risk 

 Core Review Elements:  Core Review Elements are those artifacts and any other information 

that addresses the exit criteria. Details should be captured in the planning document based on the 

tailored exit criteria. 

 Capture, Review, and Scoring of any New RFAs 

 Exit Criteria Evaluation 

 Closure 

o Closure Determination/Chairperson Verbal Recommendations 

o Closing Comments 
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5. EXIT CRITERIA AND EVALUATION CRITERIA 

 EXIT CRITERIA 5.1.

The exit criteria for the review should be tailored to the technical scope and risk of the system. The TA 

approves any changes to the exit criteria through SETR tailoring through the SEP Enhanced Technical 

Review Detail Table 4.4-1 approval process. Typical ISR success criteria include affirmative answers to 

the following exit questions: 

 System problems have been categorized to support the operating and support requirements 

determination process. 

 Are the Cybersecurity Certification and Accreditation process requirements complete to the level 

appropriate for this review? 

 Required budgets (in terms of work years) have been established to address all system problems 

in all priority categories.  

 Current levels of System Operational Risk and System Readiness have been quantified and 

related to current operations and systems and procurement budgets. 

 Future levels of System Operational Risk and System Readiness have been quantified and related 

to future year operations and systems and procurement budgets. 

 EVALUATION CRITERIA 5.2.

Evaluation criteria are broader program and SETR execution-related criteria, ensuring the review is multi-

disciplined. Failure to meet the evaluation criteria does not mean the review may not be closed. The risk 

associated with not meeting the criteria will be reported in the SETR Summary Report. 

 Are adequate processes and metrics in place for the program to succeed? 

 Are the risks known and manageable? 

 Is the program schedule executable (technical/cost risks)? 

 Is the program properly staffed? 

 Is the detailed design producible within the production budget? 

 Have the artifacts specified been reviewed by the independent SMEs identified in the approved 

SEP Enhanced Technical Review Detail Table 4.4-1? 

 Have deficiencies been recorded as RFAs with closure criteria assigned and approved by the TRB 

Chairperson? 

 Was the content of the review’s artifacts and material sufficient to allow the TRB to make a 

recommendation of the program’s technical readiness to proceed? 
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This appendix identifies and defines the potential artifacts and corresponding maturity levels associated with Systems Engineering Technical Reviews (SETRs), 

independent of any acquisition program   

 

Table 1, Technical Review Data Package Artifacts Maturity Matrix, identifies the expected level of maturity of artifacts relative to the SETRs, if required for the 

program.   The artifacts that are not identified as Statutory or Regulatory for the specific ACAT category may still be necessary as determined to be required for 

execution of the program. 

 

Table 2, Technical Review Data Package Artifacts Descriptions, provides a description of each artifact identified in Table 1 to include applicable policies and 

guidance references. These tables should be used, in concert with the program’s approved Systems Engineering Plan, when identifying the level of maturity for 

artifacts to be provided for a SETR when drafting the SETR plan. These tables are not intended to provide definitive guidance on artifacts required for execution of 

the program. 

Table 1: Technical Review Data Package Artifacts Maturity Matrix 

Document/Subject 

STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
SRR 

2 
SFR SSR 

PDR 

Pre 

PDR 

Post 
NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

ACQUISITION 

PROGRAM 

BASELINE (APB) 

          D(A) F(A) U(A) U(A)         U(A) U(A) STY REG REG REG REG 

  

ACQUISITION 

STRATEGY (AS) 
D(A) F(A) U(A) U(A)   U(A) U(A) U(A) U(A) U(A) U(A)   U(A) U(A) U(A) STY REG REG REG REG   

Allocated Baseline           D(A/S) F(A/S)                             

Allocated Budget 

(NSEG name:  

Program Budget) 

  F(A) U(A/S) U(A/S)   U(A/S) U(A/S) U(A/S) U(A/S)       U(A/S)   U(A/S) 

      

      

ANALYSIS  OF 

ALTERNATIVES 

(AoA) 

F(A)                             STY STY REG REG REG 

  

Approved Assignment 

of Official 

Nomenclature (DD 

Form 61 or 

Confirmation Letter) 

  D(A) D(A) D(A)   D(A) D(A) F(A) F(A)       U(A) U(A)             

  

Capabilities Based 

Assessment/Analysis  
F(A)                                         

Capability 

Development 

Document (CDD) 

D(A) D(A) F(A) 

  

  F(A) F(A) F(A) F(A) F(A)   F(A)       REG REG REG REG REG 

  

Capability 

Production 

Document (CPD) 

              D(A) D(A) D(A)   F(A) F(A) F(A) F(A) REG REG REG REG REG 

  

Concept of Operations 

(CONOP) and Design 

Reference Mission 

(DRM) 

D(A) F(A) F(A/S) F(A/S) F(A/S) F(A/S) F(A/S) F(A/S) F(A/S)   F(A/S)     F(A/S) F(A/S) 
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Document/Subject 

STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
SRR 

2 
SFR SSR 

PDR 

Pre 

PDR 

Post 
NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

Configuration 

Management Plan 

(CMP) 

  D(A) D(A/S) D(A/S) D(A/S)     F(A/S) F(A/S) U(A/S)   U(A/S) U(A/S) U(A/S) U(A/S) 

            

Corrosion Prevention 

and Control 

Planning; Program 

Requirements and 

Life Cycle 

Sustainment 

   

D(A) D(A)     D(A) D(A/S) F(A/S) F(A/S)     F(A/S) F(A/S) F(A/S) F(A) REG REG REG REG REG 

  

Cost Analysis 

Requirements 

Description 

(CARD)(ACAT I and 

IA), or CARD like 

document. 

  D(A) D(A) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) F(A/S) U(A/S)   U(A)     U(A) REG REG 

  

      

Cost Model 

       
F(A)       U(A) U(A)                         

Developmental 

Test/Operational Test 

(DT/OT) Transition 

Reports 

                      F(S)   F(S)   STY STY         

Display/ Controls 

Analyses and 

Prototyping 

 

D(A) D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S)                         

DoD Cybersecurity 

Risk Management 

Framework (RMF) - 

Security Authorization 

Package 

D(A) D(A) D(A/S) D(A/S)   D(A/S) D(A/S) F(A/S) F(A/S)   F(A/S)                     

Electromagnetic 

Environmental Effects 

(E3) Integration & 

Analysis Report 

(E3IAR) 

          D(S) D(S) F(S) F(S)                         

Electromagnetic 

Environmental Effects 

(E3) Requirements 

  D(A) F(A)                                     

Electromagnetic 

Environmental Effects 

(E3) Verification 

Procedures (E3VP) 

  D(A) D(A)     D(S) D(S) F(S) F(S)   U(S)                     

Electromagnetic 

Environmental Effects 

(E3) Verification 

Report (E3VR) 

                      F(S) F(S)   U(A)             

Facilities Impact 

Report (FIR) 

  

 

 

 

D(A/S) D(A/S) D(A/S)   D(A/S) D(A/S) F(A/S) F(A/S)     U(A/S) U(A/S)                 
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Document/Subject 

STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
SRR 

2 
SFR SSR 

PDR 

Pre 

PDR 

Post 
NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

Failure Mode Effects 

and Criticality 

Analysis (FMECA) 

          D(A/S) D(A/S) F(A/S) F(A/S) U(A/S)     U(A/S)   U(A/S) 

            

Functional Baseline 

 
      F(A/S)       F(A/S) F(A/S)         F(A/S)   

      
      

GPS/PPS Utilization 

Report/Waiver 

Request 

  D(A)   D(A)   F(A) F(A) F(A) F(A)   F(A) F(A)                   

Human Engineering 

Design Approach 

Document (Operator & 

Maintainer) 

      D(S) D(S) D(S) D(S) F(S) F(S)                         

Human Engineering 

Program Plan (HEPP) 
    D(S) D(S)   D(S) D(S) F(S) F(S)                         

Human Engineering 

Simulation Concept 
    D(S) D(S)   D(S) D(S) F(S) F(S)                         

Human Engineering 

System Analysis 

Report (HESAR) 

  D(A) D(A) F(A)   U(A/S) U(S) U(S) U(S)             

  

  

  

      

Human Engineering - 

Critical Task Analysis 

(CTAR) 

  D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S)             

            

Human Engineering 

Test Plan 
          D(S) D(S) D(S) D(S)   F(S)                     

Human System 

Integration Program 

Plan(s) 

  D(A) D(A/S) F(A)   F(S) F(S) U(S) U(S)                         

Human Systems 

Integration Report 

(HSIR) 

 

  D(S) D(S)     F(S) F(S) U(S) U(S)   U(S)   U(S) U(S)               

Information Support 

Plan (ISP) 

 

D(A) D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S)   U(A/S) U(A/S) REG REG REG REG REG   

Initial Capabilities 

Document (ICD) 
F(A)                             REG REG REG REG REG   

Initial Threat 

EnvironmentAssessm

entNote: Produced by 

the Intel Community 

and validated by DIA.  

F(A)                             REG REG REG REG REG   

Instructional Design 

Documentation 

 

          D(S) D(S) D(S) D(S)    F(S)             

  

      

Instructional Media 

Package 

 

                     F(S)         

            

Instructional 

Performance 

Requirements 

Document 

    D(S) F(S)                       
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Document/Subject 

STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
SRR 

2 
SFR SSR 

PDR 

Pre 

PDR 

Post 
NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

Integrated Architecture 

Models (IAM)/ DoD 

Architecture 

Framework (DoDAF) 

F for 

ICD/ISP 

(A) 

D for 

CDD/ISP 

(A) 

D for 

CDD/IS

P (A/S) 

D for 

CDD(A/

S) 

D(A/S) 
F for 

CDD(A/S) 

F for 

CDD(A/S) 
U(A/S) U(A/S) U(A/S) U(A/S)                     

Integrated Master Plan 

(IMP) 
D(A) U(A) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S)                 

Integrated Master 

Schedule (IMS) 
D(A) D(A) D(A) F(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) 

            

INTELLECTUAL 

PROPERTY (IP) 

STRATEGY 

 

D(A) F(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A)       U(A) U(A) U(A) STY REG REG REG REG REG 

Interface Design 

Description (IDD) / 

Interface Control 

Document 

  D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A) 

            

Interface 

Requirements 

Specification 

        D(A/S)     F(A/S) F(A/S) U(A/S)           

      

    

  

Interoperability 

Certification & 

Evaluation Plan 

(ICEP) 

  D(A) D(A) D(A) D(A) D(A) F(A/S) U(A/S) U(A/S) U(A/S) U(A/S)   U(A/S)     

            

Item Unique 

Identification (IUID) 

Plan 

  D(A) D(A) D(A)   D(A) D(A/S) F(A/S) F(A/S)       U(A/S) U(A/S) U(A/S) REG REG REG REG REG 

  

Laser Safety Review 

Board (NLSRB) data 

package 

          F(A/S) F(A/S)       U(A/S)   U(A/S)         

  

      

Level of Repair 

Analysis (LORA) 
              F(A/S) F(A/S)     U(A/S) U(A/S) U(A/S) U(A/S)             

Life Cycle Cost 

Estimate (LCCE) 
D(A) F(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) 

  
U(A) U(A)   U(A) 

            

Life-cycle Mission 

Data Plan (LMDP) 

(formerly Life Cycle 

Signature Support 

Plan(LCSSP)) 

      D(A/S)   D(A/S) D(A/S) F(A/S) F(A/S)             REG REG REG REG REG   

Life Cycle 

Sustainment Plan 

(LCSP) 

D(A) D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) REG REG REG REG REG   

LIVE FIRE TEST 

AND EVALUTION 

REPORT 

                        F(A)   U(A) 

STY 

(DOT

&E 

oversig
ht) 

    REG REG   

Logistics 

Requirements and 

Funding Summary 

(LRFS) 

  D(A) D(A) D(A)   F(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) 

            

Maintenance Plans           D(A/S) D(A/S) F(A/S) F(A/S)       U(A/S) U(A/S) U(A/S)             
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Document/Subject 

STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
SRR 

2 
SFR SSR 

PDR 

Pre 

PDR 

Post 
NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

MANPOWER 

ESTIMATE 

REPORT 

 

  D(A/S) D(A/S) D(A/S)   D(A/S) D(A/S) F(A/S) F(A/S)   U(A/S)       U(A/S) STY           

Manufacturing Plan   D(A)       F(A/S) F(A/S) U(A/S) U(A/S)   U(A/S)   U(A/S) U(A/S)               

Software - 

Measurement Plan 
D(A) D(A/S) D(A/S) F(A/S) U(A/S) U(A/S) U(A/S)       U(A/S)         

            

Operational Test 

Readiness  

Certification  

                    F(A/S)     F(A/S) 

              

Packaging, Handling, 

Storage and 

Transportation 

(PHS&T) Plan 

      D(A/S)       D(A/S) D(A/S)   D(A/S)   F(A/S) U(A/S) U(A/S)             

Parts Management 

Plan 
  D(A) D(A/S)     D(A/S) F(A/S) U(A/S) U(A/S)       U(A/S) U(A/S) U(A/S) 

        
  

  

Product Drawings and 

Associated Lists 
      D(A/S)   D(A/S) D(A/S) F(A/S) F(A/S)     U(A/S) U(A/S) U(A/S) U(A/S) 

            

Production Planning           D(A/S) D(A/S) D(A/S) D(A/S)       F(A/S)                 

Program Protection 

Implementation Plan 

(PPIP) 

  F(S)   U(S) U(S) U(S) U(S) U(S) U(S)                         

PROGRAM 

PROTECTION 

PLAN (PPP) 

 

F(A) U(A) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S)   U(A/S)       U(A/S) STY STY STY STY STY STY 

Program Protection - 

Anti Tamper Plan 
  D(A/S)   D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S) U(A/S) 

  
U(A/S) 

            

Program Protection - 

Counterintelligence 

Support Plan (CISP) 

 

D(A)         D(A/S) D(A/S) F(A/S) F(A/S)       U(A/S) U(A/S)   

            

Program Protection - 

Critical Program 

Information (CPI) 

Assessment 

D(A) F(A) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S)         U(A/S) 

            

Program Protection - 

Criticality Analysis 
F(A) U(A) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S)               

Program Protection - 

Horizontal Protection 
  D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S) U(A/S) 

  
U(A/S)             

PROGRAM 

PROTECTION - 

CYBERSECURITY 

STRATEGY  

F(A) U(A) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) STY STY STY STY STY 

  

Program Protection - 

Security 

Classification Guide 

(SCG) 

 

F(A) for 

TMRR 
U(A) U(A) 

F(A) for 

EMD 
U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) F(A) for P&D U(A) U(A) REG REG REG REG REG 
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Document/Subject 

STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
SRR 

2 
SFR SSR 

PDR 

Pre 

PDR 

Post 
NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

Reliability, 

Availability, 

Maintainability, and 

Cost Rationale (RAM-

C) Report  (Should be 

attached or linked to 

the SEP) 

D(A) F(A)       U(A) U(A) U(A) U(A)   U(A) 

  

U(A) U(A) U(A)   

  

  

      

Reliability and 

Maintainability 

(R&M) Block 

Diagrams and Math 

Models; Diagnostics 

Allocation and 

Prediction Reports ; 

and Reliability Growth 

Verification Results 

 

          D(A) D(A/S) F(S) F(S)     U(S) U(S) U(S) U(S)             

Reliability Centered 

Maintenance (RCM) 

Analysis 

              F(A/S) F(A/S)         U(A/S) U(A/S)             

Reliability Program 

Plan 

 

  D(A/S) D(A/S)     D(A/S) D(A/S) F(A/S) F(A/S)   U(A/S)   U(A/S)   U(A/S) REG           

Request for Proposal 

(RFP) 

F(A) for 

TMRR 
D(A) D(A) D(A) D(A) 

F(A) for 

EMD 
          D(A) F(A) for Prod     REG REG REG REG REG 

  

 Requirements 

Traceability Matrix 

(RTM) 

D(A) D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S)               

Requirements 

Management Plan 

(REQMP) 

F(A) U(A) U(A) U(A)   U(A) U(A) U(A) U(A)   U(A) U(A)                   

Risk Management Plan 

(RMP) 
D(A) D(A) F(A) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S)             

Software Acquisition 

Management Plan 

(SAMP) 

  D(A) D(A) F(A) U(A) U(A) U(A)                             

Software Architecture 

Description (SAD) 

 

        D(S) D(S) D(S) F(S) F(S) U(S)   U(S)   U(S)               

Software Build Plan 

(part of the SDP) 
          D(A/S) D(A/S) F(S) F(S) U(S) U(S)                     

Software - Core 

software metric - 

Cost/Schedule 

  R(A) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S)               

Software - Core 

software metric - 

Organization 

  R(A) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S)               

Software  - Core 

software metric - 

Quality   

R(A) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S)               
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Document/Subject 

STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
SRR 

2 
SFR SSR 

PDR 

Pre 

PDR 

Post 
NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

Software  - Core 

software metric - 

Size/Stability   

R(A) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S)               

Software Design 

Description (SDD) 
        D(S) D(S) D(S) F(S) F(S) U(S)   U(S) U(S)   U(S)             

Software Development 

Plan (SDP) 
  D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S)       U(A/S) U(A/S) U(A/S) 

            

Software Integration 

Plan 
        D(S) D(S) D(S) D(S) D(S) F(S) U(S)         

            

Software Interface 

Design Description 

(SIDD) 

    D(A/S)   D(S) D(S) D(S) F(S) F(S) U(S) U(S)   U(S) U(S) U(S) 

            

Software Product 

Baseline 
              D(S) D(S) D(S) D(S) F(S) U(A/S) U(A/S)               

Software 

Requirements 

Description (SwRD) 

 

        D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S)   U(A/S)               

Software 

Requirements 

Traceability Matrix 

(RTM) 

        D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S)   U(A/S)   

            

Software Test Plans          D(S) D(S) F(S) U(S) U(S)   U(S)   U(S)   U(S)             

Software Test Reports                   F(S)   F(S)   F(S) F(S)             

Software Users 

Manuals, i.e., Operator 

Guide/User Guide, 

Computer System 

Operator’s Manual, 

Firmware Support 

Manual, etc. 

                  D(S) F(S)   U(S) U(S) U(S) 

      

  

    

Software Version 

Description (SVD)  

[previously Version 

Description Document 

(VDD)] 

                  D(S) F(S)     U(S)             

  

Spectrum 

Supportability Risk 

Assessment   

D(A) 

(CNPT) 

F(A) 

(CNPT) 

D(A/S) 

(EXPT) 

D(A/S) 

(DVMT)  
  

D(A/S) 

(EXPT) 

F(DVMT) 

or Plan with 

ISP 

U(A/S) 

(DVMT)  

D(A/S) 

(OPTL) 

U(A/S) 

(DVMT)  

D(A/S) 

(OPTL) 

  
U(A/S) 

(DVMT)  

D(A/S) 

(OPTL) 

D(A/S) 

(OPTL) 

U(A/S) 

(OPTL) 
  REG REG REG REG REG 

  

Staffing Plans (part of 

AS) 

 

F(A) U(A) U(A) U(A) U(A/S)     U(A/S) U(A/S) U(A/S)                       

Support Equipment 

Recommendation Data 

(SERD) 

  D(A) D(A)     D(A/S) D(A/S) F(S) F(S)       U(S) U(S) U(S) 

            

Susceptibility, 

Vulnerability & 

Integrated System-

Level Survivability 

Analysis 

  D(A)       D(A) D(A/S) D(A/S) D(A/S)   D(A/S)   F(A/S) U(A/S) U(A/S) 
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STATUTORY (Bold 

Caps) 

Regulatory (Bold 

Mixed Case) 

ASR SRR 1 
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2 
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NIR CDR IRR TRR SVR PRR PCA ISR 

A
C

A
T

 I
 

A
C

A
T

 IA
 

A
C

A
T

 II 

A
C

A
T

 III 

A
C

A
T

 IV
 

A
A

P
 

System/Subsystem 

Design Description 

(SDD/SSDD) 

        D(S) D(S) F(S) U(S) U(S) U(S) U(S)   U(S) U(S) U(S) 

            

System Design 

Specification (SDS) 

 

D(A) D(A) D(A/S) F(A/S)                                   

System Specification 

(SS) 

 

D(A) D(A) D(A/S) F(A/S)   U(A/S) U(A/S) U(A/S) U(A/S)       U(A/S)   U(A/S) 

            

System Safety - 

Hazardous Materials 

Management Plan 

(HMMP) 

      D(A/S)   F(A/S) F(A/S) U(A/S) U(A/S)       U(A/S)   U(A/S) 

      

      

System Safety - Health 

Hazard Assessment 

(HHA) 

          D(A/S) D(A/S) F(S) F(S)   U(S)             

  

      

System Safety - 

Preliminary Hazard 

Analysis (PHA) 

  D(A) F(A/S)                     

  

              

System Safety - 

Preliminary Hazard 

List (PHL) 

D(A)                             

            

System Safety - 

Program Plan (SSPP) 
  D(A) D(A/S)     F(A/S) U(A/S) U(A/S) U(A/S)       U(A/S) U(A/S) U(A/S) 

            

System Safety - 

Programmatic 

Environmental, Safety, 

and Health Evaluation 

(PESHE) 

  D(A) D(A/S) D(A/S)   F(A/S) F(A/S) U(A/S) U(A/S)   U(A/S) U(A/S) U(A/S)     STY STY STY STY STY 

  

System Safety - 

System Hazard 

Analysis (SHA) 

  D(A) D(A/S) D(A/S)   F(A/S) F(A/S) U(S) U(S) U(S) U(S) U(S) U(S) U(S) U(S) 

            

System Safety - Safety 

Release 
                    F(A)                     

System Threat 

Assessment 

Report(STAR)  

 

F(A) U(A)         U(A) U(A) U(A)       U(A)   U(A) REG REG REG REG REG REG 

Systems Engineering 

Management Plan 

(SEMP) 

  D(S) F(S)   U(S) U(S) U(S) U(S) U(S) U(S) U(S) U(S) U(S) U(S) U(S) 

            

Systems Engineering 

Plan (SEP)    
F(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) U(A) REG REG REG REG REG REG 

TECHNOLOGY 

READINESS 

ASSESSMENT 

(TRA) 

  D(A) F(A) 

    

U(A) U(A) U(A) U(A)       U(A)     STY STY STY STY STY   

Test and Evaluation 

Master Plan (TEMP) 
F(A) U(A) U(A/S) U(A) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) REG REG REG REG REG 
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A
C

A
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A
C

A
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A
C

A
T

 III 

A
C

A
T
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A
A
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Test Plans / 

Procedures / Scripts / 

Cases 

    D(A/S) D(A/S)   D(A/S) D(A/S) F(A/S) F(A/S)   U(A/S) U(A/S) U(A/S) U(A/S) U(A/S) 

            

Test Problem/Trouble 

Report 
                  R(A/S) R(A/S) R(A/S) R(A/S) R(A/S)               

Trade study or 

Engineering Study, 

white paper, and/or 

memorandum of 

record 

      R(A) R(A/S) R(A/S) R(A/S) R(A/S) R(A/S)       R(A/S) R(A/S)               

User Interface Design 

Document (UIDD) 
          D(A/S) D(A/S) F(A/S) F(A/S)   U(A/S)                     

Weapon Systems 

Explosives Safety 

Review Board 

(WSESRB) Technical 

Data Packages 

 

          D(A/S) D(A/S) F(A/S) F(A/S)   U(A/S)   U(A/S)                 

Work Breakdown 

Structure (WBS) 

 

D(A) D(A) D(A/S) D(A/S) D(A/S) D(A/S) D(A/S) F(A/S) F(A/S) U(A/S) U(A/S) U(A/S) U(A/S)     

            

Table Legend 
Symbol Definition Symbol Definition 

D Draft document CNPT Conceptual 

F Final/Approved document EXPT Experimental 

U An updated version of the final/approved document DVMT Developmental 

A Acquirer developed OPTL Operational 

S Supplier developed STY Document is a STATUTORY requirement 

R A Report REG Document is a REGULAROTY requirement 
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Table 2: Technical Review Data Package Artifacts Descriptions 

Document / Subject 

STATUTORY (Bold Caps) 

Regulatory (Bold Mixed 

Case) 

Description Requiring Policy Guidance 

ACQUISITION 

PROGRAM BASELINE 

(APB) 

Baseline that reflects the threshold and objective values for the minimum number of cost, 

schedule, and performance attributes that describe the program over its life cycle.  Cost values 

reflect the life cycle cost estimate (LCCE); scheduled dates include key activities such as 

milestones and the Initial Operational Capability (IOC); and performance attributes reflect the 

operational performance required for the fielded system. Key Performance Parameters (KPPs) 

from the Capability Development Document (CDD) and Capability Production Document 

(CPD) are copied verbatim into the APB. The Key System Attributes (KSAs) from the CDD and 

CPD that support the Sustainment KPP are also reflected in the APB. Other significant 

performance parameters may be added by the Milestone Decision Authority (MDA).  

STATUTORY for MDAPs at Milestones B and C and the FRP decision; a Regulatory 

requirement at all other Type/Event combinations, including the required draft at Development 

RFP Release. The draft APB for the Development RFP Release Point is approved at Milestone 

B. See section 4, enclosure (1) of DoDI 5000.02 for requirements at other than the identified 

decision points. For programs responding to urgent needs, only due at the Development 

Milestone; preparation and staffing of APBs responding to urgent needs should not cause 

unnecessary delays in meeting validated warfighter capability requirements. The MDA may 

approve the APB for some ship programs at MS A. 

 

 10 USC §2435 

 10 USC §2220 

 DoDI 5000.02, Encl.1, 

Table 2 

 DAG 10.9 APB 

 ACQuipedia APB 

 MAG 8.9 APB 

 

ACQUISITION 

STRATEGY (AS) 

The Acquisition Strategy (AS) is business and technical management approach designed to 

achieve program objectives within the resource constraints imposed. It is the framework for 

planning, directing, contracting for, and managing a program. It provides a master schedule for 

research, development, test, production, fielding, modification, post-production management, 

and other activities essential for program success. The AS is the basis for formulating functional 

plans and strategies (e.g., Test and Evaluation Master Plan (TEMP), Acquisition Plan (AP), 

Systems Engineering Plan (SEP), etc.).  It is a comprehensive, integrated plan that identifies the 

acquisition approach, and describes the business, technical, and support strategies that 

management will follow to manage program risks and meet program objectives. It should define 

the relationship between the acquisition phases and work efforts, and key program events such 

as decision points, reviews, contract awards, test activities, production lot/delivery quantities, 

and operational deployment objectives. The Acquisition Strategy also defines the approach to 

provide maximum practicable opportunities to small business, including small disadvantaged 

business, women-owned small business, veteran-owned small business, service-disabled small 

business and Historically Underutilized Business Zones.  

 

The Acquisition Strategy is a key document to support the statutory Milestone B certification.  

 

STATUTORY for MDAPs at MS A; else Regulatory at other events and for other program 

types. The AS will include STATUTORY and Regulatory information. 

 

 DoDI 5000.02, Encl. 1, 

Table 2 

 OSD/PDUSD - AS 

Template 
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Document / Subject 

STATUTORY (Bold Caps) 

Regulatory (Bold Mixed 

Case) 

Description Requiring Policy Guidance 

Allocated Baseline 

The Allocated Baseline is a set of requirements documents that describes a Configuration Item’s 

functional, performance, interoperability, and interface requirements allocated from a system or 

higher level configuration item; interface requirements with interfacing configuration items; and 

the verifications required to confirm the achievement of those specified requirements. 

 DoDI 5000.02, Encl. 3, 

Para. 20 

 Mil-Hdbk-61 

 

Allocated Budget 

(NSEG name:  Program 

Budget) 

The Allocated Budget is the approved program FYDP funding allocated by year to each 

Program WBS element over the program life cycle.  The Contract WBS portion of this 

Allocated Budget funding is examined during Integrated Baseline Reviews (IBR) and will match 

the Program WBS allocation to contracted efforts.  The Allocated Budget will be examined at 

IBRs, and at each SETR event as a common exit criteria. 

 DoDI 5000.02, Encl. 3 

Para. 20. 

 MIL-STD-881 

 OSD PARCA EVM Site 

ANALYSIS  OF 

ALTERNATIVES (AoA) 

The AoA assesses potential materiel solutions to satisfy the capability need documented in the 

approved Initial Capabilities Document (ICD).  It focuses on identification and analysis of 

alternatives, measures of effectiveness (MOE), cost, schedule, concepts of operations, and 

overall risk, including the sensitivity of each alternative to possible changes in key assumptions 

or variables.  The AoA also assesses critical technology elements (CTE) associated with each 

proposed materiel solution, including technology maturity, integration risk, manufacturing 

feasibility, and, where necessary, technology maturation and demonstration needs. A plan of 

action and Milestones (POA&M) is established to conduct a Pre-MS A Technology Maturity 

Assessment (TMA) to identify candidate CTEs for each candidate Materiel Solution in support 

of the AoA. 

STATUTORY for Major Automated Information System (MAIS) programs and all AISs, 

including National Security Systems (NSSs), at MS A, and updated when required through MS 

C (or MS B if there is no MS C). STATUTORY for MDAPs at MS A. Regulatory for all other 

marked Program Type-Event combinations. A DoD Component is responsible for conduct and 

approval of the AoA, as detailed in section 2 of Enclosure 9 and in paragraph 5.d.(2)(b)2 in 

DoDI 5000.02 dtd 26 Nov 2013. The distinct assessment and approval roles of the Director of 

Cost Assessment and Program Evaluation (DCAPE) and MDA associated with the AoA and the 

selection of the materiel solution(s) are detailed in section 2 of Enclosure 9 of DoDI 5000.02. 

 40 USC §11312 (b)(3) 

 10 USC §2366a (a)(5) 

 10 U.S.C. 2366b (a)(3)(B) 

 DoDI 5000.02 Enclosure 

1, Table 2 and Enclosure 9 

 DAG 3.3 AOA 

Approved Assignment of 

Official Nomenclature (DD 

Form 61 or Confirmation 

Letter) 

Request for Nomenclature (DD Form 61) is a written request for an assignment, revision or 

cancellation of nomenclature. 

 

 MCO 10550.8  Mil-Std-196 

 Mil-Std-1661 

 Mil-Std-1464 

 DI-SESS-81254 

 DD Form 61 Template 

Capabilities Based 

Assessment/Analysis  

The CBA is the Joint Capabilities Integration and Development System (JCIDS) analysis 

process. It answers several key questions for the validation authority prior to their approval: 

define the mission; identify capabilities required; determine the attributes/standards of the 

capabilities; identify gaps; assess operational risk associated with the gaps; prioritize the gaps; 

identify and assess potential non-materiel solutions; provide recommendations for addressing 

the gaps.  (Source: – Joint Capabilities Integration and Development System, 10 Jan 2012). 

 

 

 

 

 CJCSI 3170.01  DAG 1.3 JCIDS 

 JCIDS Manual 

APPENDIX B TO 

ENCLOSURE A 
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Document / Subject 

STATUTORY (Bold Caps) 

Regulatory (Bold Mixed 

Case) 

Description Requiring Policy Guidance 

Capability Development 

Document (CDD) 

The Capability Development Document (CDD) is the sponsor’s primary means of defining 

authoritative, measurable, and testable capabilities needed by the warfighters to support the 

EMD phase of an acquisition program.  The CDD identifies operational performance attributes 

of the proposed system. The CDD is system specific and applies to a single increment of 

capability in an evolutionary acquisition program.  CDDs are used for Milestone B decisions. 

Each CDD will have a set of validated key performance parameters (KPPs) that will apply only 

to that increment of the evolutionary acquisition strategy. CJCSI 3170 discusses CDDs and their 

purpose in the requirements generation process. 

 

 CJCSI 3170.01 

 DoDI 5000.02 

4.d.(4)(b)2(d) 

 ACQuipedia Entry on 

CDD 

 JCIDS Manual 

Capability Production 

Document (CPD) 

A document that addresses the production elements specific to a single increment of an 

acquisition program. The CPD must be validated and approved before a MS C decision review.  

The refinement of performance attributes and Key Performance Parameters (KPPs) is the most 

significant difference between the Capability Development Document (CDD) and CPD. CPDs 

are used for Milestone C decisions to document the as-built capabilities for a system. CPDs 

evolve from CDDs. CJCSI 3170 discusses CPDs and their purpose in the requirements 

generation process. 

 

 CJCSI 3170.01 

 DoDI 5000.02 4.d.(10)(a) 

 JCIDS Manual 

Concept of Operations 

(CONOP) and Design 

Reference Mission (DRM) 

Developed by the Capability/Requirements Sponsor a Concept of Operations (CONOPS) is a 

written or graphic statement, in broad outline, of a commander’s assumptions or intent in 

regards to an operation or series of operations, in this case relative to the 

Capability/Requirements Sponsor’s stated capability need. The CONOPS frequently is 

embodied in campaign plans and operation plans; in the latter case, particularly when the plans 

cover a series of connected operations to be carried out simultaneously or in succession. The 

concept is designed to give an overall picture of the operation in which the preferred materiel 

solution will be employed.  In some cases the Capability/Reqt Sponsor may develop a Concept 

of Employment (COE) in addition or in lieu of a CONOPS. 

  

At the Materiel Development Decision review, the Joint Staff presents the JROC 

recommendations and the DoD Component presents the ICD including: the preliminary concept 

of operations. After a successful MDD the CONOPS becomes an agreement between the 

acquirer and the Capability/ Requirements Sponsor.  The acquirer may recommend changes to 

evolve the CONOPS as one alternative to mitigate program cost, schedule, or technical 

performance issues that may arise during development. At subsequent MDA reviews (MS, 

KAE) the MDA will review the status of the CONOPS. 

 

The DRM provides comprehensive and authoritative Operational Situations (OPSITs) within the 

context of a joint force campaign that stress all aspects of the mission area designs in a way 

similar to that anticipated by warfighters. Four key features of the DRM are: (1) Threat 

Characterization; (2) OPSITs; (3) Composite Campaign; and (4) Mission Profiles.  The DRM is 

key to the evolution of SoS  interoperability and Human Systems Integration requirements. 

 

 CJCSI 3010.02 series 

 CJCSI 3170.01 

 DoDI 5000.02, Encl. 5, 

5.d.(1) and 10.a(5) 

 SECNAVINST 5000.2, 

1.11.4.1.1 

 ACQuipedia Entry on 
CONOPS 
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Configuration Management 

Plan (CMP) 

The CM is the document that defines how CM will be implemented (including policies and 

procedures) for a particular acquisition or program.  CM is a management process for 

establishing and maintaining consistency of a product’s performance, functional, and physical 

attributes with its requirements, design and operational information throughout its life.  The plan 

describes the process for establishing and maintaining consistency of a product’s performance, 

functional, IA and physical attributes with its requirements, design and operational information 

throughout its life cycle. 

 

 

 

 

 

 

 

 

 

 

 

 DoDI 5000.02, Encl 3, 

Para. 8 

 MCSC Configuration 

Management Policy 

 Mil-Hdbk-61 

 ACC Practice Center - 

Technical Mgmt 

Resources & Tools 

 DAU Course LOG204 

Configuration 

Management 

 MCSC Configuration 

Management 

Implementation 
Handbook 

Corrosion Prevention and 

Control Planning; Program 

Requirements and Life 

Cycle Sustainment 

Corrosion is an singularly critical threat for the MAGTF deployed aboard ships as its primary 

amphibious mission. All Marine Corps programs should consider corrosion control of their 

systems as a top priority requirement if there is any possibility the system will ever go to sea 

either in operation or during transport in support of a USMC mission. 

The corrosion prevention and control plan (CPCP) assists the PM in establishing a management 

approach to corrosion prevention and control during system acquisition. This plan should 

describe the specific anticipated CPCP measures to be implemented. 

The DoD emphasis on Corrosion Prevention and Control was formally documented in 2003 with 

the DoD Corrosion Prevention and Control Letter , signed out by acting Under Secretary of 

Defense for Acquisition, Technology , and Logistics (USD[AT&L]). Since this event, many 

other DoD Memorandums, instructions, guidebooks and studies have been endorsed and 

published. The fiscal year (FY) 2008 National Defense Authorization Act (NDAA) enacted the 

Office of the Secretary of Defense (OSD) to establish the Corrosion Policy and Oversight 

Office, in order to coordinate this DoD-wide initiative to address the needs and meet the goals of 

the DoD’s Corrosion Prevention and Mitigation Program. As a part of a long term DoD 

corrosion prevention and control strategy that supports reduction of total cost of system 

ownership, each Acquisition Category program shall document its strategy in a Corrosion 

Prevention and Control Plan. The plan shall be required at Milestones “B” and “C”. Corrosion 

considerations shall be objectively evaluated throughout program design and development 

activities, with tradeoffs made through an open and transparent assessment of alternatives. 

 

 

 

 

 

 

 Title 10 USC 2228 

 DoDI 5000.02, Encl. 1, 

Table 2 and Encl. 3, Para 

15 

 USD(AT&L), 12 

November 2003 letter, 

DoD Corrosion Prevention 

and Control policy 

 Deputy Under Secretary of 

Defense for Installations 

and Environment, 10 

March 2005 memorandum, 

Facility Corrosion 

Prevention and Control 

 DoDI 5000.67 

 DoDD 4151.18 

 DoDD 4270.5 

 SECNAV M-5000.2 

 MCO 4790.18 

 DoD CPC Planning 

Guide Book. Spiral 3, 

2007 

 AMMTIAC - A PMs 

Guide for Selecting 

Materials 

 Mil-Std-810G 

 Mil-Std-889B 

 Mil-Std-2110 

 Mil-Std-1276 

 Mil-Hdbk-1568 

 Mil-Hdbk-454 

 Mil-Hdbk-729 

 Mil-Hdbk-730 

 DAPS Methodology V.2 

Section 4.1.7 

 DAG Chapter 4 Sec. 

4.3.18.5 

 DoD Guide For 
Achieving RAM 
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Cost Analysis Requirements 

Description (CARD)(ACAT 

I and IA) or CARD like 

document 

The CARD is a description of the salient features of the acquisition program and of the system 

itself.  It is the common description of the technical and programmatic features of the program 

that is used by the teams preparing the Program Office Estimate (POE)of cost, Component Cost 

Estimate (CCE), and independent Life Cycle Cost Estimates (LCCEs).  A PDR should establish 

the technical basis for the CARD, documenting all assumptions and rationale needed to support 

an accurate cost estimate for the Acquisition Program Baseline.  Technically informed cost 

estimates enable better should cost / will cost management. 

 

For Acquisition Category (ACAT) I and ACAT IA programs, the CARD is used to formally 

describe the acquisition program for purposes of preparing both the DoD Component Cost 

Estimate and the Cost Analysis Improvement Group independent cost estimate. DoD Instruction 

5000.02 specifies that for major defense acquisition programs, the CARD will be provided in 

support of major milestone decision points (Milestone B, Milestone C, or the full-rate 

production decision review). In addition, for Major Automated Information Systems, the CARD 

is prepared whenever an Economic Analysis is required. For other acquisition programs, the 

preparation of a CARD, or an abbreviated CARD-like document with appropriate tailoring, is 

strongly encouraged to provide a written program description suitable to support a credible life-

cycle cost estimate. 

 

 

 

 

 DoDI 5000.02, Encl 1, 

Table 2 and Encl 10, Para. 

3 

 DAG Section 3.4.4.1 

 DoD 5000.4-M, Cost 

Analysis Guidance and 
Procedures, Dec 1992 

Cost Model 

Cost Models are a compilation of cost estimating logic that aggregates cost estimating details 

into a total cost estimate.  They are mathematical algorithms or parametric equations used to 

estimate the costs of a product or project. The results of the models are typically necessary to 

obtain approval to proceed, and are factored into business plans, budgets, and other financial 

planning and tracking mechanisms. 

  GAO Cost Estimating 

and Assessment Guide 

(GAO-09-3SP) : Best 

Practices for Developing 

and Managing Capital 

Program Costs 

 Cost Assessment and 

Program Evaluation 
(CAPE) tools 

Developmental 

Test/Operational Test 

(DT/OT) Transition Reports 

DoDI 5000.02 requires the Program Manager of for MDAPs, MAIS programs, and other 

programs on the DOT&E Oversight List to provide a report providing the opinion as to whether 

the program is operationally effective, suitable, and survivable before the MDA makes a 

decision to proceed beyond LRIP, and to provide reports of results, conclusions, and 

recommendations from Developmental Test and Evaluation (DT&E), Operational Test and 

Evaluation, and Live Fire Test and Evaluation to Director, Operational Test and Evaluation and 

Under Secretary of Defense for Acquisition, Technology and Logistics (USD(AT&L)) (or as 

delegated/designated). 

 

 

 

 10 U.S.C. 2399 

 10 U.S.C. 139 

 DoDI 5000.02 

 DOT&E Oversight List 
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Display/ Controls Analyses 

and Prototyping 

 

To the extent feasible, program managers should test prototype human interfaces with 

operational users considering the following: 

 

Guidelines establish requirements for: Standard computer-human interface practices (to address 

common functions employ similar user dialogues, interfaces, and procedures);  Includes 

preparation of a style guide to design a system with a similar look and feel (graphical user 

interface) across several systems/subsystems and/or versions.    

 

Displays and Controls: Design requirements; Recommendations for arrangement of displays and 

controls (to be consistent with the operator’s and maintainer’s natural sequence of actions);  

 

Information Requirements: Requirements with respect to the availability of information needed 

by the operator and maintainer for specific critical tasks; when it is needed and in the 

appropriate sequence;  

 

Display Presentation requirements: Requirements for design of visual and auditory alerts 

(including error messages) to invoke the necessary operator and maintainer response; 

 

Specifies I/O device capability and methods for performing the task quickly and accurately, 

especially critical tasks. 

 

 

 

 DoDI 5000.02, Encl. 5, 

Para. 6 .d.(3) and Encl. 7, 

Para. 3.a 

 SECNAVINST 5000.2E 

6.2.1, 6.2.3 

 OPNAVINST 1000.16K, 

Section 302 

 OPNAVINST 5310.23 

 MIL-STD-1472 

 ASTM F1166 

DoD Cybersecurity Risk 

Management Framework 

(RMF) - Security 

Authorization Package 

According to DoD Instruction 8510.01, all acquisitions of  DoD IT that receive, process, store, 

display, or transmit DoD information, must have an authorizing official (AO), appointed IAW 

DoDI 8500.10, responsible for authorizing the system’s operation based on achieving and 

maintaining an acceptable risk posture.   These DoD IT technologies are broadly grouped as 

DoD IS, platform IT (PIT), IT services, and IT products. This includes IT supporting research, 

development, test and evaluation (T&E), and DoD controlled IT operated by a supplier or other 

entity on behalf of the DoD. 

  

The PM’s Information System Security Manager (ISSM) must assemble a security authorization 

package and submit the package to the AO for adjudication. The ISSM assembles the security 

authorization package. The security authorization package consists of the security plan, Security 

Assessment Report, POA&M, and authorization decision document, and is the minimum 

information necessary for the acceptance of an Information System (IS) or Platform Information 

Technology (PIT) system by a receiving organization. Detailed information on the content of the 

security authorization package is available on the RMF Knowledge Service. The security 

authorization package must also contain, or provide links to, the appropriate documentation for 

any security controls that are being satisfied through inheritance (e.g., security authorization 

packages, contract documents, MOAs, and SLAs). The security authorization package is 

submitted to the AO for review and final acceptance. The Security Authorization Documentation 

package consists of all artifacts developed through RMF activity. Security authorization 

documentation is maintained throughout a system’s life cycle.  

 Subchapter III of Chapter 

35 of Title 44, USC 

(FISMA) 

 NIST SP 800-39, 

“Managing Information 

Security Risk: 

Organization, Mission, and 

Information System View” 

 CNSSP 22, Information 

Assurance Risk 

Management Policy for 

National Security Systems 

 Committee on National 

Security Systems 

Instruction 1253, “Security 

Categorization and Control 

Selection for National 

Security Systems” 

 DoDI 8500.01 

 DoDI 8510.01 

 ACQuipedia Entry on 

DIACAP 

 RMF Knowledge Service 

(under construction) 
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Electromagnetic 

Environmental Effects (E3) 

Integration & Analysis 

Report (E3IAR) 

The E3IAR describes implementation of E3 interface and performance requirements into system 

hardware and software and provides the means for the government to evaluate E3 compliance 

with requirements throughout the life cycle of the system. 

 

 

 

 

 

 

 DoDD 3222.3 

 SECNAVINST 5000.2, 

para 2.7.1 

 Standard E3 and SS 

Rqmts for Acq Docs, Mar 

2010 

 MIL-HDBK-237 

 MIL-STD-464 

 DI-EMCS-81540 

Electromagnetic 

Environmental Effects (E3) 

Requirements 

E3 is the impact of the Electromagnetic Environment (EME) upon the operational capability of 

military forces, equipment, systems, and platforms. It encompasses all electromagnetic 

disciplines, including electromagnetic compatibility (EMC); electromagnetic interference 

(EMI); electromagnetic vulnerability (EMV); electromagnetic pulse (EMP); electrostatic 

discharge (ESD); hazards of electromagnetic radiation to personnel (HERP), ordnance (HERO), 

and volatile materials such as fuel (HERF); and natural phenomena effects of lightning and 

precipitation static (p-static). (JCS Pub 1-02) 

 

E3 requirements should be assured to have been included in the ICD, CDD and CPD and the ISP 

(if no JCIDS documents include E3), and translated into the system’s specifications and 

solicitation documents.  Consistent planning for verification of E3 requirements should be 

assured to have been included in the AS/AP and TEMP.  Accomplishment of E3 requirements 

should be assessed in technical reviews. 

 

 

 DoDI 5000.02 

 DoDI 4630.8, Para. 5.11.5 

 SECNAVINST 5000.2, 

para 2.7.1 

 OPNAVINST 2400.20F 

 Standard E3 and SS 

Rqmts for Acq Docs, Mar 

2010 

 MIL-HDBK-237 

 MIL-STD-464 

 MIL-STD-461 

Electromagnetic 

Environmental Effects (E3) 

Verification Procedures 

(E3VP) 

The EV3P describes the methods of test, analysis, and inspection used by the supplier to verify 

compliance with the electromagnetic environmental effects interface and performance 

requirements of a system. The E3VP provides the means for the government to understand and 

duplicate verification methods used by the supplier to verify E3 requirements. 

 

 

 

 

 

 DoDD 3222.3 

 DoDI 5000.02 

 Standard E3 and SS 

Rqmts for Acq Docs, Mar 

2010 

 MIL-HDBK-237 

 MIL-STD-464 

 DI-EMCS-81541 

Electromagnetic 

Environmental Effects (E3) 

Verification Report (E3VR) 

The E3VR describes the tests, analyses, and inspections used by the supplier and documents the 

results verifying compliance with the E3 interface and performance requirements of a system. 

The E3VR provides the means for the government to evaluate E3 verification results from the 

work task described by 4.1 of MIL-STD-464 and is intended for airborne, sea, space, and ground 

systems, including associated ordnance. It is normally applied to the EMD phase of a program, 

but it can be used in any phase. 

 

 

 

 

 DoDD 3222.3 

 SECNAVINST 5000.2, 

para 2.7.1 

 Standard E3 and SS 

Rqmts for Acq Docs, Mar 

2010 

 MIL-HDBK-237 

 MIL-STD-464 

 DI-EMCS-81542 
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Facilities Impact Report 

(FIR) 

The FIR includes key information about the system, such as 1) planned total number of systems, 

IOC, basing decisions, and projected system arrival dates, 2) system support characteristics (e.g. 

physical dimensions, hotel services, location of utility connections, etc.) and 3) major support 

elements that may have a facilities/infrastructure footprint (e.g. ordnance, storage/supply, 

maintenance, training, in-service engineering, etc.).  In essence, the FIR contains the critical 

data/information required for the target base/post/station (BPS) Installation Planers to perform 

facility planning for identification of the necessary facility infrastructure to effectively support 

the system. The FIR is a key technical source document used by the installation planner  in the 

development of the FIR  Response that goes to the HQMC I&L(LF) Facilities Acquisition 

planners who develop project requests to NAVFAC for contracting for necessary construction, 

modernization, or conversion activities. 

The FIR  Response identifies the necessary base infrastructure to effectively support the 

deployment and sustainment of the new system at each of its potential BPSs. The FIR  Response 

is site-specific and provides an authoritative and collaborative facilities execution strategy, used 

by NAVFAC and installation planners as a project execution guide and by HQMC I&L staff as a 

budgeting guide. The FMP also supports the BPS decision-making process by serving as a key 

reference to the requisite BPS NEPA documentation. 

 

 

 MCO P11000.5 

 TBD - Draft interim 

MCSC CPL - FIR and FIR 

Response process 

 

 FIR Process Guidance 

 DoD Logistics 

Assessments Guidebook, 

App. A, Part I, Sect. 11 

 TBD - Facilities 

Development Process 

Map -in process by ALPS 

led IPT with HQMC I&L 
participation. 

Failure Mode Effects and 

Criticality Analysis 

(FMECA) 

A reliability evaluation and design review technique that examines the potential failure modes 

within a system in order to determine the effects of failures on system performance.  Each 

hardware or software failure mode is classified according to its impact on system operating 

success and personnel safety.  FMECA uses a process of finding explanations on a “bottom up”  

system analysis.  This approach begins at the lowest level of the system hierarchy and traces up 

through the system hierarchy to determine the end effect on system performance.  The FMECA 

is conducted iteratively at each step of the systems engineering process.  FMECA is a very 

useful analysis, but can be very time consuming and expensive depending on the system.  

FMECA will identify any single point failures or critical failures which can be reduced by 

design features.  Since FMECA identifies all potential failures, maintenance tasks to cope with 

those failures can be developed. 

The system-level CDR provides an opportunity to assess design maturity as evidenced by 

measures such as: a completed failure modes and effects analysis. 

 

 DoDI 5000.02, Encl. 3, 

Para. 12.a. and  6.c.(2); 

Encl. 6, Para. 2.a.(1)(a)3 

 SECNAVINST 5000.2, 

Para 5.1.6 

 ACQuipedia Entry on 

FMECA 

 MIL-HDBK-502, Para. 

4.2 & 5.4.2.4 

 DI-ILSS-81495 

 DI-SESS-80980A 

Functional Baseline 

The Functional Baseline, the first and overarching of the three configuration management 

baselines, constitutes a collection of requirements documents that describe the system’s 

functional, performance, interoperability, and interface requirements and the verifications 

required to demonstrate the achievement of those specified requirements at an overall system 

level.  It usually constitutes a system level specification document and possibly a separate 

Interface Requirements Specification or Interface Control Documents.  Drafting is started as 

early as the AoA and is finalized no later than the SFR when it is placed under configuration 

control as the basis for preliminary design to begin. 

 

 

 DoDI 5000.02, Encl. 3, 

Para. 8 

 Mil-Hdbk-61 
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GPS/PPS Utilization 

Report/Waiver Request 

All platforms, systems, or devices procured by the USMC that employ GPS for positioning, 

navigation, or timing in the combat, combat support, or combat service support mission areas 

must operate GPS receivers in keyed PPS mode.  The Standard Positioning Service (SPS) mode 

is not authorized for these military uses, although the Assistant Secretary of Defense for 

Networks and Information Integration (ASD (NII)), in coordination with the Joint Staff/J-6, can 

grant waivers for acquisition programs on a case-by-case basis.   

 

Effective 1 October 2006, all newly fielded or planned Department of Defense (DoD) systems 

employing GPS are required to use SAASM PPS devices. For systems not able to meet this 

mandate, an approved GPS User Equipment (UE) roadmap indicating either its transition to the 

GPS security architecture or its end-of-life based on its Program Objective Memorandum 

(POM) funding line may serve as the SAASM compliance document.  Documented 

implementation of the next generation security architecture, M-code, in lieu of the current 

SAASM architecture will satisfy the mandate as well.  

 

Regardless of whether or not the GPS receiver is mounted, dismounted, or integrated, all 

program offices that employ GPS receivers in support of their respective system or platform, 

shall provide the DC SIAT GPS facilitator with a GPS compliance report. 

 

For waiver requests, within MARCORSYSCOM, program offices will initially coordinate with 

DC SIAT.  Program offices and DC SIAT, in coordination with Headquarters Marine Corps 

Command, Control, Communications and Computers (HQMC C4), will coordinate SAASM and 

PPS waiver requests with the office of ASD(NII).  Waiver requests to ASD(NII) must provide a 

brief system description to include its operational environment, the reason a waiver is necessary, 

and the projected compliance date (month/year) to SAASM or M-code based GPS UE.  

ASD(NII) consults with the Joint Staff/J-6 to approve or deny all waiver requests. 

 

 CJCSI 6130.01 

 DoDD 4650.05 

 OPNAVINST 9420.1B 

 MCSCO3530 

 

Human Engineering Design 

Approach Document 

(Operator & Maintainer) 

Describes the equipment which interfaces with operators/maintainers, providing a source of data 

to evaluate the extent to which equipment having an interface with operators/maintainers meets 

human performance requirements and human engineering criteria. It describes the layout, detail 

design, and arrangement of equipment having an operator/maintainer interface including 

operator/maintainer tasks associated with the equipment. It also describes the extent to which 

human performance requirements and applicable human engineering design criteria have been 

incorporated into the layout, design, and arrangement of equipment having an 

operator/maintainer interface. Findings from analysis of operator/maintainer tasks shall be 

presented as part of the rationale supporting the layout, design, and integration of equipment. 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 SECNAVINST 5000.2 

 HEDAD-M (DI-HFAC-

80747) Data Item 

Description 

 MIL-STD-46855 

 HEDAD-O (DI-HFAC-

80746) Data Item 

Description 

Human Engineering Program 

Plan (HEPP) 

The Human Engineering Program Plan (HEPP) describes the supplier’s human engineering 

program, identifies and explains how the elements will be managed.  It includes information 

regarding the organization responsible for the program as well as any subcontractors.  The plan 

will describe HFE activities in system analysis, system design, and test and evaluation. First 

draft normally due at the first SETR event post-contract award. 

 

 

 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 MIL-STD-46855 

 DI-HFAC-81742 
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Human Engineering 

Simulation Concept 

The Human Engineering Simulation Concept describes the intended use of mock-ups and 

simulators in support of engineering analysis, design support, and test and evaluation. This may 

be incorporated in the HSI Program Plan (Gov’t) and/or HSI management Plan (Vendor). 

 

 

 

 

 

 

 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 MIL-STD-46855 

 DI-HFAC-80742 

Human Engineering System 

Analysis Report (HESAR) 

The Human Engineering Systems Analysis Report (HESAR) describes the human engineering 

efforts conducted as part of the system analysis and presents results.  The data are used by the 

procuring activity to evaluate the appropriateness and feasibility of system functions and roles 

allocated to operators and maintainers. The HESAR describes the system functions which must 

be performed to meet the system objectives within the mission context.  The Mission 

Decomposition, Functional Analysis / Allocation, and Task Analysis efforts are documented in 

the HESAR. This product and analysis must be coordinated with the Manpower, Personnel, and 

Training (MPT) team and integrated into MPT products.   

 

 

 

 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 MIL-STD-46855 

 DI-HFAC-80745 

Human Engineering - Critical 

Task Analysis (CTAR) 

The Critical Task Analysis Report (CTAR) describes the results of analyses of critical tasks 

performed by the end user and provides a basis for identifying high risk tasks affecting human-

system performance, mission accomplishment, system suitability, and safety. The analyses and 

results described support verification that human engineering technical risks have been 

identified, minimized, or mitigated and that human-system performance has been adequately 

addressed from early design development through test and evaluation of the system, equipment, 

or facility. 

 

 

 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 MIL-STD-46855 

 DI-HFAC-81399 

Human Engineering Test 

Plan 

This plan serves as a means of planning for validating human performance requirements, 

accuracy of personnel selection, adequacy of training, and acceptability of design of the 

personnel-equipment/software interface.  This can be used for master planning or can be tailored 

for individual test procedures.  The Human Engineering Test Plan details the supplier’s plan for 

gathering and analyzing data to show that the system, when fielded, meets human performance, 

human reliability and training requirements. 

 

 

 

 

 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 MIL-STD-46855 

 DI-HFAC-80743 
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Human System Integration 

Program Plan(s) 

Per DoDI 5000.02 Enclosure 7, programs are required to document HSI planning.  This can be 

accomplished in one of three ways or any combination of the three depending on the needs of 

the program: 

 1) The Supplier-based Human Systems Integration Program Plan (HSIPP) - describes the 

supplier’s approach to developing and managing HSI requirements, elements, and functionalities 

to ensure the attainment of all HSI domain objectives.  The HSIPP includes HSI scope and 

structure, HSI engineering process and controls, HSI schedule, and the HSI engineering team 

composition for all HSI activities.  The HSIPP identifies applicable standards and guidelines to 

ensure that HSI objectives are met.  

2) The Government-based Human Systems Integration Plan - the Government’s comprehensive 

management plan and technical strategy that outlines the HSI SE approach.  The HSIP formally 

documents the application of the HSI domains over the entire program lifecycle.  The HSIPP 

describes the approach to be followed so that the project-specific user-centered requirements are 

addressed during the design, integration, testing and fielding of the system.  It details a plan to 

manage, provide oversight, and evaluate the program based on a set of program specific 

objectives and criteria.  The plan also presents a schedule for HSI deliverables and timeline.   

3) an HSI planning Summary in the SEP -  an HSI planning section is included in the SEP.  It 

includes high-level summaries of HSI activities, requirements, design, testing, and schedules. 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 OPNAVINST 5310.23 

 MIL-STD-46855 

 DI-HFAC-81743 

 Department of Navy 

Human Systems 

Integration (HSI) Plan 

(FY 2011) 

 DAG Chapter 6 

Human Systems Integration 

Report (HSIR) 

 

The Human Systems Integration Report (HSIR) documents progress with the supplier’s human 

systems integration (HSI) program; and describe HSI issues, risks, opportunities, requirements 

compliance, and positive impacts on the system and total ownership costs. 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 MIL-STD-46855 

 DI-HFAC-81833 

Information Support Plan 

(ISP) 

A requirement for all ACAT programs that connect in any way to the communications and 

information infrastructure including both information technology (IT) and National Security 

System (NSS) programs. It identifies and documents information needs, infrastructure support, 

and IT and NSS interface requirements and dependencies focusing on net-centric, 

interoperability, supportability, and sufficiency concerns.  Starting with MS B, the Net-Centric 

Data Strategy is included in the Information Support Plan.  The plan includes the identification 

and documentation of information needs, infrastructure support, IT and NSS interface 

requirements and dependencies focusing on net-centric, interoperability, supportability and 

sufficiency concerns.  It should include force-level information exchange and processing, 

including TDLs. 

 DoDI 5000.02 

 DoDD 4630.05 

 DoDI 4630.8 

 CJCSI 6212.01F requires 

ISPs in support of the Net 

Ready KPP 

 ACQuipedia Entry on ISP 

 MCSC Interoperability 

Certification Letter of 

Instruction 

 MCSC Interoperability 

Certification Process 

Guidebook 

 DoD CIO Interim 

Guidance for 

Interoperability of IT and 

National Security 
Systems (NSS) 

Initial Capabilities Document 

(ICD) 

Prepared by the requirements sponsor, DC CD&I for the Marine Corps, the ICD captures 

capability shortfall in terms of integrated architectures; identifies critical capabilities to satisfy 

the requirement and best joint solutions. CJCSI 3170.01 discusses ICDs and their purpose in the 

requirements generation process.  The ICD is the basis for creation of a new acquisition program 

and initiation of an AoA.  If a new program is created at an MDD the ICD becomes the basis for 

the development of the Functional Baseline Documentation including a system requirements 

specification.  The SE IPT may participate heavily in the maintenance of the ICD, and its 

successor CDD and CPD, as trade studies and development may reveal opportunities and 

limitations of technology to satisfy the ICD stated capability needs. 

 CJCSI 3170.01 

 JCIDS Manual 
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Initial Threat 

EnvironmentAssessment 
Note: Produced by the Intel 

Community and validated by 

DIA.  

The Initial Threat Environment Assessment provides capability developers and program 

managers the ability to assess mission needs and capability gaps against likely adversary threat 

capabilities at IOC. Produced by the Intel Community and validated by DIA. Supports the 

Materiel Development Decision and the AOA. Forms the basis for the initial STAR at Milestone 

A, and is superseded by the Milestone A STAR. Regulatory for anticipated MDAP and MAIS 

programs; optional for all other programs at the discretion of the MDA and in consideration of 

Intelligence Community Resources. 

 CJCSI 3312.01 

 DoDI 5000.02 

 DoDD 5105.21 

 DIAD 5000.200 (see 

Office of the Director, 

DIA) 

 DIAI 5000.002 (see Office 

of the Deputy Director for 

Analysis, DIA) 

 Defense Acquisition 

Guidebook 8.1 

Instructional Design 

Documentation 

The Instructional Design Documentation (IDD) will be used to define the course objective, 

module objectives, desired learning outcomes, measurement methods, and design issues for the 

course. This Data Item Description (DID) contains the format and content preparation 

instructions for the data product generated by the specific and discrete task requirement as 

delineated in the contract. 

 

  DI-SESS-81697 

Instructional Media Package 
The Instructional Media Package contains visual, textual, and audio information to be used in 

the development and presentation of all training media (including CBT, classroom, etc.). 

 

  DI-SESS-81520B 

Instructional Performance 

Requirements Document 

This document provides mission, and collective and individual task information. This document 

also provides listings of knowledge, skills, abilities, and learning objectives for the tasks that 

have been selected for training. The Instructional Performance Requirements Document contains 

data necessary to support the design of a training program. 

 

  DI-SESS-81518B 

Integrated Architecture 

Models (IAM)/ DoD 

Architecture Framework 

(DoDAF) 

The Department of Defense Architecture Framework (DoDAF), Version 2.0 is the overarching, 

comprehensive framework and conceptual model enabling the development of architectures to 

facilitate information sharing. The DoDAF architectures support satisfaction of the Clinger-

Cohen Act and Net-centric services. 

  

Program managers specify the requirements and control the development of architectures. They 

select an architect and an architecture development team to create the architecture in accordance 

with the requirements they define. 

  

DoD Components are expected to conform to the DoDAF developing architectures within the 

Department. DoDAF Conformance ensures reuse of information and that architecture artifacts, 

models, and viewpoints can be shared with common understanding. 

  

Visualizing architectural data is accomplished through models. Models can be documents, 

spreadsheets, dashboards, or other graphical representations. When data is collected and 

presented as a “filled-in” model, the result is called a view. Organized collections of views 

(often representing processes, systems, services, standards, etc.) are referred to as viewpoints, 

and with appropriate definitions are collectively called the Architectural Description. 

 

 

 MCSCO 5510.X MCSC 

Architecture Policy 

 CJCSI 6212.01F 

 DoDD 8000.01 

 USMC IT Standards 

Handbook (MCISH) 

 DoD Architecture 

Framework Version 2.02 

 MAGTF Collaborative 

Architecture Environment 
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Integrated Master Plan (IMP) 

The Integrated Master Plan (IMP) is an event-driven Government document that provides a 

framework against which all work is accomplished. The IMP aids in defining and documenting 

tasks required to define, develop, and deliver a system, and to facilitate operation and support of 

that system throughout its life cycle. The IMP format usually reflects an event - accomplishment 

- criteria hierarchical structure for program tracking and execution. 

 

  DAG 4.3.2.2 

 Integrated Master Plan 

and Integrated Master 

Schedule Preparation and 

Use Guide 

 DAU Acquisition 

Community Site on IMS 

Integrated Master Schedule 

(IMS) 

The Integrated Master Schedule (IMS) is an integrated schedule containing the networked, 

detailed tasks necessary to ensure successful program execution. The IMS is a readiness-driven 

(not time-driven) document primarily focused with product and process development that is 

resource loaded and includes margin for risk mitigation. The IMS supplements the IMP and is 

based on the WBS. The IMS describes the work required to complete the effort in sufficient 

detail to fully demonstrate understanding of the scope and flow of the work, and it enables the 

Program Manager to better understand the links and relationships among the various activities 

and the resources supporting them. 

 DoDI 5000.02  DI-MGMT-81861 

 Integrated Master Plan 

and Integrated Master 

Schedule Preparation and 

Use Guide 

 DAG 4.3.2.2 

 DAU Acquisition 
Community Site on IMS 

INTELLECTUAL 

PROPERTY (IP) 

STRATEGY 

Program management must establish and maintain an IP Strategy to identify and manage the full 

spectrum of IP and related issues (e.g., technical data and computer software deliverables, 

patented technologies, and appropriate license rights) from the inception of a program and 

throughout the life cycle. The IP Strategy will describe, at a minimum, how program 

management will assess program needs for, and acquire competitively whenever possible, the IP 

deliverables and associated license rights necessary for competitive and affordable acquisition 

and sustainment over the entire product life cycle, including by integrating, for all systems, the 

IP planning elements required by subpart 207.106 (S-70) of the Defense Federal Acquisition 

Regulation Supplement  for major weapon systems and subsystems thereof. The IP Strategy will 

be updated throughout the entire product life cycle, summarized in the Acquisition Strategy, and 

presented with the Life-Cycle Sustainment Plan during the Operations and Support Phase. 

Program management is also responsible for evaluating and implementing open systems 

architectures, where cost effective, and implementing a consistent IP Strategy. This approach 

integrates technical requirements with contracting mechanisms and legal considerations to 

support continuous availability of multiple competitive alternatives throughout the product life 

cycle.  IAW Table 2 of Interim DoDI 5000.02, November 25, 2013, an Intellectual Property 

Strategy is statutorily required for major weapons systems and regulatory required for other 

program types. From a practical standpoint, you can interpret the basis for requirement as being 

statutory for ACAT 1 programs and regulatory for all other ACAT programs. Bottom-line: ALL 

programs require an Intellectual Property Strategy summarized in the Acquisition Strategy and 

presented with the Life-Cycle Support Plan during the Operations and Support Phase. The 

approval authority is the MDA. For more detailed information you should refer to Continuous 

Learning Module 072, Data Management Strategy Development, available through the Defense 

Acquisition University website. 

 

 

 10 USC §2320 

 DoDI 5000.02, 2013, Encl 

2, Para 7d 

 DFARS, subpart 207.106 

(S-70) 

 Continuous Learning 

Module 072, Data 

Management Strategy 

Development, available 

through the Defense 

Acquisition University 
website. 
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Interface Design Description 

(IDD) / Interface Control 

Document  

 

Note: The NSEG does not 

use the acronym “ICD” for 

Interface Control Document 

since it is used for “Initial 

Capabilities Document”. 

The Interface Control Document depicts physical, functional, and performance interface 

characteristics of related or co-functioning items (CIs or components).  An Interface Control 

Document is prepared to: establish and maintain compatibility between items having a common 

boundary, coordinate and control interfaces between co-functioning systems through change 

control, and record and communicate design decisions to participating design activities. 

 

The IDD describes the interface characteristics of one or more systems, subsystems, Hardware 

Configuration Items, Computer Software Configuration Items, manual operations, or other 

system components. An IDD may also describe any number of interfaces. The IDD can be used 

to supplement the System/Subsystem Design Description or Software Design Description. The 

IDD and its companion Interface Requirements Specifications serve to communicate and control 

interface design decisions.   

 

The IRS specifies interface requirements; the IDD describes interface characteristics selected to 

meet those requirements. The IDD may reference the IRS to avoid repeating information. The 

IDD can be used to supplement the SSDD, SDD, or DBDD. 

 

  IDD DID (DI-IPSC-

81436A) 

 SSDD DID (DI-IPSC-

81432) 

 SDD DID (DI-IPSC-

81435) 

 ICD DID (DI-CMAN-

81248) 

 

Interface Requirements 

Specification 

The IRS specifies the requirements imposed on one or more systems, subsystems, Hardware 

Configuration Items, Computer Software Configuration Items, manual operations, or other 

system components to achieve one or more interfaces among these entities. An IRS can cover 

any number of interfaces. The IRS can be used to supplement the System/Subsystem 

Specification (SSS) (DI-IPSC-81431) and Software Requirements Specification (SRS) (DI-

IPSC-81433) as the basis for design and qualification testing of systems and Computer Software 

Configuration Items (CSCIs).  The IRS specifies interface requirements; the IDD describes 

interface characteristics selected to meet those requirements. 

 DoDI 5000.02, 

5d(4)(b)2(e) 

 IRS DID (DI-IPSC-
81434) 

Interoperability Certification 

& Evaluation Plan (ICEP) 

All programs of record, regardless of ACAT, require Interoperability and Supportability (I&S) 

of Information Technology (IT) and National Security Systems (NSS) certification.  Each 

system will have a single JITC POC to coordinate review of requirements documents, funding, 

planning, testing, and certification.  Interoperability requirements must be certified by the Joint 

Staff J-6.  The certification process applies to all systems: ACAT, Non-ACAT, and Fielded.  

 

The Marine Corps Tactical Systems Support Activity (MCTSSA) is designated as the 

Participating Test Unit Coordinator (PTUC) and as such is the single agency within the Marine 

Corps responsible for the conduct and coordination of joint procedural interoperability 

certification testing.  Certification testing is conducted at MCTSSA except when requirements 

for a system certification are the responsibility of another service or agency, or when security 

requirements exceed the capability of MCTSSA test facilities. 

 

All Marine Corps C4ISR systems, that implement procedural interfaces will be certified by the 

Joint Interoperability Test Command (JTIC) prior to Acquisition 

Milestone C. All systems – Acquisition Category (ACAT), non-ACAT, and fielded systems – 

must be evaluated and certified prior to (initial or updated) fielding, and periodically during their 

entire life – as a minimum, every four (4) years. 

 

 CJCSI 6212.01F 

 DoDI 4630.8 

 DoDD 4630.05 

 MCO 3090.2 

 MCSCO 3093.1 

 ACQuipedia - JITC 

Interoperability 

Certification Testing 
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Item Unique Identification 

(IUID) Plan 

To enhance life cycle management of assets in systems acquisition and sustainment, and to 

provide more accurate asset valuation, all PMs shall plan for and implement IUID to identify 

and track applicable major end items, configuration-controlled items, and Government furnished 

property. IUID planning and implementation shall be documented in an IUID Implementation 

Plan and summarized in the program’s SEP.  The PM is responsible for implementation of IUID 

and documents the items to be marked in the IUID Implementation Plan. The IUID 

Implementation Plan lists items to be marked, the priority and method of marking, and funding 

necessary to accomplish marking. 

 USD (AT&L) Memo of 

July 29, 2003 

 USD (AT&L) Memo of 

July 9, 2004 

 USD (AT&L) Memo of 

December 23, 2004 

 DoDI 5000.02 

 DoDI 8320.04 

 SECNAVINST 4440.34 

 MCO 4410.28 

 DAG, Section 4.3.18.14 

 DoD Guide to Uniquely 

Identifying Items, Ver. 

2.5, Sep 2012 

 DoD UID Web Site 

 IUID Implementation 

Plan Template, Nov 2005 

 IUID Implementation 

Plan Sample, Jun 2005 

 MCSC IUID Policy and 

Guidance 

Laser Safety Review Board 

(NLSRB) data package 

Equipment or systems with Class 3b, 4, or military exempt lasers require review and 

independent safety characterization by a NLSRB or group prior to testing or milestone reviews.  

A safety release (SR) is contingent upon an appropriate laser safety review.  The NLSRB 

provides support and expertise for Navy and Marine Corps Program offices.  See enclosure 4 of 

MCO 5104.1 for data package requirements. 

 

 

 

 MCO 5104.1  Laser Hazard Control 

Program (LHCP) 

Level of Repair Analysis 

(LORA) 

LORA is a prescribed procedure for defense logistics planning. LORA is performed to 

determine the best, most efficient location where an item can be repaired. 

LORA is an analytical methodology used to determine where an item will be replaced, repaired, 

or discarded based on cost considerations and operational readiness requirements. 

 

 

 

 DoDD 5000.01 

 DoDI 5000.02 

 SECNAVINST 5000.2 

 ACQuipedia Entry on 

LORA 

 DAG 5.2.1. 

Supportability Analysis 

Life Cycle Cost Estimate 

(LCCE) 

Cost estimates are required to be maintained current at practically every stage of the acquisition 

process to support decision making to include cost estimates that are used within the program 

office to support system trade-off analyses, such as evaluations of design changes or 

assessments of energy efficiency, reliability, maintainability, and other supportability 

considerations.  Life cycle cost estimates that support the acquisition system include 

affordability analyses, establishment of program cost goals for Acquisition Program Baselines, 

independent cost estimates, or estimates of budgetary resources.  

 

For a defense acquisition program, life cycle cost consists of research and development costs, 

investment costs, operating and support costs, and disposal costs over the entire life cycle. These 

costs include not only the direct costs of the acquisition program but also indirect costs that 

would be logically attributed to the program. In this way, all costs that are logically attributed to 

the program are included, regardless of funding source or management control. 

 

 

 

 DoD Directive 5000.04, 

Cost Analysis 

Improvement Group, Aug 

2006 

 DAG, Chapter 3.0 

 DoD 5000.4-M, Cost 

Analysis Guidance and 

Procedures, Dec 1992 
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Life-cycle Mission Data 

Plan (LMDP) (formerly 

Life Cycle Signature 

Support Plan(LCSSP)) 

Life-cycle mission data plans (LMDPs) must be established by the program office, or its 

predecessor organization, for each Intelligence Mission Data (IMD)-dependent acquisition 

program and effort beginning at Milestone A. Acquisition effort IMD dependency shall be 

identified in the plans.  DoD Directive 5250.01, “Management of Intelligence Mission Data 

(IMD) in DoD Acquisition,” establishes the requirement of the LMDP 

 

IMD is essential for building target models, developing algorithms, optimizing sensor design, 

and validating sensor functionality. Program Managers (PM) should account for IMD needs 

during system and sensor acquisition. The PM documents detailed IMD requirements in a 

LMDP (per DoDD 5250.01) and defines overall IMD support requirements and compliance with 

IMD standards in paragraph 9 of the Capability Development Document and Capability 

Production Document (per CJCSI 3312.01, “Joint Military Intelligence Requirements 

Certification”). Under CJCS Instruction 3312.01, the LMDP is used to assess the ability of the 

DoD intelligence community to support a program’s IMD requirements. 

 

 

 DoD Directive 5250.01, 

Jan 2013 

 ACC Information on 

LMDP 

Life Cycle Sustainment 

Plan (LCSP) 

The LCSP is a living document describing the approach and resources necessary to develop and 

integrate sustainment requirements into the system’s design, development, testing and 

evaluation, fielding and operations.  The LCSP is developed and included as a part of the 

Acquisition Strategy to document how the sustainment strategy is being implemented. The 

LCSP is an evolutionary document begun during the Materiel Solution Analysis Phase as a 

strategic framework for obtaining optimal sustainment at minimal LCC. It evolves into an 

execution plan for how sustainment is applied, measured, managed, assessed, and reported after 

system fielding. By Milestone C, it should contain details on how the program is fielding 

integrated logistic elements to meet readiness targets, sustain system performance capability 

threshold criteria, mitigating operating and support (O&S) costs, reducing the logistics footprint, 

and complying with environmental and other logistics related regulations. 

 

 DoDI 5000.02 

 SECNAVINST 5000.2 

 OUSD (AT&L) 

Memorandum, Document 

Streamlining - LCSP, Sep 

2011 

 DAG Chapter 5, Section 

5.1.2.2 

 LCSP Sample Outline, 

Aug 2011 

 ACQuipedia Entry 

LIVE FIRE TEST AND 

EVALUTION REPORT 

DoDI 5000.02 requires the Program Manager of a program designated for OSD T&E oversight 

to provide reports of results, conclusions, and recommendations from Developmental Test and 

Evaluation (DT&E), Operational Test and Evaluation, and Live Fire Test and Evaluation to 

Director, Operational Test and Evaluation and Under Secretary of Defense for Acquisition, 

Technology and Logistics (USD(AT&L)) (or as delegated/designated). For those reports 

supporting a decision point, the report should be submitted 45 days before the decision point. In 

addition, program managers will report the results of completed developmental testing to the 

milestone decision authority at Milestones/key decision points B and C. The report will identify 

the strengths and weaknesses in meeting the warfighters documented needs based on 

developmental evaluations. Although the program manager has the responsibility to report the 

DT&E results, the program manager has the option to have the DT&E Responsible Test 

Organization (RTO) provide the briefing of results. Regardless of who actually briefs the results, 

the content of the report is the impartial evaluation from the DT&E RTO of a system’s military 

utility and capabilities against warfighter requirements. 

 

 

 DoDI 5000.02 Table 2  
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Logistics Requirements and 

Funding Summary (LRFS) 

A required LCSP component is the LRFS, used to relate both program-specific and non-program 

(infrastructure) resource requirements to any and all aspects of LCSP execution.  The LCSP and 

LRFS target logistics support, sufficient to enable all systems key performance parameters 

(KPPs) and key system attributes (KSAs) to perform at threshold performance values.  The 

LRFS identifies the product support functions and sub-functions required to establish affordable 

and effective product support. It identifies support resource requirements and the funds available 

to meet those requirements. The summary displays requirements versus available funding for all 

Integrated Logistics Support elements and related disciplines, by fiscal year and appropriation, 

and is traceable to logistic support plan tasks and activities. 

 

 DoDD 5250.01 

 SECNAVINST 5000.2  

 NAVSO P-3692: 

Independent Logistics 

Assessment Handbook 

 

Maintenance Plans 

A maintenance plan evolves from the maintenance concept and shows maintenance 

requirements and resources needed to maintain a specific piece of equipment. Specifically, a 

maintenance plan describes how the maintenance concept will be implemented, prescribes 

actions for each significant maintenance task that will be required for the system/ equipment 

during its life cycle, explains technical requirements (where and how maintenance will be 

performed), incorporates detailed support concepts and resource requirements, lists the 

significant consumable items, and lists for each repairable item the supply, maintenance, and 

recoverability requirements/sources. 

 

See also Support Equipment (SE) Maintenance Plan. 

 

  ACQuipedia Entry on 

Maintenance Plans 

MANPOWER ESTIMATE 

REPORT 

 

A document describing the number and mix of military, DoD, and civilian suppliers required by 

the system throughout the life cycle during peace and war-time.  The Manpower Estimate is an 

estimate of the total number of military, civilian, and supplier personnel required to operate, 

maintain, support, and provide training for a defense system when fully deployed. The 

manpower estimate is required by Title 10 USC for major defense acquisition programs. 

 

 

 

 

 10 USC §2434 

 10 USC 235 

 DoDI 5000.02 

 OPNAVINST 1000.16K, 

Section 302 

 SECNAVINST 5000.2 

 MCO 5311.1 

 MARADMIN 431/13 

 

Manufacturing Plan 

The Manufacturing Plan documents methods by which design is to be built. This plan contains 

the sequence and schedule of events at developer and sub-developer levels that define use of 

materials, fabrication flow, test equipment, tools, facilities, and personnel. It also reflects 

consideration and incorporation of manufacturing requirements in the design process, and it 

includes identification and assessment of design facilities.   

 

Manufacturing planning occurs prior to PDR.  Manufacturing readiness maturity is evaluated 

against criteria expected to be achieved at specific points during the acquisition cycle.  The 

process for conducting the evaluations is typically called Manufacturing Readiness Assessments.  

The criteria often used to define the level of manufacturing maturity are Manufacturing 

Readiness Levels (MRLs).  A successful PDR will identify manufacturing risks. The 

Manufacturing Plan is typically produced after the Allocated Baseline is approved at PDR. 

 

 

 DoDI 5000.02, Encl. 3, 

Para 10 

 Manufacturing Readiness 

Level (MRL) Desk book  
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Software - Measurement Plan 

Defines the requirements for the reporting of software measures across the entire Program 

(including subcontractors and suppliers), defines and describes the required software measures, 

defines and describes the uses of the software measures for reporting and analysis, and defines 

the roles and responsibilities associated with execution of the Plan. These responsibilities 

include tracking and oversight activities. The Plan elaborates the details of the software metrics 

requirements as called out by the Software Development Plan.  This Artifact includes coverage, 

as a minimum, of the four core SW metrics mandated by ASN RDA policy. 

  Guidebook for 

Acquisition of Naval 

Software Intensive 
Systems 

Operational Test Readiness  

Certification  

The Commander, Operational Test and Evaluation Force (COMOPTEVFOR) and Director, 

Marine Corps Operational Test and Evaluation Activity (Director, MCOTEA) are responsible 

for independent OT&E of assigned Navy and the Marine Corps acquisition programs that 

require OT&E. Aviation programs sponsored by CNO undergo independent OT&E by 

COMOPTEVFOR. 

 

The SYSCOM Commander/PEO/DRPM shall evaluate and make a determination that a system 

is ready for OT&E (normally 30 days prior to OT&E). 

 SECNAVINST 5000.2 

 

 USMC IT&E Guidebook 

MCSC Appendix 

 OTRC Checklist 

Packaging, Handling, Storage 

and Transportation (PHS&T) 

Plan 

The PM in coordination with his lead logistician is required to develop a PHS&T plan, that may 

be a part of the LCSP, for programs that produce products that will undergo any PHS&T process 

during their operations or support lifecycle. PHS&T is the combination of resources, processes, 

procedures, design, considerations, and methods to ensure that all system equipment and support 

items are preserved, packaged, handled, and transported properly, including environmental 

considerations, and equipment preservation for short or long term storage, and transportability. 

 DoD 4140.1-R  ACQuipedia Entry on 

PHS&T 

 DoD Integrated Product 

Support Element 

Guidebook - Chapter 6 

 Guidance and CDRLs 

 DI-PACK-80455 

Parts Management Plan 

The plan shall detail the supplier’s parts management program.  It shall include provisions for 

optimizing part reliability and standardization through all phases of the system, subsystem or 

equipment life cycle.  In addition, it shall include the areas or subjects as identified in MIL-

STD-3018, Parts Management, Requirement 5.1 (parts management elements). 

 MIL-STD-3018  DI-SDMP-81748 Parts 

Management Plan DID 

Product Drawings and 

Associated Lists 

For the purpose of determining readiness for CDR, the percentage of engineering drawings 

actually approved for production manufacturing is often specified.  This number is frequently 

75% of all drawings. 

 

Exit questions for the CDR often include these related criteria:  

- Have the critical manufacturing processes that affect the key characteristics been identified and 

their capability to meet design tolerances determined?  

- Have process control plans been developed for critical manufacturing processes?  

- Have manufacturing processes been demonstrated in a production representative environment?  

 

From the perspective of creating engineering drawings, the preferred standard for Engineering 

Drawing Practices is ASME Y14.100M.   

 

The contractual application of MIL-STD-100 is permissible provided one or both of the 

following conditions exist: it is required and fully justifiable that a DoD activity be the design 

activity; and the applicable end item requires Government logistics support. 

  The Manufacturing 

Readiness Level (MRL) 

Desk book  

 ASME Y14.100M 

 MIL-STD-100G 
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Production Planning 

The Manufacturing Plan documents methods by which design is to be built. This plan contains 

the sequence and schedule of events at developer and sub-developer levels that define use of 

materials, fabrication flow, test equipment, tools, facilities, and personnel. It also reflects 

consideration and incorporation of manufacturing requirements in the design process, and it 

includes identification and assessment of design facilities. 

  DAG 4.2.15 

Program Protection 

Implementation Plan (PPIP) 

A PPIP is the prime supplier’s plan to implement the PPP.  The principle purpose is to provide a 

method to ensure effective and efficient protection of essential program information, 

technologies and systems regardless of their location. The PPIP is the principle communications 

means for validation and approval by the DoD or Component Program Manager of the specific 

methods used by the supplier to (1) identify the means chosen to implement the PPP at supplier 

controlled locations and (2) provide protection inputs to the system acquisition process.  The 

PPP is to help programs ensure that they adequately protect their technology, components, and 

information.  This includes information that alone might not be damaging and might be 

unclassified, but that in combination with other information could allow an adversary to clone, 

counter, or defeat warfighting capability. 

 DoDI 5000.02, Para. 13  Program Protection Plan 

Outline and Guidance 

 DI-ADMN-81306 

PROGRAM 

PROTECTION PLAN 

(PPP) 

 

A risk-based, comprehensive, living plan to protect Critical Program Information (CPI) that is 

associated with an RDA program. The PPP is used to develop tailored protection guidance for 

dissemination and implementation throughout the program for which it is created. The layering 

and integration of the selected protection requirements documented in a PPP provide for the 

integration and synchronization of CPI protection activities throughout the Department of 

Defense. The following are considered key elements of a PPP, often provided as annexes or 

attachments to the PPP, and are tailored to meet the requirements of an RDA program: 

(1) Technology and Project Description or System and Program Description with an emphasis 

on what is unique as the foundation for identifying CPI; (2) List of CPI to be protected in the 

program (this generally describes classified CPI in an unclassified manner and is not suitable for 

horizontal protection analysis or the preparation of a CI Assessment); (3) Threats to CPI,  (a) 

Foreign threat,  (b) A summary of the Counterintelligence assessment (the principal report is an 

attachment); (4) Vulnerabilities of CPI to identified threats; (5) Countermeasures, (a) Security 

countermeasures (all disciplines, as appropriate),  (b) Counterintelligence Support Plan,  (c) 

Anti-tamper annex,  (d) OPSEC plan,  (e) System assurance,  (f) Other countermeasures 

(unspecified); (6) Technology Assessment/ Control Plan; (7) Classification guides; (8) 

Protection costs; (9) Follow-on Support. [The titles of these key elements, when listed separately 

in this SE Products List  to enable separate timing, will be prefixed with “Program Protection” to 

indicate their relationship to the PPP.] 

The PPP is the program manager’s (PM’s) single source document used to coordinate and 

integrate all protection efforts designed to deny access to Critical Program Information (CPI) to 

anyone not authorized or not having a need-to-know and prevent inadvertent disclosure of 

leading edge technology to foreign interests.  If there is to be foreign involvement in any aspect 

of the program, or foreign access to the system or its related information, the PPP will contain 

provisions to deny inadvertent or unauthorized access.  

The PM establishes and approves the PPP for an acquisition program as soon as practicable after 

validation of the Initial Capabilities Document and the determination that CPI exists.  The PPP 

includes STATUTORY and Regulatory information. 

 Title 10 USC §2224 - Pub. 

L. 112–239, div. A, title 

IX, §933 

 DoDI 5000.02, Encl. 3, 

Para 13. 

 DoDI 5200.39 

 DoDI 5200.44 

 Program Protection Plan 

Outline and Guidance 

 MIL-HDBK-1785 

 MCSC PPP Letter of 

Instruction 

 DoD Acquisition security 

Database MCSC  Letter 
of Instruction 
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Program Protection - Anti 

Tamper Plan 

Not all programs will require an Anti-Tamper plan. If an Anti-Tamper Plan is required, use the 

template developed by the Executive Agent for Anti-Tamper (USAF). 

Policy documentation for DoD AT can be obtained at the DoD AT Website (www.at.dod.mil). 

Registration is required for access to this website. The SYSCOM AT TWH in DC SIAT should 

be used as a sponsor. 

 

Anti-Tamper (AT) encompasses the systems engineering activities intended to prevent and/or 

delay exploitation of critical technologies in U.S. weapon systems. These activities involve the 

entire life-cycle of systems acquisition, including research, design, development, 

implementation, and testing of AT measures.  Properly employed, AT will add longevity to a 

critical technology by deterring efforts to reverse-engineer, exploit, or develop countermeasures 

against a system or system component.   AT is not intended to completely defeat such hostile 

attempts, but it should discourage exploitation or reverse-engineering or make such efforts so 

time-consuming, difficult, and expensive that even if successful, a critical technology will have 

been replaced by its next-generation version. 

 DoDI 5200.39 

 SECNAVINST 5000.2E, 

2.8 

 DAG, Section 13.7.1 

 DoD Anti-Tamper 

Website 

 DoD Acquisition security 

Database MCSC  Letter 

of Instruction 

 Program Protection Plan 

Outline and Guidance, 

Appendix D 

 Anti-tamper plan 

template 

 DON Anti-Tamper Desk 

Reference (by request) 

 MCSC ANTI-TAMPER 

(AT) LETTER OF 

INSTRUCTION (LOI) 

 MARCORSYSCOM 

Anti-Tamper Process 

 AT FAQ 

Program Protection - 

Counterintelligence Support 

Plan (CISP) 

 

The CISP is a formal plan that outlines and describes the Counterintelligence support to be 

provided to research and development facilities, Research Development and Acquisition (RDA) 

programs with Critical Program Information (CPI), and CPI resident at cleared Defense supplier 

facilities. At a minimum, the CISP is signed by the senior CI person representing the 

implementing Defense CI Component.  The CISP may be appended to a PPP or made available 

for review by an MDA when requested and is classified in accordance with DoDI S-5240.08 and 

the cognizant program security classification guide. 

 DoDI O-5240.24 

(controlled) 

 Program Protection Plan 

Outline and Guidance 

Program Protection - Critical 

Program Information (CPI) 

Assessment 

Per DoDI 5200.39, Systems should be assessed for CPI and all DoD Acquisition Programs must 

identify whether CPI exists in a program, and contact the local Research and Technology 

Protection Office for assistance, documentation templates, and training.  Identified CPI is 

documented in the PPP or as a classified annex, prior to MS A, or the earliest program milestone 

review, and updated at Gates 3 and 4, PDR and CDR, and for incremental developments and 

upgrades. CPI constitutes elements or components of a program that, if compromised, could 

cause significant degradation in mission effectiveness; shorten the expected combat-effective life 

of the system; reduce technological advantage; significantly alter program direction; or enable an 

adversary to defeat, counter, copy, or reverse engineer the technology or capability. It includes 

information about applications, capabilities, processes, and end-items; elements or components 

critical to a military system or network mission effectiveness; and technology that would reduce 

the US technological advantage if it came under foreign control.  

Critical Technologies (CT) are a subset of CPI that specifically resides within a weapon system 

or its support equipment, and therefore, must be considered for protection by Anti-Tamper 

technology to delay or prevent reverse engineering. Critical Technologies can be found in: 

System hardware, embedded software, application software, and data. 

 DoDI 5200.39  Program Protection Plan 

Outline and Guidance 

 DON Anti-Tamper Desk 

Reference 
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Program Protection - 

Criticality Analysis 

Criticality analysis is the identification of those system functions and subsystems that, if 

compromised could decrease or eliminate the mission effectiveness of the system or enable 

countermeasures to be developed on a more rapid schedule. The end-to-end system must be 

considered, including items such as mission packages, government furnished components, and 

interdependent systems that may be outside a program manager’s control. The critical functions 

and subsystems identified will guide the identification of related Critical Program Information 

requiring protection.   CPI and mission critical functions and components must be identified by a 

multi-disciplined group. Criticality analysis should be led by systems engineers and 

mission/operator representatives. CPI identification should be led by technology protection and 

security specialists. Information regarding these components and/or technologies must be 

considered for protection. Criticality analysis updates should be tied to Systems Engineering 

Technical Reviews. 

 

 

 DoDI 5000.02, Encl. 3, 

Para 13.b. 

 DoDI 5200.39 

 DoDI 5200.44 

 Program Protection Plan 

Outline and Guidance 

 DON Anti-Tamper Desk 

Reference 

Program Protection - 

Horizontal Protection 

Program Managers shall submit their AT Plans to the ASDB for plan concurrence. 

 

The Acquisition Security Database (ASDB) is a DoD database established per  OUSD (AT&L) 

Memorandum dated July 22, 2010 entitled “Horizontal Protection of DoD Critical Program 

Information.” It is a classified database which includes an AT Plan Workflow process. The 

ASDB should be utilized to identify CPI common with similar systems, and the level of 

protection already applied to those items per horizontal protection requirements listed in the 

DoD Manual 5200.1-M Section C2.8.2. The ASDB is hosted on the Secure Internet Protocol 

Router Network (SIPRNet); an account can be obtained at https://asdb.strikenet.navy.smil.mil. 

 

 

 DoDI 5200.39 

 OUSD (AT&L) 

Memorandum dated July 

22, 2010 

 Program Protection Plan 

Outline and Guidance 

 DoD Manual 5200.1-M 
Section C2.8.2. 

PROGRAM 

PROTECTION - 

CYBERSECURITY 

STRATEGY  

The Acquisition Cybersecurity Strategy documents the plan for implementing Cybersecurity 

specifically on the system being acquired.  Cybersecurity countermeasures planning should 

account for the system being acquired, but also any support information systems that may 

contain or host Critical Program Information (CPI) and critical functions and components.  

Cybersecurity controls can also be applied to protect CPI and critical functions and components 

as they are handled/transmitted across supplier or partner systems.  For example, supplier 

development environments may host CPI and should be evaluated for protection.  All 

acquisitions of systems containing IT, including NSS, will have a Cybersecurity Strategy 

beginning at MS A. At MSA, it is possible that not all Program Protection information will be 

available.  At minimum, a Milestone A PPP should include an initial criticality analysis, 

candidate CPI, potential countermeasures, and the Cybersecurity Strategy. The Milestone B PPP 

should be a comprehensive document. The approved Cybersecurity Strategy will be an appendix 

to the Program Protection Plan.  The PM will submit the Cybersecurity Strategy to the cognizant 

DoD Component CIO for review and approval prior to milestone decisions or contract awards.  

For ACAT ID, IAM, and IAC programs, the DoD CIO will review and approve the 

Cybersecurity Strategy prior to milestone decisions or contract awards.  CIOs will document the 

results of all reviews.  If contract award is authorized as part of an acquisition milestone 

decision, a separate review of the Cybersecurity Strategy prior to contract award is not required. 

   

 40 USC §11312(b)(1) 

 PL 106-398 §811 

(b)(2)(B)(iii) as codified in 

Title 10 USC §2223 

 DoDI 5000.02, Encl. 3, 

Para 13.b. 

 DoDI 8500.01 

 DoDI 5200.44 

 Program Protection Plan 
Outline and Guidance 
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Program Protection - 

Security Classification 

Guide (SCG) 

Classification management procedures call for the timely issuance of comprehensive guidance, 

in a Security Classification Guide, regarding classification of information concerning any 

system, plan, program, project, or mission under the jurisdiction of the Commander 

MARCORSYSCOM, the unauthorized disclosure of which reasonably could be expected to 

cause damage to national security. Precise classification guidance is prerequisite to effective and 

efficient information security and assures that security resources are expended to protect only 

that which truly warrants protection in the interests of national security. Executive Order 13526 

and its implementing guidance, CFR, Title 32, Part 2001.15, provide general requirements and 

standards concerning the issuance of security classification guides while DoD Manual 5200.01 

provides DoD guidance on development, promulgation, distribution, maintenance, and 

cancellation of security classification guides. 

 

Information is classified, in accordance with guidance listed in  the Requiring Policy column, to 

provide an appropriate level of protection. Therefore, it is essential that a classification guide 

identify the specific items of information and the levels of protection required, as well as the 

time periods for which protection must be provided.   

 

Required before TD, EMD, and P&D Acquisition Phases if the program contains classified 

information or controlled unclassified information, a  classification guide will be prepared in 

accordance with the guidance of DoD Manual 5200.45 and issued as early as practical in the life 

cycle of the classified system, plan, program, project, or mission. The requirements of DoD 

Manual 5200.01  regarding classification, declassification, downgrading, marking, and security 

classification guides should be reviewed and understood in preparation for writing a security 

classification guide. 

 

 

 

 

 

 

 Section 2.2 of Executive 

Order (E.O.) 13526 

 CFR, Title 32, §2001.15    

 DoD Manual 5200.01 

 MCSCO 5513.1 

 DoDI 5200.01 

 Program Protection Plan 

Outline and Guidance 

 DoD Manual 5200.45 

 MCSC SCG Format 

 DoD 5200.01, Vol. 1, 

Encl 6 

 DoD 5200.1-H 

 DAG Chapters 4, 11 and 

13 

Reliability, Availability, 

Maintainability, and Cost 

Rationale (RAM-C) Report  

(Should be attached or linked 

to the SEP) 

A RAM-C Report documents the rationale behind the development of the sustainment 

requirements along with underlying assumptions.  The lead DoD Component and the PM, or 

equivalent, shall prepare a preliminary Reliability, Availability, Maintainability, and Cost 

Rationale Report in accordance with the Department of Defense Reliability, Availability, 

Maintainability, and Cost Rationale Report Manual in support of the Milestone (MS) A decision. 

This report provides a quantitative basis for reliability requirements and improves cost estimates 

and program planning. The report shall be attached to the Systems Engineering Plan (SEP) at 

MS A and updated in support of MS B and C. 

 

 

 

 

 

 

 DoDI 5000.02, Encl. 3, 

Para 12.b. 

 DoD RAM and Cost 
Rationale Report Manual 
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Reliability and 

Maintainability (R&M) Block 

Diagrams and Math Models; 

Diagnostics Allocation and 

Prediction Reports ; and 

Reliability Growth 

Verification Results 

The purpose of R&M engineering (Maintainability includes Built-In-Test (BIT)) is to influence 

system design in order to increase mission capability and availability, and decrease logistics 

burden and cost over a system’s life cycle.  R, M, and BIT block diagrams and math models are 

prepared to reflect the equipment/system configuration from an R, M and BIT perspective 

(reflecting series and redundant elements) to make meaningful R, M, and BIT allocations and 

predictions possible. 

 DoDI 5000.02 

 SECNAVINST 5000.2 

 ASN(RDA Memo RAM 

Policy 

 MIL-HDBK-338B 

Electronic Reliability 

Design Handbook 

 MIL-HDBK-470 

Designing and 

Developing Maintainable 

Products and Systems 

 DAG 4.3.18.19. 

Reliability and 

Maintainability 

Engineering 

 DoD Guide For 

Achieving RAM 

 MIL-HDBK-217 

Reliability Prediction of 

Electronic Equipment 

 MIL-HDBK-472 

Maintainability 

Prediction 

 GEIA_STD_0009 

Reliability Language for 
DoD Contracts 

Reliability Centered 

Maintenance (RCM) Analysis 

RCM analysis is the process used to determine the maintenance requirements for new and in-

service equipment or systems. The RCM analysis process is focused on preventing equipment 

failures that occur when the equipment is in use in its normal operating environment.  The 

references provided are for the RCM analysis. The RCM analysis does not have its own plan, 

but should be included as part of the SEP or LCSP. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 DoD 4151.22  MIL-STD-3034 

 MIL-HDBK-502A, 

Product Support Analysis 

Handbook 

 DAG, Section 5.4.2.5.1 

 ACQuipedia Entry on 
RCM 
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Reliability Program Plan 

Program Managers (PMs) shall formulate a comprehensive reliability and maintainability 

(R&M) program using an appropriate reliability growth strategy to improve R&M performance 

until R&M requirements are satisfied. The program will consist of engineering activities 

including: R&M allocations, block diagrams and predictions; failure definitions and scoring 

criteria; failure mode, effects and criticality analysis; maintainability and built-in test 

demonstrations; reliability growth testing at the system and subsystem level; and a failure 

reporting and corrective action system maintained through design, development, production, and 

sustainment. The R&M program is an integral part of the systems engineering process. 

The Reliability Program Plan shall identify the Reliability, Maintainability, and Availability 

(RM&A) tasks to be performed, and describe how the RM&A tasks will be implemented and 

controlled.  The RM&A Program Planning shall identify scheduling of RM&A tasks relative to 

project events.  The planning effort shall identify the activities that ensure RM&A functions are 

an integral part of design and development processes and that RM&A functions interact 

effectively with other project disciplines, including systems engineering, hardware, software, 

logistics, safety, design, and mission assurance.  The planning effort shall also identify how 

reliability/maintainability assessments will be integrated with the design process and other 

assurance practices to maximize the probability of meeting mission success criteria. 

 

 DoDI 5000.02, Encl. 3, 

Para 12.a. 

 DoD Guide for Achieving 

Reliability, Availability, 

and Maintainability 

 R&M Planning Checklist, 

Aug 2008 

 DI-SESS-81613 

Request for Proposal (RFP) 

A solicitation used in negotiated acquisition to communicate government requirements to 

prospective supplier and to solicit proposals. 

 

RFPs are issued as necessary; they include specifications and statement of work. The system 

engineer is responsible for a majority of inputs to the SOW. 

 

See also DFARS subpart 201.170 for the requirement for peer reviews. 

 DoDI 5000.02 

 FAR Subpart 15.2 

 DFARS subpart 201.170 

 SECNAVINST 5000.2 

 ACC Article on RFP 

 IMDP RFP Release Page 

Requirements Traceability 

Matrix (RTM) 

A Requirements Traceability Matrix maps requirements vertically from system to subsystems, 

configuration items, and functional areas, spec to spec (multiple tiers), spec to design, design to 

test, and return. Horizontal traceability should represent dependencies between components 

across interfaces. The Requirements Traceability Matrix could be in the form of DOORS reports 

or Excel spreadsheets depending on the program and its complexity. 

 MAG Enclosure (L)  DAG 4.3.5 

Requirements Management 

Plan (REQMP) 

Requirements Management provides traceability back to user-defined capabilities as 

documented through either the Joint Capabilities Integration and Development System or other 

user-defined source, and to other sources of requirements. Requirements traceability is one 

function of requirements management. As the systems engineering process proceeds, 

requirements are developed to increasing lower levels of the design. Requirements traceability is 

conducted throughout the system life cycle and confirmed at each technical review. Traceability 

between requirements documents and other related technical planning documents, such as the 

Test and Evaluation Master Plan, should be maintained through a relational data base, 

numbering standards, or other methods that show relationships. A good requirements 

management system should allow for traceability from the lowest level component all the way 

back to the user capability document or other source document from which it was derived.  The 

REQMP should coordinate with the Configuration Management Plan to direct the processes to 

maintain the traceability of all requirements from capabilities needs through design and test, 

document all changes to those requirements, and record the rationale for those changes.   

  DAG 4.3.5 
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Risk Management Plan 

(RMP) 

Consistent with the size and complexity of the program, Senior Officials or their designees shall 

consider an assessment of current and potential technical, cost, schedule, and performance risks 

and the plan for mitigating or retiring those risks.  The RMP provides a plan for identification, 

assessment, mitigation, and tracking of risks (e.g., issues, problems, undefined concerns).  Risks 

are identified and characterized by a clear and concise title, risk description, risk score, 

responsible risk manager(s), and risk impacts/dependencies as well as strategies to address the 

identified risks. Additional tracking tools include risk cubes (Likelihood vs. Consequence) and 

risk mitigation plans (tasks vs. time) in the form of burn down charts. Mitigation plans identify 

required steps to be taken to reduce the risk from Red/Yellow (unacceptable range) to Green 

(acceptable range). 

 

 DoDI 5000.02 

 MCSCO 5000.3 

 Risk Management Guide 

for DoD Acquisition, 

Sixth Edition, Version 

1.0, Aug. 2006 

 DAG 4.3.6 

Software Acquisition 

Management Plan (SAMP) 

A living document reflecting the processes in use for software acquisition management 

throughout development. This document is organized into sections that address different areas of 

software acquisition management.  Sections include: scope of the document; documents that are 

referenced in this SAMP; general software acquisition planning guidelines; description of 

software supplier selection; software acquisition management tasks; software product 

acceptance, qualification, and associated issues;  software release; software use; software 

transition and maintenance; software quality assurance (SQA); software configuration 

management (CM); and acronyms, definitions, along with other useful information, as needed. 

 

 See Appx. E for 

Department of the Navy 

Policy for Acquisition of 

Naval Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.1 Acquisition 
Plan 

Software Architecture 

Description (SAD) 

 

A Contract Data Requirements List (CDRL) item that describes Software Architecture in 

relation to the System Mission. The SAD provides architectural views to show the software 

architecture achieves all of the specified quality attribute requirements.  Provides a complete 

packet of information for each view, which includes: a primary graphical presentation; an 

element catalog that explains the elements and relations in the primary presentation; a 

variability/options guide that describes points in the architecture that can change across versions, 

can be reconfigured or simply are not defined yet; rationale for non-obvious design decisions or 

decisions that are the source of questions, are critical, or have a widespread effect; relevant 

constraints, rejected alternatives, ramifications of the decision, and evidence that the decision 

was the correct one; and analyses results of the architecture. The SAD also captures cross-view 

information, which includes a system overview (with a context diagram) and a mapping between 

views (e.g. using a table to show how the elements of one view correspond to elements of 

another view). Open architecture standard requirements conflicts are documented, including 

proposed resolutions.  If approved, include when, where, and how Government approval of the 

resolution was achieved.  

 
(NOTE:  The information in the SAD is also documented in the Software Design Description (SDD).  

Although the content is described in (the outdated) IEEE/EIA 12207.1-1997 referenced in the SIS Guidebook 
there is no DID in ASSIST for the SAD.  There is a comprehensive DID for the SDD. The SAD should not be 

ordered concurrent with the SDD as they have common content. The SAD may be ordered prior to NIR/CDR 

followed by the SDD for NIR/CDR. A more efficient approach may be to tailor the SDD content by 
paragraph number per DID in the DD-1423 as appropriate for SRR, PDR, and CDR maturities.) 

 

 

 See Appx. E for 

Department of the Navy 

Policy for Acquisition of 

Naval Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.12 Software 

Architecture Description 

 DI-IPSC-81435 
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Software Build Plan (part of 

the SDP) 

Covers the development process and identifies each software build with its associated content 

(e.g. list of capabilities and partial capabilities) along with the build assignments (where they 

will be used); and resources that includes the responsible organization(s) and the schedule, 

which maps out the planned need dates with respect to the various program-specific 

development activities (e.g. software integration and test (I&T), systems I&T, and platform 

I&T).  Plan may include: introduction stating the purpose and scope; applicable documents for 

compliance and guidance. 

 

 

 

 

 See 9.4 of the Department 

of the Navy Policy for 

Acquisition of Naval 

Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.5 

Development Process 

Plan 

Software - Core software 

metric - Cost/Schedule 

It is highly recommended that EVM techniques be used for all software development projects. 

The benefits of software cost and schedule tracking using Earned Value Management and 

associated metrics that support it are real and widely acknowledged. EVM can be applied 

equally to any program, large or small. It provides clear and objective insight into the value 

produced within a prescribed time and cost constraint.  Consistent application of EVM in the 

software development project(s) will allow the program manager to identify the performance of 

the software development team and thereby forecast future cost and schedule.  Ultimately the 

purpose of the EVM approach is to measure key performance indicators of the software 

development process in order to understand and control it. EVM will not guarantee software 

project success or fix latent problems, it will however identify project status and accurately 

predict future performance and outcomes. 

 

 

 

 App. E of the DON Policy 

for Acquisition of Naval 

Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 See 2.2.2 of the DON 

Policy for Acquisition of 

Naval Software Intensive 
Systems 

Software - Core software 

metric - Organization 

The Software Organization metric is a risk metric based on personnel resources. Personnel 

measures characterize the amount of effort that is planned versus the amount that is expended by 

defined products or activities. These measures characterize the number of personnel assigned to 

a program, the experience and training levels of individuals, and the turnover rate (the rate at 

which individuals are removed or added to a program). These measures can be used to analyze 

the allocation of labor and to assess the adequacy of effort planned. Due to the labor-intensive 

process of a software project, personnel measures are especially critical. 

 

 

 

 App. E of the DON Policy 

for Acquisition of Naval 

Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 See 2.2.4 of the DON 

Policy for Acquisition of 

Naval Software Intensive 
Systems 

Software  - Core software 

metric - Quality 

Quality is the degree to which a product or service meets the expectations of a customer. This 

definition can be interpreted more than one way when it is applied to a DON acquisition 

program with a significant software component. Quality metrics are both risk and performance 

related. Tracking quality metrics can be helpful in revealing the realization of known risks. For 

instance, increasing scope can be measured by the number of requirement change requests, or 

the number of software defects can be measured by the number of software trouble reports. 

 

 

 

 App. E of the DON Policy 

for Acquisition of Naval 

Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 See 2.2.3 of the DON 

Policy for Acquisition of 

Naval Software Intensive 
Systems 
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Software  - Core software 

metric - Size/Stability 

Software Size/Stability is a performance metric that covers both software development 

(primarily new code) and software integration (developed and/or reused/Commercial Off-The-

Shelf (COTS) software). Software size is an aspect of the metric that must be baselined with 

initial measures, followed by continuing and consistent measures of size. Software stability is an 

aspect of the metric that compares subsequent measures of size to the baseline measures. 

 

 

 

 

 

 

 App. E of the DON Policy 

for Acquisition of Naval 

Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 See 2.2.1 of the DON 

Policy for Acquisition of 

Naval Software Intensive 
Systems 

Software Design Description 

(SDD) 

Describes the design of a software configuration item, software design decisions, the 

architectural design, and detailed design (e.g. lowest level Computer Software Units and 

Packages). Includes a matrix that shows where requirements from the corresponding SRS are 

designed into the software code.  Content Includes: 

 

    a) Generic description information; 

    b) Description of how the software item satisfies the software requirements, including 

algorithms and data structures; 

    c) Safety-critical items should be clearly identified for traceability. 

    d) Software item input/output description; 

    f) Static relationships of software units; 

    e) Concept of execution, including data flow and control flow; 

    g)  Requirements traceability: 

        1) Software component-level requirements traceability, 

        2) Software unit-level requirements traceability; 

    h) Rationale for software item design; 

    i) Reuse element identification. 

 

The SDD is used as the basis for implementing software.  It provides the acquirer visibility into 

the design and provides information needed for software support.  SDDs may be supplemented 

by Interface Design Descriptions (IDDs).  For security-critical software items, the SDD 

describes the partitioning, isolation, and design of high-robustness functions. 

 

(NOTE: The SDD should not be ordered concurrent with the SAD as they have common content.  

SAD may be ordered prior to NIR/CDR followed by the SDD for NIR/CDR. A more efficient 

approach may be to tailor the SDD DID prescribed content in the DD-1423 (CDRL) as 

appropriate for SRR, PDR and CDR maturity.) 

 

 

 

 

 

 

 App. E of the DON Policy 

for Acquisition of Naval 

Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.16 SDD 

 DI-IPSC-81435 
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Software Development Plan 

(SDP) 

Describes developer’s plans for conducting a software development effort. The term “software 

development”  is meant to include new development, modification, reuse, reengineering, 

maintenance, and all other activities resulting in software and/or firmware products. Provides the 

Government insight into, and a tool for monitoring, the processes to be followed for software 

development, the methods to be used, the approach to be followed for each activity, and project 

schedules, organization, and resources.  Defines the Supplier’s life cycle model and the 

processes used; includes primary, supporting and organizational processes.  The SDP shall 

reference appropriate Plans or Procedures.  The level of detail shall be sufficient to define all 

software development processes, activities and tasks to be conducted. Includes specific 

standards, methods, tools, actions, strategies, and responsibilities associated with development 

and qualification of all requirements, including safety and security.  The SDP shall include a 

detailed software development schedule. Should include the coding programming standards,  the 

user interface guide, safety programming guides as appendixes. 

 

The SDP is submitted initially as a part of the offer’s proposal, and after award is submitted to 

the Government for approval to serve as the command media for software development. 

 

 

 

 

 

 

 

 P. L. 107-314, div. A, title 

VIII, §804, Dec. 2, 2002, 

116 Stat. 2604 

Improvement of Software 

Acquisition Processes 

 ASN(RD&A) memo: 

Software 

 Process Improvement 

Initiative (SPII) Contract 

Language, 17 November 

2006 

 ASN(RD&A) memo: SPII 

Guidance for use of SPI 

Contract Language, 13 

July 2007 

 App. E of the DON Policy 

for Acquisition of Naval 

Software Intensive 

Systems 

 ASN(RD&A) Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems, Sep. 2008, 

Appendix L. 

 CMMI® for 

Development: Guidelines 

for Process Integration 

and Product Improvement 

(3rd 

 Edition), Ver. 1.3, 

Addison Wesley SEI 

Series, 2011 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.5, 6.8, 6.9, 

6.11 ,6.14 

 DI-IPSC-81427A 

Software Integration Plan 

A volume within the Software Development Plan (SDP) that documents how the software will 

be integrated.  May be embedded in smaller SDPs. Contains details regarding how the software 

will be built up over time to reach full capability in consonance with the target hardware. 

Captures the evolution of software component to software component integration,  CSCI to 

CSCI integration, and CSCI to HWCI integration. Includes an integration schedule with 

milestones and dependencies. Specifies the staffing and facility resources needed to successfully 

execute the Plan. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 See App. E for DON 

Policy for Acquisition of 

Naval Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 
12207.1) 6.18 SIP 



SIAT-HDBK-001 

06 AUG 2014 

 Q-38  

Document / Subject 

STATUTORY (Bold Caps) 

Regulatory (Bold Mixed 

Case) 

Description Requiring Policy Guidance 

Software Interface Design 

Description (SIDD) 

A CDRL used for software acquisition that captures key interface design considerations.  The 

SIDD Describes the software interface characteristics pertaining to one or more system, 

subsystem, hardware item, software item, or other system component. Safety-critical items shall 

be clearly identified for traceability. Content includes: 

    a) Generic description information; 

    b) External interface identification; 

    c) Software component identification; 

    d) Software unit identification; 

    e) External-software item interface definition (e.g., source language, diagrams); 

    f) Software item-software item interface definition (e.g., source language, diagrams); 

   g) Software component-software component interface definition (e.g., source language, 

diagrams).  

 

(NOTE:  Although called out in Section 7.8 of the Naval SIS Guidebook, there is no unique 

SIDD DID in ASSIST, but the SIDD is listed in the outdated IEEE 12207.1-1977 the SIS 

Guidebook refers to.  The SIDD uses the common hardware/software interface DID, DI-IPSC-

81436, Interface Design Description (IDD).  The SIDD should not be ordered concurrent with 

the SDD as they have common content. The SIDD may be ordered prior to NIR/CDR followed 

by the SDD for NIR/CDR. A more efficient approach may be to tailor the SDD content by 

paragraph number per DID in the DD-1423 as appropriate for SRR, PDR, and CDR maturities.   

 

 

 

 

 

 App. E of the Department 

of the Navy Policy for 

Acquisition of Naval 

Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 

 ASN(RD&A) Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems, Sep. 2008, 7.8 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.19 SIDD 

 DI-IPSC-81436 

 

Software Product Baseline 

Contains the source code, executable software, and software support information, including “as 

built” design information and compilation, build, and modification procedures, for a Computer 

Software Configuration Item (CSCI) or multiple CSCIs. It can be used to order the executable 

software and/or source files for the CSCI(s) and is the primary software support document for 

the CSCI(s). If firmware is part of the delivery, then a Firmware Support Manual should be 

included as an Appendix. Safety critical source code shall be clearly identified for traceability. 

All source code builds shall be validated to ensure that they produce the executable code being 

delivered. COTS/NDI shall be delivered on original Licensed Media. Source code shall be 

delivered in the native electronic format. Executable software includes all files for each final 

Software Build, including any batch files, command files, data files, or other software files 

needed to install and operate the software on its target computer(s).  All executables shall be 

validated to confirm that they exactly match the output of the source code build process.  

Executable software shall be delivered in the native electronic format. 

 

 

 

 

 

 

 MCSCO 4130.1  MCSC CM Handbook 

 Mil-Hdbk-61 
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Software Requirements 

Description (SwRD) 

Includes: SW Requirements Specification (SRS) and Interface Requirements Spec (IRS). 

Specifies the requirements for a Computer Software Configuration Item (CSCI) or multiple 

CSCIs and the methods to be used to ensure that each requirement has been met. External 

interface requirements may be presented in the SRS or in one or more IRSs referenced from the 

SRS. The SRS/IRSs are used as the basis for design and qualification testing of a CSCI.  The 

IRS specifies the requirements imposed on the HW/SW interface, and the interfaces between 

software. Includes: system identification and overview; CSCI functionality; requirements for 

interfaces external to CSCI; qualification requirements; safety, security and privacy 

specifications; human-factors engineering requirements; data definition and database 

requirements; installation/acceptance requirements of the delivered software product at the 

operation and maintenance site(s); user documentation/operation and execution/maintenance 

requirements; software quality characteristics; design and implementation constraints; computer 

resource requirements; packaging requirements; requirements precedence and criticality; and 

requirements traceability.   

 

NOTE:  If the software is a standalone system, then the “kind” of document changes from a 

“description” to a “specification.” 

 

 See Appx. E for 

Department of the Navy 

Policy for Acquisition of 

Naval Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.22 SwRD & 
6.26 SRS 

Software Requirements 

Traceability Matrix (RTM) 

See Requirements Traceability Matrix; focused on the specific Software Requirements.  

Requirements Traceability Matrix maps requirements vertically from spec to spec (multiple 

tiers), spec to design,  design to test, and return. Horizontal traceability should represent 

dependencies between components across interfaces. Traceability matrix could be in the form of 

DOORS reports or Excel spreadsheets depending on the Program and its complexity. 

 

 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 

Software Test Plans  

Describes the plan for qualification testing of software Configuration Items (CIs) and software 

systems.  It describes the tests at a high level, including the software requirements covered by 

each test (as a traceable allocation from system requirements), together with the test 

environment and test personnel requirements.  It describes the problem reporting and resolution 

procedures, and provides schedules for test activities. There is usually a single STP for a project. 

The STP enables the acquirer to assess the adequacy of planning for CSCI and, if applicable, 

software system qualification testing. 

 See Appx. E of the 

Department of the Navy 

Policy for Acquisition of 

Naval Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.27 STP 

 ASN(RD&A) Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems, Sep. 2008 

 DI-IPSC-81438 

Software Test Reports 

The Software Test Report (STR) is a record of the qualification testing performed on a 

Computer Software Configuration Item (CSCI), a software system or subsystem, or other 

software-related item.  The STR enables the acquirer to assess the testing and its results. 

 See App. E of the 

Department of the Navy 

Policy for Acquisition of 

Naval Software Intensive 

Systems 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 ASN(RD&A) Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems, Sep. 2008 

 DI-IPSC-81440 
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Software Users Manuals, i.e., 

Operator Guide/User Guide, 

Computer System Operator’s 

Manual, Firmware Support 

Manual, etc. 

Tells a hands-on software user how to install and use a Computer Software Configuration Item 

(CSCI), a group of related CSCIs, or a software system or subsystem. It may also cover a 

particular aspect of software operation, such as instructions for a particular position or task. It is 

developed for software that is run by the user and has a user interface requiring on-line user 

input or interpretation of displayed output. If the software is embedded in a hardware-software 

system, user manuals or operating procedures for that system may make separate guides 

unnecessary. 

 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 ASN(RD&A) Guidebook 

for Acquisition of Naval 

Software Intensive 
Systems, Sep. 2008 

Software Version Description 

(SVD)  [previously Version 

Description Document 

(VDD)] 

The Software Version Description (SVD) identifies and describes a software version consisting 

of one or more Computer Software Configuration Items ( CSCIs ). It is used to release, track, 

and control software versions.  The term “version” may be applied to the initial release of the 

software, to a subsequent release of that software, or to one of multiple forms of the software 

released at approximately the same time (for example, to different sites). 

 

 Supplement to Guidebook 

for Acquisition of Naval 

Software Intensive 

Systems 

 DI-IPSC-81442 

Spectrum Supportability Risk 

Assessment   

An SSRA is an assessment performed by program managers and material developers on all 

programs that are acquiring or incorporating spectrum-dependent systems or equipment. The 

purpose is to identify and assess an acquisition’s potential to affect the required performance of 

the newly acquired system or other existing systems within the operational electromagnetic 

environment. This assessment will be accomplished with due consideration given to regulatory, 

technical, and operational spectrum and electromagnetic environmental effects issues and 

assigned risks. 

 

Electromagnetic spectrum supportability is obtained via approval of electromagnetic spectrum 

supportability assessment factors, listed in SECNAVINST 5000.2E, table E2T4,  by 

ASN(RD&A), or designee, for ACAT I, IA, and II programs, and by the MDA for ACAT III 

and IV programs. PMs shall ensure the items indicated in the table are completed prior to the 

appropriate milestone as noted in table E2T1 under the “Spectrum Certification Compliance” 

row. Additionally, PMs shall complete supportability assessment factors of table E2T4 prior to 

award of a contract for acquisition of any system that employs the electromagnetic spectrum.   

 

As part of the milestone review process, the MDA should ensure that electromagnetic spectrum 

supportability has been approved. Additionally, PMs should complete spectrum supportability 

assessment factors shown in Table E2T4 of chapter 2 of SECNAVINST 5000.2E prior to award 

of a contract for acquisition of any system that employs the electromagnetic spectrum. The 

applicable program information shown in Table E2T4 are examples of the most likely references 

for the required information. If the PM deems other references more appropriate, they may be 

used in addition to or instead of those cited. 

 

 SECNAVINST 5000.2, 

Section 2.7.2.2, Table 

E2T4 

 DoDI 4650.1, Encl. 3, para 

3.a 

 OPNAVINST 2400.20 

 MCO 2400.2 

 EPL 01-13 SOP for SSRA 

 Standard E3 and SS 

Rqmts for Acq Docs, Mar 

2010 

 DAG 7.6.3 

 Spectrum Supportability 

(SS) Requirements for 

Various Navy and USMC 

Acquisition Documents 

(Word Version) 

 Joint Services Guide For 

Development of 

Spectrum 

 Supportability Risk 

Assessment (SSRA) , 27 

Sep 11 

 DAG 7.6.4.1 

Staffing Plans (part of AS) 

 

DoDI 5000.02 requires all program managers (ACAT I - ACAT III) to include a program office 

staffing plan as an element of their  Acquisition Strategy .  The staffing plan will define the 

PM’s assessment of the human resources required to successfully execute program objectives 

and deliverables at each phase of program development and any potential risks. 

 

 

 DoDI 5000.02 

 Program Office Staffing 

Plan Management 

Memorandum 

 PDUSD-Approved-TDS 

AS Outline 
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Support Equipment 

Recommendation Data 

(SERD) 

The Support Equipment Recommendation Data (SERD) is a contract deliverable document that 

lists recommended specific items of support equipment to support a weapon system or item of 

equipment.   

 

See also Calibration Measurement Requirements Summary (CMRS). 

 

  IPS Element Guidebook, 

Chapter 8 

 DI-SESS-80294B 

Susceptibility, Vulnerability 

& Integrated System-Level 

Survivability Analysis 

Integrated Survivability Assessment (ISA) is a systems engineering analysis process that applies 

a matrix-of-matrices approach to formulate an analysis of work breakdown structure (WBS) that 

incorporates both physical and functional system decomposition, using a classical top-down, 

requirements-based approach. ISA focuses on the threat effects susceptibility of system critical 

functions and components (including hardware devices, software algorithms, and human 

operators), using various classical systems analysis techniques, such as theoretical, modeling 

and simulation (M&S), and test and evaluation (T&E). The ISA methodology utilizes the 

Vulnerability Risk Assessment (VRA) methodology to address and analyze each threat in the 

integrated threat spectrum in a common and universal manner. 

 

 Title 10 Section 2366  ARL ISA 

System/Subsystem Design 

Description (SDD/SSDD) 

The SSDD describes the system/subsystem-wide design and the architectural design of a 

system/subsystem. The SSDD may be supplemented by IDDs and a Database Design Document. 

The Database Design Document, with its associated IDDs, is used as the basis for further 

system/subsystem development. Design pertaining to interfaces may be presented in the SSDD 

or Database Design Documents.  This document is a holdover from the canceled Mil-STD-498 

set of DIDs primarily software focused but is still widely prescribed on contracts. The DID is 

still active although the prescribing Mil-Std-498 has been canceled. 

 

  DI-IPSC-81432 

System Design Specification 

(SDS) 

An SDS is produced after Gate 2 and approved at Gate 4/5 for the Pre-EMD MDA review. The 

SDS Development Plan is developed during the Concept Refinement phase for programs being 

initiated at Milestone A or during the Technology Development (TD) phase for programs being 

initiated at Milestone B in conjunction with development of the CDD. The SDS is the end result 

of flowing down the CDD performance requirements into a document that specifies: (a) the 

basic functional requirements (as defined in the SDS Guidebook and usually documented in the 

System Performance and Design Specifications) for the preferred alternative selected, and (b) 

major programmatic actions required to deliver the system. 

 SECNAVINST 5000.2  ASN/RDA SDS 

Guidebook 

 MAG 

System Specification (SS) 

The SS (or Performance Specification) is a written statement of an item’s required 

characteristics documented in a manner that facilitates contracting for its development or 

procurement.  The SS follows the SDS, and  describes the functional and non-functional 

requirements posed on a system or FoS/SoS. During SS preparation, the requirements will be 

derived from the specifications of higher system elements. The specification provides standards 

and tools for designing and decomposing the architecture. If changes are required in the course 

of the development of the system element, the SS shall be adapted  first.  The SS is different 

than the SDS.  The family of SSs will include tailorable and non-tailorable specifications, 

interface requirements, and detailed design standards applicable to the system.  Significant 

Industry involvement, if feasible and appropriate, is expected in developing the system 

specifications. 

 

 DoDI 5000.02 

 SECNAVINST 5000.2 

 System Specification 

Article from DAU 

 System Specification 
DID 
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System Safety - Hazardous 

Materials Management Plan 

(HMMP) 

The HMMP is a supplier plan to assure appropriate consideration is given to the 

elimination/reduction of hazardous materials and to the proper control of hazardous materials 

that are not eliminated, for system(s), system components, and associated support items 

throughout all phases of the system life cycle.  The emphasis is on eliminating or reducing 

hazardous materials early in the design of processes and system products. 

 

 

 MIL-STD-882  DI-MGMT-81398B 

System Safety - Health 

Hazard Assessment (HHA) 

The HHA focuses on identifying potential health impacts (e.g., chemical, physical, noise, 

biological, and ergonomic) throughout the system’s lifecycle and assessing the degree of 

personnel exposure based on the potential routes of entry and the cause, magnitude, frequency, 

and duration of exposure. 

 

 

 

 MIL-STD-882  DI-SAFT-80106B 

System Safety - Preliminary 

Hazard Analysis (PHA) 

The PHA activity is a safety engineering and software safety engineering function that is 

performed to identify the hazards and their preliminary casual factors of the system in 

development.  The hazards are formally documented to include information regarding the 

description of the hazard, casual factors, the effects of the hazard, and preliminary design 

requirements for hazard control by mitigating each cause.  Performing the analysis includes 

assessing hazardous components, safety-related interfaces between subsystems, environmental 

constraints, operation, test and support activities, emergency procedures, test and support 

facilities, and safety-related equipment and safeguards. 

 

 

 MIL-STD-882  

System Safety - Preliminary 

Hazard List (PHL) 

The purpose of a PHL is for the compilation of a list of preliminary hazards of the system as 

early in the development life cycle as possible.   

 

 

 MIL-STD-882  

System Safety - Program Plan 

(SSPP) 

The SSPP is a major element of the System Safety Program. It defines in detail the content of 

the SSP, and it delineates the tasks, schedule and resources for implementing the SSP, such that 

the overall program objectives and requirements are met. In essence, the SSPP is a management 

tool for planning, directing and controlling the System Safety Program. The purpose of a SSPP 

is to develop a blueprint that describes the management and engineering tasks and activities 

required to identify, evaluate, and eliminate/control hazards, and to reduce the residual risk to an 

acceptable level, throughout the system life cycle. The SSPP provides a  formal, documented 

basis of understanding between the supplier and the acquirer Program Manager (PM). The SSPP 

describes how the SSP will be executed to meet safety requirements included in the general and 

specific provisions of the contract. The SSPP is a plan for a single project or system, whereas the  

System Safety Management Plan (SSMP) is an overarching plan for integrating the safety 

programs of multiple projects or systems. The SSMP provides a common framework in which 

individual activities or companies can work together for optimum consistency, effectiveness and 

interoperability. If an SSMP is implemented for a major system, each SSPP supporting that 

SSMP must be consistent with all the requirements in the SSMP. 

 

 SECNAVINST 5000.2 

 SECNAVINST 5100.10H 

 Weapon System Safety 

Guidelines Handbook, 

2004 

 MIL-STD-882 

 DI-SAFT-81626 
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System Safety - 

Programmatic 

Environmental, Safety, and 

Health Evaluation (PESHE) 

The PESHE communicates the status of Environment, Safety and Occupational Health (ESOH) 

efforts and risk management for a program.  The PM for all programs, regardless of ACAT 

level, shall prepare a PESHE which incorporates the MIL-STD-882D process and includes the 

following: identification of ESOH responsibilities; the strategy for integrating ESOH 

considerations into the systems engineering process; identification of ESOH risks and their 

status; a description of the method for tracking hazards throughout the life cycle of the system; 

identification of hazardous materials, wastes, and pollutants (discharges/emissions/ noise) 

associated with the system and plans for their minimization and/or safe disposal; and a 

compliance schedule covering all system-related activities for the National Environmental 

Policy Act. 

 42 USC §4321 to §4347 

 DoDI 5000.02 

 SECNAVINST 5000.2 

 MCO P5090.2, Chap. 12 

 MCSC APL 1-05 

Acquisition System Safety 

 MIL-STD-882 

 DAG 4.3.18.9 

 Army Guide 

 USAF Template 

 DoD Guide to ESOH in 

the SEP, PESHE, and 

NEPA/EO 12114 

Compliance Schedule 

 ACC ESOH 

 MCSC ESOH Handbook 

System Safety - System 

Hazard Analysis (SHA) 

Hazard analysis types and techniques are used in the System Safety Engineering process to 

identify hazards and assess potential risk for mishaps.  Hazards are identified through a 

systematic analysis process that includes system hardware and software, system interfaces (to 

include human interfaces), and the intended use or application and operational environment. 

Consider and use mishap data; relevant environmental and occupational health data; user 

physical characteristics; user knowledge, skills, and abilities; and lessons learned from legacy 

and similar systems. The hazard identification process shall consider the entire system life-cycle 

and potential impacts to personnel, infrastructure, defense systems, the public, and the 

environment. Identified hazards shall be documented in the Hazard Tracking System. 

 Mil-Std-882, Task Sec 200 

 APL 1-05 

 Joint Software Systems 

Safety Engineering 

Handbook (JSSSEH) 

 DI-SAFT-80101 

System Safety - Safety 

Release 

DoD Instruction 5000.02 requires the Program Manager (PM) to provide safety releases to 

developmental and operational testers prior to any test using personnel. A Safety Release 

communicates to the activity or personnel performing the test the risks associated with system 

operation, and the mitigating factors required, ensuring safe operation of the system. A 

secondary function of the process is to ensure that due diligence is practiced with respect to 

safety in the preparation of the test. A Safety Release is normally provided by the PM after 

appropriate hazard analysis. Safe test planning includes analysis of the safety release, in addition 

to safety reviews of test procedures, equipment, and training. An interim safety release is usually 

provided prior to developmental testing, with a full safety release expected before Initial 

Operational Test and Evaluation. 

 DoDI 5000.02 

 SECNAVINST 5000.2 

 MCO 5100.29 

 MCSCO 5100.29 

 MCSCO 3900.10 

 

System Threat Assessment 

Report(STAR)  

 

The basic authoritative threat assessment, tailored for and focused on a particular (single) U.S. 

major defense acquisition program. It describes the threat to be countered and the projected 

threat environment. The Defense Intelligence Agency (DIA) must  provide validation for System 

Threat Assessment Reports (STARs), prepared by the appropriate Service, to support 

Acquisition Category (ACAT) ID/IAM Major Defense Acquisition Programs (MDAPs).   The 

service component validates STARS for ACAT IC and IAC and 

below. The assessment should be kept current and validated throughout the acquisition process. 

DoD Instruction 5000.02 requires that MDAPs have a validated STAR in place at Milestones A 

and C (and at program initiation for shipbuilding programs). MDAP and MAIS programs 

require a unique, system-specific STAR. Programs on the DOT&E Oversight List require a 

unique, system-specific STAR, unless otherwise directed by DOT&E. 

 

*Appropriate Defense Intelligence organization(s), identified by DIA, prepare the STAR. 

 DoDI 5000.02 and Encl. 4, 

5, and 11 

 DoDD 5105.21 

 DIAD 5000.200 (see 

Office of the Director, 

DIA) 

 DIAI 5000.002 (see Office 

of the Deputy Director for 

Analysis, DIA) 

 Defense Acquisition 

Guidebook 8.1 
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Systems Engineering 

Management Plan (SEMP) 

The SEMP is a supplier-produced document that describes how the supplier will manage the SE 

processes, and acknowledges and implements the required SETRs and associated entry criteria.  

It complements the government Systems Engineering Plan (SEP).  SEMP focus is supplier 

solution space. 

 DoDI 5000.02  DI-SESS-81785 

Systems Engineering Plan 

(SEP)    

The SEP is to help PMs develop, communicate, and manage the overall SE approach that guides 

all technical activities of the program. The SEP documents key technical risks, processes, 

resources, metrics, SE products, and completed and scheduled SE activities. The SEP is a living 

document that should be updated as needed to reflect the program’s evolving SE approach 

and/or plans and current status. The SEP should be consistent with and complementary to the 

APB, Acquisition Strategy (AS), TEMP, PPP, LCSP, and other program plans as appropriate. 

The SEP should be written in a common language to clearly communicate what the program 

plans to do in each phase of the acquisition life cycle and should be written to avoid redundancy 

and maintain consistency with other planning documents. SEP focus is acquirer problem space. 

The SEP establishes the overall plan for the SE management of the system/subsystem, CSCIs, 

and HWCIs during the total system life cycle of the project. The purpose of the document is to 

identify and describe the overall policies and methods for the SE management. The SEP should 

address HSI or a separate HSI Plan must be developed in consonance with the SEP. The SEP 

should be prepared in accordance with the latest version of the OSD SEP outline. 

 

 DoDI 5000.02 

 OUSD(AT&L) 

Memorandum, Expected 

Business Practice: 

Document Streamlining- 

Program Strategies and 

Systems Engineering Plan 

 SECNAVINST 5000.2 

 MCSCO 3911 

 OSD Systems 

Engineering Plan (SEP) 

Outline, Version 1.0, 20 

April 2011 

TECHNOLOGY 

READINESS 

ASSESSMENT (TRA) 

Per DoD Instruction 5000.02, Table 2  there is a STATUTORY requirement for a preliminary 

assessment due for the Development RFP Release Decision Point. The Assistant Secretary of 

Defense for Research and Engineering (ASD(R&E)) will conduct an independent review and 

assessment of the TRA conducted by the Program Manager and other factors to determine 

whether the technology in the program has been demonstrated in a relevant environment. The 

assessment will inform the 2366b CERITIFICATION MEMORANDUM at Milestone B (in 

accordance with 10 U.S.C. 2366b. The TRA at Milestone C is a Regulatory requirement when 

Milestone C is Program Initiation. The TRA is a systematic, metrics-based process that assesses 

the maturity of critical technology elements (CTEs), including sustainment drivers. The TRA 

should be conducted concurrently with other Technical Reviews, specifically the Alternative 

Systems Review (ASR), System Requirements Review (SRR), or the Production Readiness 

Review (PRR). If a platform or system depends on specific technologies to meet system 

operational threshold requirements in development, production, or operation, and if the 

technology or its application is either new or novel, then that technology is considered a CTE. 

 P.L. 111-23, SEC. 205 

 DoDI 5000.02 

 USD (AT&L) Memo: 

Improving TRA 

Effectiveness 

 DoD ACQuipedia article 

on Technology Readiness 

Assessment (TRA) 

 DAG, Section 10.5.2 

 TRA Guidance 

 DoD Technology 

Readiness Assessment 

(TRA) Desk book, Jul 

2009 

 

Test and Evaluation Master 

Plan (TEMP) 

The TEMP documents the overall structure and objectives of the test and evaluation (T&E) 

program. It provides the framework within which to detail T&E plans. It documents schedule 

and resource implications associated with the T & E program. The TEMP identifies the 

necessary developmental test and evaluation (DT&E), operational test, (OT), and live fire test 

and evaluation (LFT&E) activities. It relates program schedule, test management strategy and 

structure, and required resources to:  (1) critical operational issues (COIs); (2) critical technical 

parameters (CTPs); (3) KPPs and operational performance parameters (threshold and objective 

criteria) derived from the DoD 5000 Series; (4) evaluation criteria; and, (5) major decision 

points. For multi-Service or joint programs, a single integrated TEMP is required. Component-

unique content requirements, particularly evaluation criteria associated with COIs, can be 

addressed in a Component-prepared annex to the basic TEMP. 

 DoDI 5000.02, Enclosures 

1,3, 4, 5 and 13 

 USMC IT&E Guidebook 

MCSC Appendix 

 DoD ACQuipedia article 

on TEMP 

 TEMP Guidebook 

 T & E Management 

Guide 
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Test Plans / Procedures / 

Scripts / Cases 

The Test Procedures/Scripts/Cases provide the specific scripts to be executed for each of the 

tests described in the Software Test Plan, together with the step-by-step procedures to be 

executed during each test case.  Most of the steps described in the procedure should be 

accompanied by an expected result, including upper and lower bounds for determining a “pass” 

status when applicable, in order to satisfy the system or SW requirement being addressed.  (The 

test procedures should conform to applicable test standards.) 

 ASN(RD&A) memo: 

Software 

 Process Improvement 

Initiative 

 (SPII) Contract Language, 

17 

 November 2006 

 Guidebook for 

Acquisition of Naval 

Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 

12207.1) 6.28 

Test Problem/Trouble Report 

Provide a means for identifying and recording the resolution to software anomalous behavior, 

process noncompliance with plans and standards, and deficiencies in life cycle data.  (For use 

during SW subsystem development, system functional testing, FQT, and regression testing.) 

 ASN(RD&A) memo: 

Software 

 Process Improvement 

Initiative 

 (SPII) Contract Language, 

17 

 November 2006 

 Guidebook for 

Acquisition of Naval 

Software Intensive 

Systems 

 IEEE/EIA 12207.1-1997 

(TECHAMERICA 
12207.1) 6.10 

Trade study or Engineering 

Study, white paper, and/or 

memorandum of record 

Trade-Off Studies are a formal decision making methodology used by integrated teams to make 

choices and resolve conflicts during the systems engineering process. Trade studies identify 

desirable and practical alternatives among requirements, technical objectives, design, program 

schedule, functional and performance requirements, and life-cycle costs are identified and 

conducted. Choices are then made using a defined set of criteria. 

 DoDI 5000.02  ACC Article on Trade 

Studies 

 DAU CLE 026 Trade 
Studies module 

User Interface Design 

Document (UIDD) 

The User Interface Design Description (UIDD) describes the design of Graphical User Interface 

(GUI).  The content of this document includes descriptions of the GUI functionality, operator 

controls and displays, depictions of dialog boxes and menu structures and hierarchy. 

 

 DoDD 5000.01 E1.1.29 

 DoDI 5000.02 - E.7 

 

Weapon Systems Explosives 

Safety Review Board 

(WSESRB) Technical Data 

Packages 

Programs that include energetic systems, weapons, to include non-lethal weapons, weapon 

devices and those systems  (software, firmware, hardware) that manage and control weapons 

used, handled, stored or tested on a fleet unit shall present their safety program to the Navy’s 

WSESRB. 

 MCO P8020.11 

 NAVSEAINST 8020.6E 

 

Work Breakdown Structure 

(WBS) 

The WBS is a product-oriented listing, in family tree order, of the hardware, software, HSI, 

services and other work tasks, which completely define a product or program. The listing results 

from project engineering during the development and production of a defense materiel item. A 

WBS relates the elements of work to be accomplished to each other and to the end product. For a 

more comprehensive description of the WBS see Work Breakdown Structures for Defense 

Materiel Items, MIL-STD-881C (Section 1.2 through 1.4). 

 

The program WBS that encompasses an entire program.  It consists of at least three levels of the 

program with associated definitions and is used by the government PM and supplier to develop 

and extend a Contract Work Breakdown Structure (CWBS).  Examples of WBSs for various 

items of defense materiel that may be used as a guide for acquisition programs are contained in 

MIL-STD-881. 

 

  MIL-HDBK-881 
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Enhanced Technical Review Detail Table  

(From Principal Deputy Under Secretary of Defense Systems Engineering 

Plan Outline V 1.0, Table 4.4-1) 
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XXX Planning Details (For this acquisition phase, fill out tailored criteria, etc.) 

PURPOSE (of the review) 

Briefly describe the main purpose of the review and any specific SE goals 

TIMING 

Briefly describe the readiness-driven timing to indicate general technical readiness to enter the review (availability of x) 

SCOPE (Include or exclude standard features to define scope (remember TRs are multidiscipline and this nature will not be scoped out 

of reviews) 

 Tailored In/Modified  Tailored In Rationale 

Entrance Criteria Rationale for adding/modifying Entrance Criteria 

 

Exit Criteria Rationale for adding/modifying Exit Criteria 

 

 Tailored Out  Tailored Out Rationale 

Entrance Criteria Rationale for removing Entrance Criteria 

 

Exit Criteria Rationale for removing Exit Criteria 

 

SCHEDULE 

Planning Dates 

Date  Event 

[-9 weeks] Draft Planning Details (SEP Table 4.4-1) Staffed for Review 

[-8 weeks] Planning Details Comments Returned to Program Team 

[-7 weeks] Coordinated Planning Details and Technical Review Data Package Due 

[-6 weeks] Kick Off / Entrance Criteria Review Meeting 

[-x weeks] Technical Interchange Meeting(s) 

[-4 weeks] Request for Action Scoring / Technical Review Details Finalization  

[-x weeks] Technical Interchange Meeting(s) 

[Date] Technical Review 

[+1 week] Program Team Delivers Final Meeting Minutes to Chair 

[+2 weeks] Chair Delivers Summary Report to Program Manager 

[+x weeks] Program Team reports confirmed closure of last Critical RFA 

[+x+1 week] Chair Delivers Close-out Report to P 

TECHNICAL REIVEW BOARD MEMBERS AND PARTICIPANTS 

Executive Session Members (Voting Members)  

Name Role Position Email 

 Chair / Technical Authority   

 Co-chairperson   

    

    

    

    

Program Independent SME/TAE Participants  

Name 
Role Organization Email Artifact Review 

Responsibility 

     

     

     

Program Independent Participants  

Name 
Role Position Email Artifact Review 

Responsibility 
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Acquirer Team Tier I Participants  

Name Role Position Email 

    

    

    

    

Acquirer Team Tier II Participants  

Name Role Position Email 

    

    

    

    

Prime Vendor/Integrator Participants    

Name Role Organization Email 

    

    

    

    

Technical Review Data Package (TRDP) (Products/Artifacts) 

# Title Version Date Status 

 Requirements Documents   (Final/Current/Draft) 
#     

     

     

 Systems Engineering Documents   (Final/Current/Draft) 
     

     

     

     

 Programmatic Documents   (Final/Current/Draft) 
     

     

     

     

     

     

     

 Test and Evaluation Documents   (Final/Current/Draft) 
     

     

     

 Logistics Documents   (Final/Current/Draft) 
     

 (Other Documentation, if applicable)   (Final/Current/Draft) 
     

ENTRANCE CRITERIA 

# Criteria TRDP Item(s) 
1   

2   

3   

AGENDA 

Agenda Item 
Presenter 

Exit Criteria 

Reference 

1. Welcome   
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1.1. Facilities Administration 

1.2. Voting Members Attendance Check 

1.3. Around the horn introductions 

1.4. Chair and Co-chairperson Comments 

2. Orientation 

2.1. Exit Criteria Orientation 

2.2. Critical RFA Status Review 

  

3. Program overview/status 

3.1. Schedule Overview 

3.2. Manning 

3.3. Funding 

3.4. Risk 

  

4. Core review elements 

[This section and additional sections as necessary consists of the core 

technical portion for the given type of review] 

  

5. Capture, review, and scoring of any new RFAs   

6.    Exit Criteria Evaluation   

7.    Closure 
7.1     Closure Determination/Chairperson Verbal Recommendations 

7.2     Closing Comments 

  

EXIT CRITERIA 

Exit Criteria  

# Criteria 
Agenda 

Item(s) 

TRDP 

Item(s) 

1 

to 

n 

 

  

n 

+ 

1 

 

  

Evaluation Criteria  

# Criteria 
Agenda 

Item(s) 

TRDP 

Item(s) 

n 

+ 

2 

 

  

n 

+ 

3 

 

  

n 

+ 

4 
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[dd Month yy] 

MEMORANDUM 

 

From:  [Program Name] [Appropriate Technical Review] Technical Review 

Board Chairperson 

To:    Program Manager, [Appropriate Program Manager] 

 

Subj:  [PROGRAM NAME], [Systems Engineering Technical Review] SUMMARY 

REPORT  

 

Ref:   (a) Marine Corps Systems Command Order 5400.5 of 11 May 09 

       (b) Marine Corps Systems Command Technical Review Handbook v. 

2.0 of xxxx 

       (c) [Program Acronym] Systems Engineering Plan or Systems 

Engineering Plan Table 4.4-1(n) of [dd Month yy] 

 

Encl:  (1) [Program Acronym] Kick Off Meeting Entrance Criteria 

Evaluation Report of [dd Month yy] 

       (2) [Program Acronym] Meeting Minutes of [dd Month yy]  

       (3) [Program Acronym] Request For Action Detail Report of [dd 

Month yy]  

 

[NOTE: Other enclosures may be required. The above enclosures are a 

minimum.] 

1.  Background.  The [Program Name (acronym)] is [information such as 

ACAT category].  In accordance with references (a) and (b), a 

[specific Systems Engineering Technical Review (acronym)] was held on 

[dd Month yy].  

 

2.  Review Conduct 

 

    a.  Planning.  In accordance with reference (b), a [identify the 

planning document (SEP or TRAP)], reference (c) was developed to plan 

for the [Systems Engineering Technical Review acronym].  [identify the 

planning document (SEP or TRAP)] specified the tailored entrance and 

exit criteria, as well as the [Systems Engineering Technical Review 

acronym] Board membership, participants, and agenda. 

 

    b.  Entrance Criteria Evaluation.  The entrance criteria specified 

in [identify the planning document (SEP or TRAP)] were [information 

regarding the entrance criteria evaluation.  Identify the enclosure 

that captures the evaluation (enclosure (1))]. 

 

    c.  Data Presentation and Review.  The Technical Review Data 

Package (TRDP) items were [information regarding the evaluation of the 

items at the Kick Off meeting].  Participants listed in enclosure (2) 

were well prepared and all topics were adequately covered. 
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    d.  Requests For Action.  [Systems Engineering Technical Review 

acronym] resulted in a total of [number of Requests For Action]; 

[enter number of critical Requests For Action, number of non-critical 

Requests For Action, out of scope/no response required Requests For 

Action, number of Requests For Action resolved prior to scoring, and 

RFAs closed at scoring].  Enclosure (3) provides further detail on all 

Requests For Action. 

 

    e.  Exit Criteria Evaluation and Observations. Upon completion of 

the [Systems Engineering Technical Review acronym], the Executive 

Session, identified in [identify the planning document (SEP or TRAP)], 

evaluated [exit criteria that were evaluated, and not evaluated if 

applicable, and if all exit criteria were met or not met].  Table 1 

summarizes the evaluation of the exit criteria and associated 

comments. 

 

Table 1:  [Program Acronym] [Systems Engineering Technical Review 

acronym] Exit Criteria Evaluation Summary 

  

 Exit Criteria  Exit Criteria Evaluation/Comments 

 1.  
Yes/Met No/Not Met 

 

 2.  
Yes/Met No/Not Met 

 

 3.   
Yes/Met No/Not Met 

 

 

3.  Closure Determination.  The [enter program acronym] [enter Systems 

Engineering Technical Review acronym] is [enter status of technical 

review (closed)]. 

 

4.  Recommendations.  The program is [enter recommendation]. 
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[Electronic Signature, Chairperson 

Name] 

 

Copy to: 

Files 

APM-E 

MDA 

DC SIAT 
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[Program Acronym] Request For Action Detail Report of [dd Mon yy] 

Due Date/ 
Milestone 

Technical 
Review 
Board 
Category 

Log 
Number Title Issue 

Recommended 
Action/Information 
Requested Closure Criteria 

Action 
Assigned 
To Status 

Closure 
Date 
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Summary Report Template 
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 [dd Month yy] 

MEMORANDUM 

From:  [Program Name] [Appropriate Technical Review] Technical Review 

Board Chairperson 

To:    Program Manager, [Appropriate Program Manager] 

 

Subj:  [PROGRAM NAME], [Systems Engineering Technical Review] SUMMARY 

REPORT  

 

Ref:   (a) MCSCO 5400.5 of 11 May 09 

       (b) MCSC Technical Review Handbook v. 1.04 of Apr 9 

       (c) [Program Acronym] Systems Engineering Plan or Systems 

Engineering Plan Table 4.4-1(n) of [dd Month yy] 

 

Encl:  (1) [Program Acronym] Kick Off Meeting Entrance          

Criteria Evaluation Report of [dd Month yy] 

       (2) [Acronym] Meeting Minutes of [dd Month yy]  

       (3) [Acronym] Request For Action Detail Report of [Date (dd 

Month yy)]  

 

 [NOTE: Other enclosures may be required. The above enclosures are a 

minimum.] 

1.  Closure Determination.  The [enter program acronym] [enter Systems 

Engineering Technical Review acronym] is [enter status of technical 

review (open)]. 

 

2.  Recommendations.  The program is [enter recommendation]. 

 

3.  Background.  The [Enter Program Name (acronym)] is [enter 

information such as Acquisition category].  In accordance with 

references (a) and (b), a [enter specific Systems Engineering 

Technical Review (acronym)] was held on [Enter Date (dd Month yy)].  

 

4. Review Conduct 

 

    a.  Planning.  In accordance with reference (b), a [identify the 

planning document (SEP or TRAP)], reference (c) was developed to plan 

for the [enter Systems Engineering Technical Review acronym].  

[identify the planning document (SEP or TRAP)] specified the tailored 

entrance and exit criteria, as well as the [enter Systems Engineering 

Technical Review acronym] Board membership, participants, and agenda. 

 

    b.  Entrance Criteria Evaluation.  The entrance criteria specified 

in [identify the planning document (SEP or TRAP)] were [enter 

information regarding the entrance criteria evaluation. Identify the 

enclosure that captures the evaluation (enclosure (1))]. 

 

    c.  Data Presentation and Review.  The Technical Review Data 

Package (TRDP) items were [enter information regarding the evaluation 
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of the items at the Kick Off meeting].  Participants listed in 

enclosure (2) were well prepared and all topics were adequately 

covered. 

 

    d. Requests For Action.  [Enter Systems Engineering Technical 

Review acronym] resulted in a total of [enter number of Requests For 

Action]; [enter number of critical Requests For Action, number of non-

critical Requests For Action, out of scope/no response required 

Requests For Action, number of Requests For Action resolved prior to 

scoring, and Requests For Action closed at scoring].  Enclosure (3) 

provides further detail on all RFAs. 

 

    e.  Exit Criteria Evaluation and Observations.  Upon completion of 

the [Systems Engineering Technical Review], the Executive Session, 

identified in [identify the planning document (SEP or TRAP)], 

evaluated [enter the exit criteria that were evaluated, and not 

evaluated if applicable, and if all exit criteria were met or not 

met].  Table 1 summarizes the evaluation of the exit criteria and 

associated comments. 

 

Table 1:  [Enter Program Acronym] [Enter Systems Engineering Technical 

Review Acronym] Exit Criteria Evaluation Summary 

  

 Exit Criteria  Exit Criteria Evaluation/Comments 

 1.  
Yes/Met No/Not Met 

 

 2.  
Yes/Met No/Not Met 

 

 3.   
Yes/Met No/Not Met 

 

 

 

 

[Insert Electronic Signature, 

Chairperson Name] 
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Copy to: 

Files 

APM-E 

MDA 

DC SIAT 
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[Program Acronym] Request For Action Detail Report of [dd Mon yy] 

Due Date/ 
Milestone 

Technical 
Review 
Board 
Category 

Log 
Number Title Issue 

Recommended 
Action/Information 
Requested Closure Criteria 

Action 
Assigned 
To Status 

Closure 
Date 
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Close-out Report Template 
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[dd Mon yy] 

MEMORANDUM 

From:  [Program Name] [Appropriate Systems Engineering Technical 

Review] Technical Review Board Chairperson 

To: Program Manager Marine (PMM) [Enter Appropriate PMM] 

 

Subj: [PROGRAM NAME] [ENTER Systems Engineering Technical Review] 

CLOSE-OUT REPORT  

 

Ref: (a) [Enter Program Acronym] [enter specific Systems 

Engineering Technical Review acronym] Summary Report 

[Enter Date (dd Month yy)] 

 (b) Marine Corps Systems Command Technical Review Handbook v. 

2.0 of xx xxxx 

 

1.  Background.  The [Enter Program Name (acronym)] is [Enter 

information such as Acquisition category].  A [enter specific Systems 

Engineering Technical Review acronym] was held, reference (a) in 

accordance with reference (b), on [enter date (dd Month yy)]. 

2.  Critical RFA Status and Exit Criteria Evaluation Close-out.  

[Identify the open critical Request For Action (post-Summary Report) 

with log number and title. Provide a short background on each with 

status and date of closure.]     

3. Closure Determination.  The [Enter program acronym] [Enter Systems 

Engineering Technical Review acronym] is closed. 

4.  Recommendations.  The program is [Enter recommendation]. 

 

 

 

[Insert Electronic Signature, 

Chairperson Name] 

 

Copy to: 

Files 

APM-E 

MDA 

DC SIAT 
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System Engineering Technical Review (SETR)  

Kick Off Meeting/Entrance Criteria Evaluation 

Checklist Template 

 

 

 



SIAT-HDBK-001 

06 AUG 2014 

 V-1  

Table 1: Entrance Criteria Evaluation 

TR Kick Off Meeting 

Agenda Item 
Pre-Screening Assessment Action Comments 

Go/No 

Go 

Tracking 

Previous TR Closure Review 

 
Prior Technical Review Closed (Systems Engineering 

Technical Review (SETR)) 

Yes 

No 

N/A 

  

 
 Open Critical Requests For Action (RFA)  

  

Closed 

Acceptable 

Not Acceptable 

Not Present 

Respond in DB 

Transfer RFA 

 

 

 Open Non-Critical RFA due by this event  

  

Closed 

Acceptable 

Not Acceptable 

Not Present 

Respond in DB 

Transfer RFA 

 

 

 Overdue Non-Critical RFA   

  

Closed 

Acceptable 

Not Acceptable 

Not Present 

Respond in DB 

Transfer RFA 

 

 

Technical Review Data Package (TRDP) Review 

  Available Status Acceptable    

 

 
Yes 

No 

Final 

Current 

Draft 

Unknown 

Yes 

No 

Draft RFA 

Modify  

Upload 

Delete 

 

 

 

 
Yes 

No 

Final 

Current 

Draft 

Unknown 

Yes 

No 

Draft RFA 

Modify  

Upload 

Delete 

 

 

Items to be added to the TRDP to support the review / Append to TRDP list  

 

Newly Identified Item 

Board Expectations 
 

Status 
Expected Date of 

Availability 

Days Needed for 

Review 

  
Draft 

Final 
  

Draft RFA 

Modify  

Upload 

Reject 

  

Entrance Criteria Review 
 

 

 

Met 

On Track 

Not Met 

Draft RFA 

Modify  

 

 

 
 Met 

On Track 

Not Met 

Draft RFA 

Modify  
  

Items to be added to the Entrance Criteria 

 Item Rationale Action Comments 

  
 

Modify  

Reject 
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Table 2: Executive Session Determination of Readiness to Enter SETR 

Executive Session Readiness to Enter Technical Review 

Executive Session Determination Comments # of items to 

check 

Proceed to Review as Planned 

Go/No-Go Decision Required on  

Reschedule Review 

 

 
 

Table 3: Exit Criteria Review for Appropriate Scoping 

TR Kick Off Meeting Agenda Item Determination Action Comments 

Exit Criteria Review  

  Relevant Achievable   

  

Agenda:  

TRDP Item(s):  

Yes 

No 

Yes 

No 

Affirm  

Modify  

 

  

Agenda:  

TRDP Item(s):  

Yes 

No 

Yes 

No 

Affirm  

Modify  

 

Evaluation Criteria Review  

  Relevant Achievable   

  

Agenda:  

TRDP Item(s):  

 

Yes 

No 

Yes 

No 

Affirm  

Modify  

 

  

Agenda:  

TRDP Item(s):  

Yes 

No 

Yes 

No 

Affirm  

Modify  

 

Items to be added to the Exit Criteria to support the TR / Append to Exit Criteria list in the TRAP 

Newly Identified Item Rationale   

  

  
Modify  

Reject 

 

 

This report documents agreed-to modifications of the SETR Data Package Items and Exit Criteria 

necessary to support the conduct of this SETR. The report also accurately reflects the observations and 

results of the Kick Off Meeting and Entrance Criteria check conducted on [date]. 

 

Signature 

 

 

 

Technical Review Board Chairperson 

 
 

Table 4: Color Usage Description 

Color - Meaning Color - Meaning 

Blue – Fully Met Yellow – Caution – issue(s) identified should be reviewed 

Green – On Track Red – Warning – potential show-stopper 
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Request for Action  

Date of Request:   Event: 

Originator:   Originator’s Role:   

Originator’s Phone:   Originator’s Email:   

RFA Title:   

Issue:   

 

 

 

 

 

 

 

Related to Exit Criteria:  _________ 

Recommended Action / Information Requested:   

 

 

 

 

Closure Criteria:   

 

 

 

 

 

Need Date / Milestone:   
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Sign-In Sheet 

(Program) (Systems Engineering Technical Review (SETR)) 

 

 

Kick Off Meeting 

Entrance Criteria 

Evaluation 

 

 

Technical 

Interchange 

Meeting 

 

 

Request For 

Action Scoring 

Executive Session 

 

 

(SETR Meeting) 
Date(dd/month/yyyy) 

Other Participants 

Name Role Email 
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Acronyms 
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ACRONYM DEFINITION 

AAP Abbreviated Acquisition Programs 

ACAT Acquisition Category 

AoA Analysis of Alternatives  

APEO-E Assistant Program Executive Officer – Engineering 

APdM-E Assistant Product Manager – Engineering 

APM-E Assistant Program Manager – Engineering 

AS Acquisition Strategy 

ASR Alternative System Review 

CAPE Cost Assessment and Program Evaluation 

CARD Cost Analysis Requirements Description 

CDD Capabilities Development Document 

CD&I Capabilities Development and Integration 

CDR Critical Design Review 

CHENG Chief Engineer 

CI Configuration Item 

CIO Capabilities Integration Officer 

COTS Commercial Off The Shelf 

CPD Capability Production Document 

CSC Computer Software Component 

CSCI Software Configuration Item 

CSU Computer Software Unit 

DAG Defense Acquisition Guidebook 

DC SIAT Deputy Commander, Systems Engineering, Interoperability, Architectures and 

Technology 

DoD Department of Defense 

DoDI DoD Instruction 

DoDD DoD Directive 

DTM Directive Type Memorandum 

ECP Engineering Change Proposal 

EMD Engineering and Manufacturing Design 

ESOH Environment, Safety, and Occupational Health 

FBL  Functional Baseline 

FCA Functional Configuration Audit 

FoS Family of Systems 

FRP Full Rate Production 

GOTS Government Off The Shelf 

HCA Human Capital Agreement 

ICD Initial Capabilities Document  

IOC Initial Operational Capability 

IMP Integrated Master Plan 
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ACRONYM DEFINITION 

IMS Integrated Master Schedule 

IPT Integrated Product Team 

IRR Integration Readiness Review 

ISR In-Service Review 

KPP Key Performance Parameters 

KSA Key System Attributes 

LRIP Low-Rate Initial Production 

MCSC Marine Corps Systems Command 

MCSCO Marine Corps Systems Command Order 

MDA Milestone Decision Authority 

MDAP Major Defense Acquisition Program 

MS Milestone 

NDI Non-Developmental Item 

NIR Non-Developmental Item Integration Review 

OAAT Open Architecture Assessment 

PCA Physical Configuration Audit 

PDA Program Decision Authority 

PdM Product Manager 

PDR Preliminary Design Review 

PDUSD Principal Deputy Under Secretary of Defense 

PEO Program Executive Offices 

PM Program Manager 

PMM Program Manager Marine 

PRR Production Readiness Review 

RFA Request For Action 

RTM Requirements Traceability Matrix 

SDP Software Development Plan 

SDS System Design Specification 

SE Systems Engineering 

SE&I Systems Engineering and Integration 

SEP Systems Engineering Plan 

SETR  Systems Engineering Technical Review 

SFR System Functional Review 

SME Subject Matter Expert 

SRR System Requirements Review  

SRS Software Requirements Specification 

SSR Software Specification Review 

SVR System Verification Review 

TA Technical Authority 

TDP Technical Data Package 
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ACRONYM DEFINITION 

TEMP Test and Evaluation Master Plan 

TIM Technical Interchange Meeting 

TRA Technology Readiness Assessment 

TRAP Technical Review Action Plans 

TRB Technical Review Board 

TRDP Technical Review Data Package 

TRL Technology Readiness Level 

TMRR Technology Maturation and Risk Reduction 

TRR Test Readiness Review 

USMC United States Marine Corps 

WIPT Working-level Integrated Product Team 
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Allocated Baseline. The approved documentation describing a CI’s functional, performance, 

interoperability, and interface requirements that are allocated from those of a system or higher level 

configuration item; interface requirements with interfacing configuration items; and the verifications 

required to confirm the achievement of those specified requirements. 

Capability Development Document (CDD). Captures the capabilities and performance requirements 

information necessary to develop a proposed program(s). The CDD outlines a militarily useful and 

logistically supportable capability.  

Capability Production Document (CPD). Used to address the production elements specific to a single 

increment of an acquisition program. 

Configuration Management Plan (CMP). Describes the process for establishing and maintaining 

consistency of a product’s performance, functional and physical attributes with its requirements, design 

and operational information throughout its life cycle. 

Computer System Diagnostic Manual. The documentation needed to allow system administrator of a 

computer system to troubleshoot problems in a fielded system. 

Computer System Operator’s Manual (CSOM). The documentation needed to operate a given 

computer and its peripherals. 

Computer Resources Integrated Support Document (CRISD). Provides the information needed to 

plan for life cycle support of deliverable software. The CRISD documents the supplier’s plans for 

transitioning support of deliverable software to the support agency. 

Database Design Document. The basis for database implementation and maintenance, including data 

base design; related data, files, and SW/database management system for access. 

Firmware Support Manual. Required to program and re-program firmware devices in a system. 

Functional Baseline. Describes the system’s functional, performance, interoperability, and interface 

requirements and the verifications required to demonstrate the achievement of those specified 

requirements 

Hardware Development Specification. Defines the performance and interface requirements and design 

and inter-operability constraints that have been allocated to the CI from a system or higher level CI. The 

Hardware Development Specification provides the contractual basis for the development and verification 

of HWCI performance. The Hardware Development Specification(s) will normally be used to establish 

the allocated baseline for the CI. 

Hardware Product Specification. Defines the performance and interface requirements and design and 

interoperability constraints that have been allocated to the CI from a system or higher level CI. Item 

specifications provide the contractual basis for the development and verification of CI performance. A 

Hardware Product Specification or Hardware Performance Specification (essentially the same document) 

or a Hardware Detailed Specification (containing specific design requirements) is used to provide the 

contractual basis for acquisition of production quantities of the HWCI. 

Interface Design Description (IDD). Describes the interface characteristics of one or more systems, 

subsystems, Hardware Configuration Items, Computer Software Configuration Items, manual operations, 

or other system components. An IDD may also describe any number of interfaces. The IDD can be used 
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to supplement the System/Subsystem Design Description or Software Design Description. The IDD and 

its companion Interface Requirements Specifications serve to communicate and control interface design 

decisions. 

Interface Requirements Specification (IRS). Specifies the requirements imposed on one or more 

systems, subsystems, Hardware Configuration Items, Computer Software Configuration Items, manual 

operations, or other system components to achieve one or more interfaces among these entities. An IRS 

can cover any number of interfaces. The IRS can be used to supplement the System/Subsystem Design 

Description (SSDD) and SRS as the basis for design and qualification testing of systems and Computer 

Software Configuration Items. 

Information Support Plan (ISP). Formerly the C4ISP, the ISP explores the information-related needs of 

an acquisition program in support of the operational and functional capabilities the program either 

delivers or contributes to. The ISP provides a mechanism to identify and resolve implementation issues 

related to an acquisition program’s IT, including NSS, infrastructure support and IT and NSS interface 

requirements. It identifies IT needs, dependencies, and interfaces for programs in all acquisition 

categories, focusing attention on interoperability, supportability, synchronization, sufficiency and net-

centricity concerns. 

Logistics Requirements Funding Summary. Identifies the product support functions and sub-functions 

required to establish affordable and effective product support. It identifies support resource requirements 

and the funds available to meet those requirements. The summary displays requirements versus available 

funding for all ILS elements and related disciplines, by fiscal year and appropriation, and is traceable to 

logistic support plan tasks and activities. 

Manufacturing Plan. Documents methods by which design is to be built. Plan contains sequence and 

schedule of events at supplier and subcontractor levels that define use of materials, fabrication flow, test 

equipment, tools, facilities, and personnel. Plan also reflects consideration and incorporation of 

manufacturing requirements in the design process. It includes identification and assessment of design 

facilities. 

Product Baseline. A CI’s approved detail design documentation including those verifications necessary 

for accepting product deliveries (first article and acceptance inspections.)  Based on program 

production/procurement strategies, the design information contained in the product baseline can be as 

simple as identifying a specific part number or as complex as full design disclosure. 

Request For Action (RFA). A formal documentation of an action item initiated at a technical review. 

RFAs require some action on the part of the developer and can be either critical or non-critical. 

Software Design Description (SDD). Describes the design of a CSCI. Descriptions of the CSCI-wide 

design decisions, the CSCI architectural design, and the detailed design needed to implement the software 

are contained in the SDD. The SDD is used as the basis for implementing software. It provides the 

acquirer visibility into the design and provides information needed for software support. SDDs may be 

supplemented by IDDs. 

Software Programmer’s Manual. Needed by a programmer to program a given piece of software. 

Software Requirements Specification (SRS). Specifies the requirements for a CSCI and the methods to 

be used to ensure each requirement has been met. Requirements pertaining to the CSCI external interfaces 

may be presented in the SRS or in one or more Interface IRSs referenced from the SRS. The SRS, 

possibly supplemented by the IRS, is used as the basis for design and qualification testing of a CSCI. 
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Software Version Description (SVD). Identifies and describes a software version; used to release, track, 

and control each version. 

Software Development Plan (SDP). Describes the software development effort, processes, methods, 

schedules, organization, and resources. 

Software Support Plan. Describes the sum of all activities that take place to ensure implemented and 

fielded software continues to fully support the operational mission of the system.  

Software Test Plan (STP). Describes plans for qualification testing of CSCIs and software systems. The 

STP describes the software test environment to be used for the testing, identifies the tests to be performed, 

and provides schedules for test activities. There is usually a single STP for a project. The STP enables the 

acquirer to assess the adequacy of planning for CSCI and, if applicable, software system qualification 

testing. 

Software User’s Manual (SUM). Details how the hands-on user installs and uses software, a software 

item group, a software system, or subsystem. 

Supportability Plan. The comprehensive logistics support document that summarizes the results of 

logistics analysis, planning and acquisition.  

System Allocation Document. Describes the allocation of requirements from the system specification to 

individual CIs. 

System/Subsystem Design Description (SSDD). Describes the system/subsystem-wide design and the 

architectural design of a system/subsystem. The SSDD may be supplemented by IDDs and Database 

Design Document. The Database Design Document, with its associated IDDs, is used as the basis for 

further system/subsystem development. Designs pertaining to interfaces may be presented in the SSDD or 

Database Design Documents. 

Systems Engineering Plan (SEP). The blueprint for the conduct, management, and control of the 

technical aspects of an acquisition program from conception to disposal. 

Technical Review Action Plan (TRAP). Produced to capture all planning for a technical review. 

Technical Review Summary Report. The document produced as a result of a SETR event. It contains 

the technical findings as well as the critical RFAs. 


